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9
Short Data Service (SDS)

9.1
General

The group administrator can disable the SDS service on a MCData group by setting the <mcdata-allow-short-data-service> element under the <list-service> element, in the group document, to "false".
If the <mcdata-allow-short-data-service> element under the <list-service> element, in the group document, is set to "false" for a MCData group:

-
an MCData client should not use the procedures in the subclauses of the parent subclause to send SDS to the said MCData group.
-
a terminating MCData controlling function should reject the request to send SDS to the said MCData group.
***** Next change *****
10
File Distribution (FD)

10.1
General

The group administrator can disable the FD service on a MCData group by setting the <mcdata-allow-file-distribution> element under the <list-service> element, in the group document, to "false".

If the <mcdata-allow-file-distribution> element under the <list-service> element, in the group document, is set to "false" for a MCData group:

--
an MCData client should not use the procedures in the subclauses of the parent subclause for FD to the said MCData group.

-
a terminating MCData controlling function should reject the request for FD to the said MCData group.
***** Next change *****
9.2.2.2.1
MCData client originating procedures

Editor's Note: Security related aspects (e.g. encryption of payload and signalling data and delivery of the encryption key) will need to be added to this subclause or reference to another subclause.

The MCData client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6] with the clarifications given below.

The MCData client:

1)
shall build the SIP MESSAGE request as specified in subclause 6.2.4.1;
2)
if a one-to-one standalone SDS message is to be sent, shall insert in the SIP MESSAGE request:

a)
an application/resource-lists+xml MIME body with the MCData ID of the target MCData user, according to rules and procedures of IETF RFC 4826 [9]; and

b)
an application/vnd.3gpp.mcdata-info+xml MIME body with a <request-type> element set to a value of "one-to-one-sds";

3)
if a group standalone SDS message is to be sent: 
a)
if the "/<x>/<x>/Common/MCData/AllowedSDS" leaf node present in the group document of the requested MCData group, configured on the group management client as specified in 3GPP TS 24.483 [xx] is set to "false", shall reject the request to send SDS and not continue with the rest of the steps in this subclause; and
b)
shall insert in the SIP MESSAGE request an application/vnd.3gpp.mcdata-info+xml MIME body with:

i)
the <request-type> element set to a value of "group-sds";

ii)
the <mcdata-request-uri> element set to the MCData group identity; and

iii)
the <mcdata-client-id> element set to the MCData client ID of the originating MCData client; 
4)
shall generate a standalone SDS message as specified in subclause 6.2.2.1; and

5)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [5].

9.2.2.4.2
Terminating controlling MCData function procedures

Upon receipt of a "SIP MESSAGE request for standalone SDS for controlling MCData function", the controlling MCData function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. Otherwise, continue with the rest of the steps;

2)
if the SIP MESSAGE does not contain:

a)
an application/vnd.3gpp.mcdata-info+xml MIME body;

b)
an application/vnd.3gpp.mcdata-signalling MIME body; and
c)
an application/vnd.3gpp.mcdata-payload MIME body;

shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "199 expected MIME bodies not in the request" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;

3)
shall decode the contents of the application/vnd.3gpp.mcdata-signalling MIME body contained in the SIP MESSAGE;

4)
if the application/vnd.3gpp.mcdata-signalling MIME body contains a SDS SIGNALLING PAYLOAD message with a SDS disposition request type IE, shall store the value of the Conversation ID IE and the value of the Message ID IE in the SDS SIGNALLING PAYLOAD message;

NOTE:
The controlling MCData function uses the Conversation ID and Message ID for correlation with disposition notifications.

5)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is set to a value of "one-to-one-sds" and the SIP MESSAGE request:

a)
does not contain an application/resource-lists MIME body or contains an application/resource-lists MIME body with more than one <entry> element, shall return a SIP 403 (Forbidden) response with the warning text set to "204 unable to determine targeted user for one-to-one SDS" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below; and 

b)
contains an application/resource-lists MIME body with exactly one <entry> element, shall send a SIP MESSAGE request to the MCData user identified in the <entry> element of the MIME body, as specified in subclause 9.2.2.4.1;

6)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is set to a value of "group-sds":

a)
shall retrieve the group document associated with the group identity in the SIP MESSAGE request by following the procedures in subclause 6.3.3, and shall continue with the remaining steps if the procedures in subclause 6.3.3 were successful;

b)
if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

c)
if the <list> element of the <list-service> element in the group document does not contain an <entry> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

d)
if the <list-service> element contains a <mcdata-allow-short-data-service> element in the group document set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to "206 short data service not allowed for this group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

e)
if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", shall send a SIP 488 (Not Acceptable) response with the warning text set to "207 SDS services not supported for this group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

f)
if the MCData server group SDS procedures in subclause 11.1 indicate that the user identified by the MCData ID:

i)
is not allowed to initiate group MCData communications on this group identity, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "201 user not authorised to transmit data on this group identity" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause; and

ii)
is not allowed to initiate group MCData communications on this group identity due to message size, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "208 user not authorised for MCData communications on this group identity due to message size" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;

Editor's Note: Bullet g) below is subject to modification based upon potential clarifications in SA6.

g)
if the MCData server group SDS procedures in subclause 11.2 indicate that the user identified by the MCData ID:

i)
is not allowed to initiate group SDS MCData communications via the signalling plane due to exceeding auto-send size, shall reject the SIP MESSAGE request by sending a SIP 403 (Forbidden) response with the warning text set to "1xx data size greater than auto-send size" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause; and

ii)
is not allowed to initiate group SDS MCData communications via the signalling plane due to exceeding auto-receive size, shall reject the SIP MESSAGE request by sending a SIP 403 (Forbidden) response with the warning text set to "1xx data size greater than auto-receive size" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;
h)
the originating user identified by the MCData ID is not affiliated to the group identity contained in the SIP MESSAGE request, as specified in subclause 6.x.x, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below;

Editor's Note: Check for affiliation and affiliation procedures still need to be provided. 

j)
shall determine targeted group members for MCData communications by following the procedures in subclause 6.3.4; 

k)
if the procedures in subclause 6.3.4 result in no affiliated members found in the selected MCData group, shall return a SIP 403 (Forbidden) response with the warning text set to "198 no users are affiliated to this group" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below; and

l)
shall send SIP MESSAGE requests to the targeted group members identified in step j) above by following the procedure in subclause 9.2.2.4.1;

7)
shall generate a SIP 202 (Accepted) response in response to the "SIP MESSAGE request for standalone SDS for controlling MCData function"; and 

8)
shall send the SIP 202 (Accepted) response towards the originating participating MCData function according to 3GPP TS 24.229 [5].

***** Next change *****
9.2.3.2.3
MCData client originating procedures

The MCData client shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5] with the clarifications given below.

The MCData client:

1)
shall include the g.3gpp.mcdata.sds media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

2)
shall include an Accept-Contact header field containing the g.3gpp.mcdata.sds media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];

3)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];

4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), in a P-Preferred-Service header field according to IETF RFC 6050 [7] in the SIP INVITE request;

5)
should include the "timer" option tag in the Supported header field;

6)
should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

7)
if a one-to-one standalone SDS message is to be sent:

a)
shall insert in the SIP INVITE request a MIME resource-lists body with the MCData ID of the invited MCData user, according to rules and procedures of IETF RFC 5366 [18]; and

b)
shall contain an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:

i)
the <request-type> element set to a value of "one-to-one-sds";

8)
if a group standalone SDS message is to be sent: 

a)
if the "/<x>/<x>/Common/MCData/AllowedSDS" leaf node present in the group document of the requested MCData group, configured on the group management client as specified in 3GPP TS 24.483 [xx] is set to "false", shall reject the request to send SDS and not continue with the rest of the steps in this subclause; and
b)
shall contain in an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:

i)
the <request-type> element set to a value of "group-sds";

ii)
the <mcdata-request-uri> element set to the MCData group identity; and

iii)
the <mcdata-client-id> element set to the MCData client ID of the originating MCData client;

NOTE 1:
The MCData client does not include the MCData ID of the originating MCData user in the body, as this will be inserted into the body of the SIP INVITE request that is sent from the originating participating MCData function.

9)
shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating MCData function serving the MCData user;

NOTE 2:
The MCData client is configured with public service identity identifying the participating MCData function serving the MCData user.

10)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [5];

11)
shall include an SDP offer according to 3GPP TS 24.229 [5] with the clarifications given in subclause 9.2.3.2.1; and

12)
shall send the SIP INVITE request towards the MCData server according to 3GPP TS 24.229 [5].

On receipt of a SIP 2xx response to the SIP INVITE request, the MCData client:

1)
shall send a SIP ACK request as specified in 3GPP TS 24.229 [5];

2)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38]; and

3)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 6.1.1.2.

On receipt of a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1)
shall indicate to the MCData user that the SDS message could not be sent; and

2)
shall send a SIP ACK request as specified in 3GPP TS 24.229 [5].

On receipt of an indication from the media plane indicating that the standalone SDS message was not sent successfully, the MCData client shall:

1)
shall generate a SIP BYE request according to 3GPP TS 24.229 [5] with:

a)
Reason code set to "SIP";

b)
cause set to "480"; and

c)
text set to "transmission failed";

2)
shall set the Request-URI to the MCData session identity to release; and

Editor's Note: MCData session identity is still to be defined,

3)
shall send a SIP BYE request towards MCData server according to 3GPP TS 24.229 [5].

On receipt of an indication from the media plane indicating that the standalone SDS message has been successfully transferred, the MCData client shall:

1)
shall generate a SIP BYE request according to 3GPP TS 24.229 [5] with:

a)
Reason code set to "SIP";

b)
cause set to "200"; and

c)
text set to "transmission succeeded";

2)
shall set the Request-URI to the MCData session identity to release; and

3)
shall send a SIP BYE request towards MCData server according to 3GPP TS 24.229 [5].

Upon receiving a SIP 200 (OK) response to the SIP BYE request, the MCData client shall interact with the media plane and indicate to terminate the session, as specified in 3GPP TS 24.582 [15].

9.2.3.4.4
Terminating Procedures

In the procedures in this subclause:

1)
MCData ID in an incoming SIP INVITE request refers to the MCData ID of the originating user from the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request;

2)
group identity in an incoming SIP INVITE request refers to the group identity from the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request; and

3)
MCData ID in an outgoing SIP INVITE request refers to the MCData ID of the called user in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;

Upon receipt of a "SIP INVITE request for controlling MCData function for standalone SDS over media plane", the controlling MCData function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;

2)
shall determine if the media parameters are acceptable and the MSRP URI is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;

3)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcdata.sds media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds";

4)
shall cache SIP feature tags, if received in the Contact header field and if the specific feature tags are supported;

5)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];

6)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "one-to-one-sds" and the SIP INVITE request:

a)
does not contain an application/resource-lists MIME body or contains an application/resource-lists MIME body with more than one <entry> element, shall return a SIP 403 (Forbidden) response with the warning text set to "204 unable to determine targeted user for one-to-one SDS" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below; and 

b)
contains an application/resource-lists MIME body with exactly one <entry> element, shall invite the MCData user identified by the <entry> element of the MIME body, as specified in subclause 9.2.3.4.3; and

c)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 6.3.1;

7)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "group-sds":

a)
shall retrieve the necessary group document(s) from the group management server for the group identity contained in the SIP INVITE request and carry out initial processing as specified in subclause 6.3.3, and shall continue with the remaining steps if the procedures in subclause 6.3.3 were successful;

b)
if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

c)
if the <list> element of the <list-service> element in the group document does not contain an <entry> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

d)
if the <list-service> element contains a <mcdata-allow-short-data-service> element in the group document set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to "206 short data service not allowed for this group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

e)
if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", shall send a SIP 488 (Not Acceptable) response with the warning text set to "207 SDS services not supported for this group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

f)
if the MCData server group SDS procedures in subclause 11.1 indicate that the user identified by the MCData ID:

i)
is not allowed to initiate group MCData communications on this group identity, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response, with warning text set to "201 user not authorised to transmit data on this group identity" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause; and

ii)
is not allowed to initiate group MCData communications on this group identity due to message size, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "208 user not authorised for MCData communications on this group identity due to message size" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;

g)
if the MCData server group SDS procedures in subclause 11.2 indicate that the user identified by the MCData ID:

Editor's Note: Transmission and reception control checks to be provided. 

h)
the originating user identified by the MCData ID is not affiliated to the group identity contained in the SIP INVITE request, as specified in subclause 6.x.x, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below;
Editor's Note: Check for affiliation and affiliation procedures still need to be provided. 

i)
shall determine targeted group members for MCData communications by following the procedures in subclause 6.3.4;

j)
if the procedures in subclause 6.3.4 result in no affiliated members found in the selected MCData group, shall return a SIP 403 (Forbidden) response with the warning text set to "198 no users are affiliated to this group" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below; and

k)
shall invite each group member determined in step i) above, to the group session, as specified in subclause 9.2.3.4.3; and

l)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 6.3.1.

Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 9.2.3.4.3 and if the MCData ID in the SIP 200 (OK) response matches to the MCData ID in the corresponding SIP INVITE request. the controlling MCData function:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request according to 3GPP TS 24.229 [5];

2)
shall include the option tag "timer" in a Require header field;

3)
shall include the Session-Expires header field and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uac";

4)
shall include a P-Asserted-Identity header field with the public service identity of the controlling MCData function;

5)
shall include a SIP URI for the MCData session identity in the Contact header field identifying the MCData session at the controlling MCData function;

6)
shall include the following in the Contact header field:

a)
the g.3gpp.mcdata.sds media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of “urn:urn-7:3gpp-service.ims.icsi.mcdata.sds”; and

c)
the isfocus media feature tag;

7)
shall include Warning header field(s) received in incoming responses to the SIP INVITE request;

8)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 9.2.3.4.2;
9)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 6.3.1; and 

10)
shall send a SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].

***** Next change *****
9.2.4.2.3
MCData client originating procedures

The MCData client shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5] with the clarifications given below.

The MCData client:

1)
shall include the g.3gpp.mcdata.sds media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

2)
shall include an Accept-Contact header field containing the g.3gpp.mcdata.sds media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];

3)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];

4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), in a P-Preferred-Service header field according to IETF RFC 6050 [7] in the SIP INVITE request;

5)
should include the "timer" option tag in the Supported header field;

6)
should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

7)
if a one-to-one SDS session is requested:

a)
shall insert in the SIP INVITE request a MIME resource-lists body with the MCData ID of the invited MCData user, according to rules and procedures of IETF RFC 5366 [18]; and

b)
shall contain an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:

i)
the <request-type> element set to a value of "one-to-one-sds-session";

8)
if a group SDS session is requested: 

a)
if the "/<x>/<x>/Common/MCData/AllowedSDS" leaf node present in the group document of the requested MCData group, configured on the group management client as specified in 3GPP TS 24.483 [xx] is set to "false", shall reject the request to send SDS and not continue with the rest of the steps in this subclause; and
b)
shall contain in an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:

i)
the <request-type> element set to a value of "group-sds-session";

ii)
the <mcdata-request-uri> element set to the MCData group identity; and

iii)
the <mcdata-client-id> element set to the MCData client ID of the originating MCData client;

NOTE 1:
The MCData client does not include the MCData ID of the originating MCData user in the body, as this will be inserted into the body of the SIP INVITE request that is sent from the originating participating MCData function.

9)
shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating MCData function serving the MCData user;

NOTE 2:
The MCData client is configured with public service identity identifying the participating MCData function serving the MCData user.

10)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [5];

11)
shall include an SDP offer according to 3GPP TS 24.229 [5] with the clarifications given in subclause 9.2.4.2.1; and

12)
shall send the SIP INVITE request towards the MCData server according to 3GPP TS 24.229 [5].

On receipt of a SIP 2xx response to the SIP INVITE request, the MCData client:

1)
shall send a SIP ACK request as specified in 3GPP TS 24.229 [5]; 

2)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38]; and
3)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 6.1.2.2.

On receipt of a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1)
shall indicate to the MCData user that the SDS message could not be sent; and
2)
shall send a SIP ACK request as specified in 3GPP TS 24.229 [5].

On receipt of an indication from the media plane indicating that the SDS session was terminated successfully, the MCData client shall:

1)
shall generate a SIP BYE request according to 3GPP TS 24.229 [5] with:

a)
Reason code set to "SIP";

b)
cause set to "480"; and

c)
text set to "transmission failed";

2)
shall set the Request-URI to the MCData session identity to release; and

3)
shall send a SIP BYE request towards MCData server according to 3GPP TS 24.229 [5].

9.2.4.4.4
Terminating Procedures

In the procedures in this subclause:

1)
MCData ID in an incoming SIP INVITE request refers to the MCData ID of the originating user from the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request;

2)
group identity in an incoming SIP INVITE request refers to the group identity from the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request; and

3)
MCData ID in an outgoing SIP INVITE request refers to the MCData ID of the called user in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;

Upon receipt of a "SIP INVITE request for controlling MCData function for SDS session", the controlling MCData function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;

2)
shall determine if the media parameters are acceptable and the MSRP URI is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;

3)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcdata.sds media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds";

4)
shall cache SIP feature tags, if received in the Contact header field and if the specific feature tags are supported;
6)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];

7)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "one-to-one-sds-session" and the SIP INVITE request:

a)
does not contain an application/resource-lists MIME body or contains an application/resource-lists MIME body with more than one <entry> element, shall return a SIP 403 (Forbidden) response with the warning text set to "204 unable to determine targeted user for one-to-one SDS" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below;
b)
contains an application/resource-lists MIME body with exactly one <entry> element, shall invite the MCData user identified by the <entry> element of the MIME body, as specified in subclause 9.2.4.4.3; and

c)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 6.3.2;

8)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "group-sds-session":

a)
shall retrieve the necessary group document(s) from the group management server for the group identity contained in the SIP INVITE request and carry out initial processing as specified in subclause 6.3.3, and shall continue with the remaining steps if the procedures in subclause 6.3.3 were successful;

b)
if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

c)
if the <list> element of the <list-service> element in the group document does not contain an <entry> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

d)
if the <list-service> element contains a <mcdata-allow-short-data-service> element in the group document set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to "206 short data service not allowed for this group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

e)
if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", shall send a SIP 488 (Not Acceptable) response with the warning text set to "207 SDS services not supported for this group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

f)
if the MCData server group SDS procedures in subclause 11.1 indicate that the user identified by the MCData ID:

i)
is not allowed to initiate group MCData communications on this group identity, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response, with warning text set to "201 user not authorised to transmit data on this group identity" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause; and

ii)
is not allowed to initiate group MCData communications on this group identity due to message size, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "208 user not authorised for MCData communications on this group identity due to message size" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;

g)
if the MCData server group SDS procedures in subclause 11.2 indicate that the user identified by the MCData ID:

Editor's Note: Transmission and reception control checks to be provided. 

h)
the originating user identified by the MCData ID is not affiliated to the group identity contained in the SIP INVITE request, as specified in subclause 6.x.x, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below;
Editor's Note: Check for affiliation and affiliation procedures still need to be provided. 

i)
shall determine targeted group members for MCData communications by following the procedures in subclause 6.3.4;

j)
if the procedures in subclause 6.3.4 result in no affiliated members found in the selected MCData group, shall return a SIP 403 (Forbidden) response with the warning text set to "198 no users are affiliated to this group" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below; and

k)
shall invite each group member determined in step i) above, to the group session, as specified in subclause 9.2.4.4.3; and

l)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 6.3.2.

Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 9.2.4.4.3 and if the MCData ID in the SIP 200 (OK) response matches to the MCData ID in the corresponding SIP INVITE request the controlling MCData function:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request according to 3GPP TS 24.229 [5];

2)
shall include the option tag "timer" in a Require header field;

3)
shall include the Session-Expires header field and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uac";

4)
shall include a P-Asserted-Identity header field with the public service identity of the controlling MCData function;

5)
shall include a SIP URI for the MCData session identity in the Contact header field identifying the MCData session at the controlling MCData function;

6) shall include the following in the Contact header field:

a)
the g.3gpp.mcdata.sds media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of “urn:urn-7:3gpp-service.ims.icsi.mcdata.sds”; and

c)
the isfocus media feature tag;

7)
shall include Warning header field(s) received in incoming responses to the SIP INVITE request; 

8)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 9.2.4.4.2;
9)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 6.3.2; and 

10)
shall send a SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].

***** Next change *****
9.3.2.2
Sending SDS message

Upon receiving an indication to send an SDS message, the MCData client:

1)
if the request to send the SDS message is for a MCData group, shall check if the value of "/<x>/<x>/Common/MCData/AllowedSDS" leaf node, present in the group configuration as specified in 3GPP TS 24.483 [xx], is set to "false". It the value is set to "false", shall reject the request to send the SDS message and not continue with the remaining procedures in this subclause;
2)
shall store own MCData user ID as the sender MCData user ID;

3)
if:

a)
a one-to-one SDS message is to be sent then, shall store the MCData user ID of the intended recipient as the recipient MCData user ID; or

b)
a group SDS message is to be sent then, shall store the MCData group ID as the target MCData group ID;

4)
may set the stored SDS disposition request type as:

a)
"DELIVERY", if only delivery disposition is requested;

b)
"READ", if only read disposition is requested; or

c)
"DELIVERY AND READ", if both delivery and read dispositions are requested;

5)
if an existing conversation is indicated then, shall store the conversation identifier of the indicated conversation as SDS conversation ID. Otherwise, shall generate an UUID as described in IETF RFC 4122 [14] and store SDS conversation ID;

6)
shall generate an UUID as described in IETF RFC 4122 [14] and store as the SDS message ID;

7)
if indicated that the SDS message is in reply to another SDS message then, shall store the message identifier of the indicated message as SDS reply ID;

8)
if indicated that the target recipient of the SDS message is an application then, shall store the application ID of the indicated application as SDS application ID;

9)
shall store the received payload as the SDS payload;

10)
shall store the received payload type as the SDS payload type;

11)
shall store the current UTC time as the SDS transmission time;

12)
shall generate a SDS OFF-NETWORK MESSAGE message as specified in subclause 15.1.7. In the SDS OFF-NETWORK MESSAGE message, the MCData client:

a)
shall set the Sender MCData user ID IE to the stored the sender MCData user ID;

b)
if:

i)
a one-to-one SDS message is to be sent then shall set the Recipient MCData user ID IE to the stored recipient MCData user ID as specified in subclause 15.2.15; or

ii)
a group SDS message is to be sent then, shall set the MCData group ID IE to the stored target MCData group ID as specified in subclause 15.2.14;

c)
may set the SDS disposition request type IE to the stored the SDS disposition request type as specified in subclause 15.2.3;

d)
shall set the Conversation ID IE to the stored conversation ID as specified in subclause 15.2.9;

e)
shall set the Message ID IE to the stored SDS message ID as specified in subclause 15.2.10;
f)
shall set the Date and time IE to the stored SDS transmission time as specified in subclause 15.2.8;
g)
may include the InReplyTo message ID IE set to the stored SDS reply ID as specified in subclause 15.2.11;

h)
may include the Application ID IE set to the stored SDS application ID as specified in subclause 15.2.7;

i)
may include the Payload IE as specified in subclause 15.2.13 with:

A)
the Payload content type to the stored SDS payload type; and

B)
the Payload data set to the stored SDS payload;

13)
if:

a)
a one-to-one SDS message is to be sent then, shall send the SDS OFF-NETWORK MESSAGE message as specified in subclause 9.3.1.1; or

b)
a group SDS message is to be sent then, shall send the SDS OFF-NETWORK MESSAGE message as specified in subclause 9.3.1.2;
14)
shall initialise the counter CFS1 (SDS retransmission) with the value set to 1; and

15)
shall start timer TFS1 (SDS retransmission).

***** Next change *****
10.2.4.2.1
MCData client originating procedures

Editor's Note: Security related aspects (e.g. encryption of payload and signalling data and delivery of the encryption key) will need to be added to this subclause or reference to another subclause.

The MCData client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6] with the clarifications given below.

The MCData client:

1)
shall build the SIP MESSAGE request as specified in subclause 6.2.4.1;
2)
if a one-to-one standalone FD message is to be sent shall insert in the SIP MESSAGE request:

a)
an application/resource-lists+xml MIME body with the MCData ID of the target MCData user, according to rules and procedures of IETF RFC 4826 [9]; and

b)
an application/vnd.3gpp.mcdata-info+xml MIME body with a <request-type> element set to a value of "one-to-one-fd";
3)
if a group standalone FD message is to be sent: 
a)
if the "/<x>/<x>/Common/MCData/AllowedFD" leaf node present in the group document of the requested MCData group, configured on the group management client as specified in 3GPP TS 24.483 [xx] is set to "false", shall reject the request for FD and not continue with the rest of the steps in this subclause; and
b)
shall insert in the SIP MESSAGE request an application/vnd.3gpp.mcdata-info+xml MIME body with:

i)
the <request-type> element set to a value of "group-fd";

ii)
the <mcdata-request-uri> element set to the MCData group identity; and

iii)
the <mcdata-client-id> element set to the MCData client ID of the originating MCData client;

4)
shall generate a standalone FD message as specified in subclause 6.2.2.2; and

5)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [5].

10.2.4.4.2
Terminating controlling MCData function procedures

The procedures in this subclause are executed as a result of:

Upon:

-
receipt of a "SIP MESSAGE request for FD using HTTP for controlling MCData function", the controlling MCData function; or

-
a decision to now process a previously received "SIP MESSAGE request for FD using HTTP for controlling MCData function" that had been queued for later transmission;

the controlling MCData function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. Otherwise, continue with the rest of the steps;

2)
if the SIP MESSAGE does not contain:

a)
an application/vnd.3gpp.mcdata-info+xml MIME body; and

b)
an application/vnd.3gpp.mcdata-signalling MIME body;
shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "199 expected MIME bodies not in the request" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;

3)
shall decode the contents of the application/vnd.3gpp.mcdata-signalling MIME body contained in the SIP MESSAGE;

4)
if the application/vnd.3gpp.mcdata-signalling MIME body does not contain only one FD SIGNALLING PAYLOAD message, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "209 one FD SIGNALLING PAYLOAD message only must be present in FD request" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;

5)
if the FD SIGNALLING PAYLOAD message does not contain only one Payload IE, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "210 one File URL only must be present in the FD request" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;

6)
if the Payload IE has Payload contents:

a)
with a Payload content type set to a value other than "FILEURL" shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "211 payload for an FD request is not FILEURL" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause; and

b)
with Payload data containing a file URL identifying a file that does not exist on the controlling MCData function, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "212 file referenced by file URL does not exist" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;7)
if the application/vnd.3gpp.mcdata-signalling MIME body contains an FD SIGNALLING PAYLOAD message with a FD disposition request type IE, shall store the value of the Conversation ID IE and the value of the Message ID IE in the FD SIGNALLING PAYLOAD message;

NOTE 1:
The controlling MCData function uses the Conversation ID and Message ID for correlation with disposition notifications.

8)
if the application/vnd.3gpp.mcdata-signalling MIME body contains an FD SIGNALLING PAYLOAD message:

a)
with a Metadata IE, shall derive a timer value for the file availability timer based upon the file availability information in the metadata;

Editor's Note: It needs to be determined how the MCData server validates the file availability in metadata to guard against excessive file availability period provided by the client. One possibility could be to have a value configured in Service Configuration. The behaviour of the MCData server needs to also be determined.

b)
without a Metadata IE, shall derive a timer value for the file availability timer based upon local policy;

Editor's Note: It still needs to be determined if rather than using local policy, a default value for the file availability timer needs to be configured in Service Configuration if the client does not include metadata.

c)
shall start TDC2 (file availability timer) with the derived timer value; and

d)
shall associate the running timer TDC2 (file availability timer) to the Conversation ID, Message ID and Application ID (if included) contained in the FD SIGNALLING PAYLOAD message;

NOTE 2:
Multiple file availability timers can be running for a file. Each file availability timer is uniquely associated to a Conversation ID and Message ID.

9)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is set to a value of "one-to-one-fd" and the SIP MESSAGE request:

a)
does not contain an application/resource-lists MIME body or contains an application/resource-lists MIME body with more than one <entry> element, shall return a SIP 403 (Forbidden) response with the warning text set to "205 unable to determine targeted user for one-to-one FD" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below; and 

b)
contains an application/resource-lists MIME body with exactly one <entry> element and the received SIP MESSAGE request is not queued for later transmission, shall send a SIP MESSAGE request to the MCData user identified in the <entry> element of the MIME body, as specified in subclause 10.2.2.4.2;

10)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is set to a value of "group-fd":

a)
shall retrieve the group document associated with the group identity in the SIP MESSAGE request by following the procedures in subclause 6.3.3, and shall continue with the remaining steps if the procedures in subclause 6.3.3 were successful;

b)
if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

c)
if the <list> element of the <list-service> element in the group document does not contain an <entry> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

d)
if the <list-service> element contains a <mcdata-allow-file-distribution> element in the group document set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to "213 file distribution not allowed for this group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

e)
if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd", shall send a SIP 488 (Not Acceptable) response with the warning text set to "214 FD services not supported for this group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

f)
if the MCData server group FD procedures in subclause 11.1 indicate that the user identified by the MCData ID:

i)
is not allowed to initiate group MCData communications on this group identity, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "201 user not authorised to transmit data on this group identity" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause; and

ii)
is not allowed to initiate group MCData communications on this group identity due to message size, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "208 user not authorised for MCData communications on this group identity due to message size" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;

g)
the originating user identified by the MCData ID is not affiliated to the group identity contained in the SIP MESSAGE request, as specified in subclause 6.x.x, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below;

Editor's Note: Check for affiliation and affiliation procedures still need to be provided.

j)
shall determine targeted group members for MCData communications by following the procedures in subclause 6.3.4; 

k)
if the procedures in subclause 6.3.4 result in no affiliated members found in the selected MCData group, shall return a SIP 403 (Forbidden) response with the warning text set to "198 no users are affiliated to this group" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below; and

l)
if the received SIP MESSAGE request is not queued for later transmission shall send SIP MESSAGE requests to the targeted group members identified in step j) above by following the procedure in subclause 9.2.2.4.1;

11)
shall generate a SIP 202 (Accepted) response in response to the "SIP MESSAGE request for FD using HTTP for controlling MCData function"; 

12)
if the received SIP MESSAGE request has been queued for later transmission, shall include warning text set to "215 request to transmit is queued by the server" in a Warning header field as specified in subclause 4.x;, in the SIP 202 (Accepted) response; and 

13)
shall send the SIP 202 (Accepted) response towards the originating participating MCData function according to 3GPP TS 24.229 [5].

***** Next change *****
10.2.5.2.3
MCData client originating procedures

The MCData client shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5] with the clarifications given below.

The MCData client:

1)
shall include the g.3gpp.mcdata.fd media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

2)
shall include an Accept-Contact header field containing the g.3gpp.mcdata.fd media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];

3)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];

4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), in a P-Preferred-Service header field according to IETF RFC 6050 [7] in the SIP INVITE request;

5)
should include the "timer" option tag in the Supported header field;

6)
should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

7)
shall generate and contain an application/vnd.3gpp.mcdata-signalling MIME body with the FD SIGNALLING PAYLOAD as described in subclause 6.2.2.3;

8)
if a one-to-one file distribution is requested:

a)
shall insert in the SIP INVITE request a MIME resource-lists body with the MCData ID of the invited MCData user, according to rules and procedures of IETF RFC 5366 [18]; and

b)
shall contain an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:

i)
the <request-type> element set to a value of "one-to-one-fd";

9)
if a group file distribution is requested: 

a)
if the "/<x>/<x>/Common/MCData/AllowedFD" leaf node present in the group document of the requested MCData group, configured on the group management client as specified in 3GPP TS 24.483 [xx] is set to "false", shall reject the request for FD and not continue with the rest of the steps in this subclause; and
b)
shall contain in an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:

i)
the <request-type> element set to a value of "group-fd";

ii)
the <mcdata-request-uri> element set to the MCData group identity; and

iii)
the <mcdata-client-id> element set to the MCData client ID of the originating MCData client;

NOTE 1:
The MCData client does not include the MCData ID of the originating MCData user in the body, as this will be inserted into the body of the SIP INVITE request that is sent from the originating participating MCData function.

10)
shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating MCData function serving the MCData user;

NOTE 2:
The MCData client is configured with public service identity identifying the participating MCData function serving the MCData user.

11)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [5];

12)
shall include an SDP offer according to 3GPP TS 24.229 [5] with the clarifications given in subclause 10.2.5.2.1; and

13)
shall send the SIP INVITE request towards the MCData server according to 3GPP TS 24.229 [5].

On receipt of a SIP 2xx response to the SIP INVITE request, the MCData client:

1)
shall send a SIP ACK request as specified in 3GPP TS 24.229 [5]; 

2)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38]; and
3)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 10.2.5.1.1..

On receipt of a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1)
shall indicate to the MCData user that the file could not be sent; and

2)
shall send a SIP ACK request as specified in 3GPP TS 24.229 [5].

On receipt of an indication from the media plane indicating that the file was not sent successfully, the MCData client shall:

1)
shall generate a SIP BYE request according to 3GPP TS 24.229 [5] with:

a)
Reason code set to "SIP";

b)
cause set to "480"; and

c)
text set to "transmission failed";

2)
shall set the Request-URI to the MCData session identity to release; and

3)
shall send a SIP BYE request towards MCData server according to 3GPP TS 24.229 [5].

10.2.5.4.4
Terminating Procedures

In the procedures in this subclause:

1)
MCData ID in an incoming SIP INVITE request refers to the MCData ID of the originating user from the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request;

2)
group identity in an incoming SIP INVITE request refers to the group identity from the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request; and

3)
MCData ID in an outgoing SIP INVITE request refers to the MCData ID of the called user in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;

Upon receipt of a "SIP INVITE request for controlling MCData function for file distribution", the controlling MCData function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;

2)
shall determine if the media parameters are acceptable and the MSRP URI is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;

3)
if the incoming SIP INVITE request does not contain an application/vnd.3gpp.mcdata-signalling MIME body with the FD SIGNALLING PAYLOAD as described in subclause 6.2.2.3, shall reject the SIP INVITE request with appropriate reject code;

4)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcdata.fd media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd";

5)
shall cache SIP feature tags, if received in the Contact header field and if the specific feature tags are supported;
6)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];

7)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "one-to-one-fd" and the SIP INVITE request:

a)
does not contain an application/resource-lists MIME body or contains an application/resource-lists MIME body with more than one <entry> element, shall return a SIP 403 (Forbidden) response with the warning text set to "205 unable to determine targeted user for one-to-one FD " in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below;
b)
contains an application/resource-lists MIME body with exactly one <entry> element, shall invite the MCData user identified by the <entry> element of the MIME body, as specified in subclause 10.2.5.4.3; and

c)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.3;

8)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "group-fd":

a)
shall retrieve the necessary group document(s) from the group management server for the group identity contained in the SIP INVITE request and carry out initial processing as specified in subclause 6.3.3, and shall continue with the remaining steps if the procedures in subclause 6.3.3 were successful;

b)
if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

c)
if the <list> element of the <list-service> element in the group document does not contain an <entry> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

d)
if the <list-service> element contains a <mcdata-allow-file-distribution> element in the group document set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to "213 file distribution not allowed for this group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

e)
if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd", shall send a SIP 488 (Not Acceptable) response with the warning text set to "214 FD services not supported for this group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

f)
if the user identified by the MCData ID:

i)
is not allowed to initiate group MCData communications on this group identity, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response, with warning text set to "201 user not authorised to transmit data on this group identity" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause; and

ii)
is not allowed to initiate group MCData communications on this group identity due to message size, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "208 user not authorised for MCData communications on this group identity due to message size" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;

g)
the originating user identified by the MCData ID is not affiliated to the group identity contained in the SIP INVITE request, as specified in subclause 6.x.x, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below;
Editor's Note: Check for affiliation and affiliation procedures still need to be provided. 

h)
shall determine targeted group members for MCData communications by following the procedures in subclause 6.3.4;

j)
if the procedures in subclause 6.3.4 result in no affiliated members found in the selected MCData group, shall return a SIP 403 (Forbidden) response with the warning text set to "198 no users are affiliated to this group" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below; and

k)
shall invite each group member determined in step h) above, to the group session, as specified in subclause 10.2.5.4.3; and

l)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.3.

Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 10.2.5.4.3 and if the MCData ID in the SIP 200 (OK) response matches to the MCData ID in the corresponding SIP INVITE request the controlling MCData function:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request according to 3GPP TS 24.229 [5];

2)
shall include the option tag "timer" in a Require header field;

3)
shall include the Session-Expires header field and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uac";

4)
shall include a P-Asserted-Identity header field with the public service identity of the controlling MCData function;

5)
shall include a SIP URI for the MCData session identity in the Contact header field identifying the MCData session at the controlling MCData function;

6) shall include the following in the Contact header field:

a)
the g.3gpp.mcdata.fd media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"; and

c)
the isfocus media feature tag;

7)
shall include Warning header field(s) received in incoming responses to the SIP INVITE request; 

8)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 10.2.5.4.2;
9)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.3; and 

10)
shall send a SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].
***** Next change *****
11.1
General
The MCData functional entities (as specified in subclause 5.2 and subclause 5.3) check if the MCData is allowed to initiate MCData communications by following the procedures specified below:


1)
if the MCData user profile is configured such that the transmission of data is not permitted, the MCData functional entity shall determine that the MCData user is not allowed to initiate MCData communications and shall not continue with the rest of the steps;

Editor's Note: The appropriate configuration needs to be created in TS 24.383 and TS 24.384 and the above statement needs to be improved.

2)
if the MCData user wishes to initiate group MCData communications and the MCData user is not permitted to transmit data in the group identified by the MCData group identity in the request, the MCData functional entity shall determine that MCData user is not allowed to initiate group MCData communications on this group identity, and shall not continue with the rest of the steps;

Editor's Note: The appropriate configuration needs to be created in TS 24.383 and TS 24.384 and the above statement needs to be improved.

3)
if the MCData user wishes to initiate one-to-one MCData communications to another MCData user and the size of the payload is greater than the maximum amount of data that the MCData user can transmit in a single request during one-to-one communications, the MCData functional entity shall determine that the MCData user is not allowed to initiate one-to-one MCData communications due to message size and shall not continue with the rest of the steps;

Editor's Note: The appropriate configuration needs to be created in TS 24.383 and TS 24.384 and the above statement needs to be improved.

4)
if the MCData user wishes to initiate group MCData communications and the size of the payload is greater than the maximum amount of data that the MCData user can transmit in a single request during group communications in the group identified by the MCData group identity in the request, the MCData functional entity shall determine that the MCData user is not allowed to initiate group MCData communications on this group identity due to message size and shall not continue with the rest of the steps; and

Editor's Note: The appropriate configuration needs to be created in TS 24.383 and TS 24.384 and the above statement needs to be improved.

5)
the MCData functional entity shall determine that the MCData user is allowed to initiate MCData communications.

***** Next change *****
