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1. Introduction
This is the proposed text for the eCNAM requirements on the terminating network.
2. Reason for Change
New specification.
3. Conclusions

N/A
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.196 v0.0.0.
* * * First Change * * * *

4.3.3
Requirements on the Terminating Network

4.3.3.1
Data Sources

The eCNAM service involves the retrieval of the name data and the additional caller information from data sources that the terminating service provider has access to, based on general operator policy.

The special arrangements and interfaces between the terminating service provider and the data sources are outside the scope of this document and are subject to operator procedures.

 NOTE 1:
The accuracy of the name information and the metadata about the caller varies among sources, therefore, the terminating service provider exercises a choice of which source to use. The interfaces and protocols used to retrieve the data are typically negotiated between the terminating service provider and the data source. Some use standard protocols, such as LDAP or SOAP Get request, while others have proprietary interfaces. It is also possible to set up subscription requests for eCNAM information and respond with the requested data via the SUBSCRIBE-NOTIFY method. The data schema and element labels are also exchanged to facilitate the formulation of the queries.

NOTE 2:
The terminating service provider pre‑determines the elements of metadata that will be delivered on each call to eCNAM subscribers. The set of metadata varies from one service provider to another.

* * * Next Change * * * *

4.3.3.2
Identity Not Available

If the eCNAM data is unavailable because the TN is unavailable, the terminating network shall deliver an indication of unavailability to the terminating UE, as per TS 24.607 [ts24607]. 

If some elements of the eCNAM metadata are unavailable (e.g., issues with the database), the terminating network shall deliver the available data to the terminating UE. The terminating network need not deliver unavailability indications per data element. 

The unavailability indication should be different from indications of privacy or indications of verification failure.
* * * Next Change * * * *

4.3.3.3
Identity Available, Verified/Not Verified and Presentation Not Allowed

For terminating eCNAM subscribers, if the telephone identity of the originator is available, but the terminating network received the SIP Privacy header field priv-value with any of the values: "user" or "id", the terminating network shall deliver an indication of privacy to the terminating UE.

* * * Next Change * * * *

4.3.3.4
Identity Available, Verified/Not Verified and Presentation Allowed
For terminating eCNAM subscribers, if the originating TN is available, presentation is allowed, and "verstat" value does not equal TN-Validation-Failed, the following procedures shall apply at the terminating network:

1
The terminating network shall extract the TN from the tel URI or SIP URI with user=phone of the incoming From or P-Asserted-Identity header field.
2
The terminating network will query the appropriate data source(s) using the extracted TN.
NOTE 1:
The labels/titles of the data elements are known to the terminating service provider based on their arrangements with the data sources.

NOTE 2:
Semantic translation is outside the scope of the present document.
NOTE 3:
In addition to plain text, the Call-Info header field supports the delivery of icons, which may be needed if analytics results include symbols to be displayed on the UE.
* * * Next Change * * * *

4.3.3.5
Identity Available, Verification Failed

If number verification fails, the terminating network may deliver partial or no eCNAM information to the subscriber's UE.

The terminating service provider policy may allow for the delivery of analytics data on failed verification to provide the subscriber with informative messages (e.g., an alert if the TN is that of a suspected scammer).
* * * End of Changes * * * *

