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1. Introduction
There are duplicated description about temporary Id usage in TS 24.250
2. Reason for Change

Remove duplicated requirements.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 v0.2.1.
* * * First Change * * * *

10.1
General

In this release, the 5GS supports untrusted non-3GPP accesses and does not support trusted non-3GPP accesses (see 3GPP TS 23.501 [5]).
Access to the 5GCN via non-3GPP access networks shall be supported by the non-3GPP interworking function (N3IWF). Between the UE and the N3IWF, an IPsec SA shall be established. During the IPsec SA establishment, the UE shall be authenticated by and registered to the 5G core network. The N3IWF interfaces to 5G core network via N2 and N3 reference points.
Editor's note:
How to transmit a registration request message is FFS.

If the UE is authenticated by the 5G core network, secure NAS message exchange between the UE and the 5G core network shall be supported using the N1 reference point over the N3IWF.

When a UE is registered via 3GPP and non-3GPP access networks, two N1 NAS signalling connections shall exist for the UE.
A UE simultaneously registered to a single PLMN over 3GPP and non-3GPP access networks, shall be served by a single AMF. In this case, two N1 NAS signalling connections shall exist for the AMF. Otherwise a UE registered to two different PLMNs over 3GPP and non-3GPP access networks, shall be served by two AMFs in two different PLMNs. In this case, single N1 NAS signalling connections shall exist for each of the AMFs.

During the IPsec SA establishment between the UE and the N3IWF, the N3IWF retrieves the NAI of the UE and the NAI is used to identify the UE in the 5G core network.
* * * End Change * * * *

