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1. Introduction
TS 23.501 and TS 23.502 provide description on how permanent identifiers are used in 5GS. Additionally, the identification procedure is used by TS 23.502 to request the UE provide specific identification parameters, e.g. permanent identifiers.
2. Reason for Change
The concepts of the 5G Subscription Permanent Identifier (SUPI) and the permanent equipment identifier (PEI) have been introduced in 5GS which are not identical to the well-know IMSI and IMEI used in other systems (e.g., EPC). It’s therefore to avoid confusion by describing what SUPI and PEI actually are.
Additionally, TS 23.502 describe the use of the identification procedure to request SUPI or PEI from a particular UE. This procedure needs to be defined in the TR together with the description of the SUPI and PEI and its stage 3 requirements.
Quotes of TS 23.501:
Sub-clause 5.9.2
“
A globally unique 5G Subscriber Permanent Identifier (SUPI) shall be allocated to each subscriber in the 5G system.
The following have been identified as valid SUPI types for this Release:
-	IMSI as defined in TS 23.003 [19].
-	Network Access Identifier (NAI) using the NAI RFC 4282 [20] based user identification as defined in TS 23.003 [19].
NOTE:	By using the NAI, it will be possible to also use non-IMSI based SUPIs.
It is possible for a representation of the IMSI to be contained within the NAI for the SUPI e.g. when used over a non-3GPP Access Technology.
In order to enable roaming scenarios, the SUPI shall contains the address of the home network (e.g. the MCC and MNC in the case of an IMSI based SUPI).
For interworking with the EPC, the SUPI allocated to the 3GPP UE shall always be based on an IMSI to enable the UE to present an IMSI to the EPC.
“
Sub-clause 5.9.3
“
A Permanent Equipment Identifier (PEI) is defined for the 3GPP UE accessing the 5G system.
The PEI can assume different formats for different UE types and use cases. The UE shall present the PEI to the network together with an indication of the PEI format being used.
If the UE supports at least one 3GPP access technology, the UE must be allocated a PEI in the IMEI format.
In the scope of this release, the only format supported for the PEI parameter is an IMEI, as defined in TS 23.003 [19].

“
Quotes of TS 23.502:
Sub-clause 4.2.2.2.2
“During the initial registration the Permanent Equipment Identifier is obtained from the UE. The AMF operator may check the PEI with an EIR. The AMF passes the PEI (IMEISV) to the UDM, to the SMF and the PCF”
“
6.	[Conditional] new AMF to UE: Identity Request ().
	If the SUPI is not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE.
7.	[Conditional] UE to new AMF: Identity Response ().
	The UE responds with an Identity Response message including the SUPI.
“
“
11.	[Conditional] new AMF to UE: Identity Request ().
	If the PEI was not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE to retrieve the PEI.
12.	Optionally the new AMF initiates ME identity check by invoking the N5g-eir_MEIdentityCheck_Get service operation (see clause 5.2.4.2.2).
	The PEI check is performed as described in clause 4.7.
“
3. Proposal
It is proposed to agree the following changes to 3GPP TR 24.890 v0.2.1.


* * * First Change * * * *
[bookmark: _Toc476900358][bookmark: _Toc479765881][bookmark: _Toc484956622][bookmark: _Toc485044063][bookmark: _Toc485217709][bookmark: _Toc485219878][bookmark: _Toc485220232][bookmark: _Toc485278225][bookmark: _Toc217388301][bookmark: _Toc484956667][bookmark: _Toc485044108][bookmark: _Toc485217754][bookmark: _Toc485219923][bookmark: _Toc485220277][bookmark: _Toc485278277][bookmark: _Toc217388303]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.011: "Service accessibility".
[3]	3GPP TS 22.261: "Service requirements for the 5G system; Stage 1".
[4]	3GPP TS 23.122: "Non-Access-Stratum functions related to Mobile Station (MS) in idle mode".
[5]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[6]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[7]	3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".
[8]	3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".
[9]	3GPP TS 38.304: "New Generation Radio Access Network; User Equipment (UE) procedures in idle mode".
[10]	3GPP TS 38.413: "NG Radio Access Network (NG-RAN); NG Application Protocol (NGAP)".
[11]	IETF RFC 3736: "Stateless DHCP Service for IPv6".
[12]	IETF RFC 4862: "IPv6 Stateless Address Autoconfiguration".
[13]	IETF RFC 7296: " Internet Key Exchange Protocol Version 2 (IKEv2)".
[x]	3GPP TS 23.003: "Numbering, addressing and identification".
* * * Next Change * * * *
3.1	Definitions
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: OLE_LINK5]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
N1 mode: A mode of a UE allowing access to the 5G core network via the 5G access network.
N1 NAS signalling connection: A peer to peer N1 mode connection between UE and AMF. An N1 NAS signalling connection is either the concatenation of an NR RRC connection via the Uu reference point and an NG connection via the N2 reference point for 3GPP access, or the concatenation of an IPsec tunnel via the NWu reference point and an NG connection via the N2 reference point for non-3GPP access.
5GMM-IDLE mode: A UE is in 5GMM-IDLE mode when no N1 NAS signalling connection between UE and network exists. The term 5GMM-IDLE mode used in the present document corresponds to the term CM-IDLE state used in 3GPP TS 23.501 [5].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [5] apply:
5G access network
5G core network
5G QoS flow
5G QoS indicator
5G System
5G-RAN
Allowed NSSAI
Configured NSSAI
Network slice
PDU session
PEI
Requested NSSAI
SUPI
For the purposes of the present document, the following terms and definitions given in 3GPP TS 38.413 [10] apply:
NG connection
Editor's note:	The term (NG connection) can be modified according to 3GPP TS 38.413 [10].
Editor's note:	Definition on the term NR RRC connection (or the equivalent) will be updated if defined by RAN2.
* * * Next Change * * * *
8.x	Permanent identifiers
A globally unique permanent identity, the 5G subscription permanent identifier (SUPI), is allocated to each subscriber for 5GS-based services. In the current release, the IMSI and the network access identifier (NAI) are valid SUPI types. Though non-IMSI based SUPIs are possible by using NA, the IMSI can be contained within the NAI for the SUPI. The structure of the SUPI and its derivatives will be specified in 3GPP TS 23.003 [x].
A UE supporting NG-RAN includes a SUPI when a valid 5G-GUTI is not available from the PLMN or equivalent PLMN to which the UE is attempting to register or if requested by the network, in the registration request and generic UE configuration update accept messages.
Each UE supporting NG-RAN contains a permanent equipment identifier (PEI) for accessing 5GS-based services. In the current release, the IMEI and the IMEISV are the only PEI format supported by 5GS.The structure of the PEI and its formatss will be specified in 3GPP TS 23.003 [x].
A UE supporting NG-RAN includes a PEI:
-	when no SUPI is available for emergency services in the registration request message; and
Editor’s note:	Details of using the PEI for emergency services during the registration procedure are FFS.
-	when the network requests the PEI by using the identification procedure, in the identification response message.
[bookmark: _Toc479765894][bookmark: _Toc484956645][bookmark: _Toc485044086][bookmark: _Toc485217732][bookmark: _Toc485219901][bookmark: _Toc485220255][bookmark: _Toc485278255]The AMF can request the PEI at any time by using the identification procedure.
* * * Next Change * * * *
8.1.2	Types of 5GMM procedures
Depending on how they can be initiated, three types of 5GMM procedures can be distinguished:
1)	5GMM common procedures
Editor's note:	More procedures (e.g. related to security, identification) will be updated according to the results of the work in SA2 and SA3.
	Initiated by the network or the UE and used to carry a 5GMM message and/or any other encapsulated message(s) e.g. SMS or when the AMF wants to change UE configuration. The procedures belonging to this type are:
	Initiated by the network:
	network-initiated SM message transport.
-	network-initiated non-SM message transport.
-	network-initiated NAS transport.
- 	generic UE Configuration update
-	identification
	Initiated by the UE:
-	UE-initiated SM message transport.
-	UE-initiated non-SM message transport.
-	UE-initiated NAS transport.
2)	5GMM s pecific procedures:
	At any time only one UE initiated 5GMM specific procedure can be running for each of the access network(s) that the UE is camping in. The procedures belonging to this type are:
	Initiated by the UE and used e.g. to register to the network for 5GS services and establish a 5GMM context, to update the location/parameter(s) of the UE:
-	registration.
	Initiated by the UE or the network and used to deregister from the network for 5GS services and to release a 5GMM context:
-	de-registration.
3)	5GMM c onnection management procedures:
	Initiated by the UE and used to establish a secure connection to the network or to request the resource reservation for sending data, or both:
-	service request.
	The service request procedure can only be initiated if no UE initiated 5GMM specific procedure is ongoing for each of the access network(s) that the UE is camping in.
	Initiated by the network and used to request the establishment of an N1 NAS signalling connection or to prompt the UE to perform re-registration if necessary as a result of a network failure; not applicable for the non-3GPP access network:
-	paging.
Editor's note:	Alternative 1 is to define network/UE-initiated SM/non-SM message transport procedures (see subclause 8.4.2.2.1.1) and Alternative 2 is to define network/UE-initiated NAS transport procedures (see subclause 8.4.2.2.3.2). CT1 will choose a single alternative.
[bookmark: _Toc485217796][bookmark: _Toc485219965][bookmark: _Toc485220319][bookmark: _Toc485278319]* * * Next Change * * * *
8.4.1.x	Identification procedure
[bookmark: _Toc484956677][bookmark: _Toc485044118][bookmark: _Toc485217797][bookmark: _Toc485219966][bookmark: _Toc485220320][bookmark: _Toc485278320]8.4.1.x.1	General
The purpose of this procedure is to to request a particular UE to provide specific identification parameters, e.g. the SUPI or the PEI. SUPI and PEI definition and structure are specified in 3GPP TS 23.003 [x].
[bookmark: _Toc484956678][bookmark: _Toc485044119][bookmark: _Toc485217798][bookmark: _Toc485219967][bookmark: _Toc485220321][bookmark: _Toc485278321]8.4.1.x.2	UE Configuration update procedure initiated by the network 
The AMF shall initiate the identification procedure by sending the IDENTITY REQUEST message to the UE and starting timer Tf.
[bookmark: _Toc484956679][bookmark: _Toc485044120][bookmark: _Toc485217799][bookmark: _Toc485219968][bookmark: _Toc485220322][bookmark: _Toc485278322]Editor's note:	The IE used to request the identification parameter(s) is FFS.
8.4.1.x.3	Identification response by the UE
A UE shall be ready to respond to an IDENTITY REQUEST message at any time whilst in 5GMM-CONNECTED mode.
Upon receipt of the IDENTITY REQUEST message the UE shall send an IDENTITY RESPONSE message to the network. The IDENTITY RESPONSE message shall contain the identification parameters as requested by the network.
[bookmark: _Toc484956680][bookmark: _Toc485044121][bookmark: _Toc485217800][bookmark: _Toc485219969][bookmark: _Toc485220323][bookmark: _Toc485278323]8.4.1.x.4	Identification completion by the network
Upon receipt of the IDENTITY RESPONSE the network shall stop the timer Tf.
[bookmark: _Toc484956681][bookmark: _Toc485044122][bookmark: _Toc485217801][bookmark: _Toc485219970][bookmark: _Toc485220324][bookmark: _Toc485278324]8.4.1.x.5	Abnormal cases in the UE
The following abnormal cases can be identified:
a) Transmission failure of the IDENTIFY RESPONSE message (if the identification procedure is triggered by a registration procedure).
Editor's note:	Further abnormal cases in the UE are FFS.
[bookmark: _Toc484956682][bookmark: _Toc485044123][bookmark: _Toc485217802][bookmark: _Toc485219971][bookmark: _Toc485220325][bookmark: _Toc485278325]8.4.1.x.6	Abnormal cases on the network side
The following abnormal cases can be identified:
a) 	Expiry of timer Tf
	The network shall, on the first expiry of the timer Tf, retransmit the IDENTITY REQUEST message and reset and restart the timer Tf. This retransmission is repeated four times, i.e. on the fifth expiry of timer Tf, the network shall abort the identification procedure and any ongoing 5GMM procedure.
Editor's note:	Further abnormal cases in the network are FFS.
[bookmark: _Toc484956762][bookmark: _Toc485044203][bookmark: _Toc485217849][bookmark: _Toc485220022][bookmark: _Toc485220377][bookmark: _Toc485278377][bookmark: _Toc484956764][bookmark: _Toc485044205][bookmark: _Toc485217851][bookmark: _Toc485220024][bookmark: _Toc485220379][bookmark: _Toc485278379]* * * Next Change * * * *
8.5.x	IDENTITY REQUEST
[bookmark: _Toc484956763][bookmark: _Toc485044204][bookmark: _Toc485217850][bookmark: _Toc485220023][bookmark: _Toc485220378][bookmark: _Toc485278378]8.5.x.1	Message definition
The IDENTITY REQUEST message is sent by the network to the UE to request the UE to provide specified identity.
Message type:	IDENTITY REQUEST
Significance:		dual
Direction:			AMF to UE
Editor's note: 	The content of IDENTITY REQUEST message is FFS.
8.5.y	IDENTITY RESPONSE
8.5.y.1	Message definition
The IDENTITY RESPONSE message is sent by the UE to the AMF to provide the requested identity.
Message type:	IDENTITY RESPONSE
Significance:		dual
Direction:			UE to AMF
Editor's note: 	The content of IDENTITY RESPONSE message is FFS.
* * * Next Change * * * *
8.6	Timers of 5GS mobility management
Timers of 5GS mobility management are shown in table 8.6.1 and table 8.6.2
Table 8.6.1: Timers of 5GS mobility management – UE side
	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	Ta
	TBD
	TBD
	Transmission of REGISTRATION REQUEST message.
	REGISTRATION ACCEPT message received or REGISTRATION REJECT message received.
	Retransmission of REGISTRATION REQUEST message.

	Tb
	TBD
	TBD
	At registration failure and the attempt counter is equal to 5.
	REGISTRATION REQUEST sent

	Initiation of the registration procedure, if still required

	Tc
	TBD
	TBD
	
	REGISTRATION REQUEST sent

	Retransmission of the REGISTRATION REQUEST, if still required

	Te
	TBD
	TBD
	In 5MM-REGISTERED, when 5MM-CONNECTED mode is left.
	When entering state 5MM-DEREGISTERED or when entering 5MM-CONNECTED mode.
	Initiation of the periodic registration procedure


Table 8.6.2: Timers of 5GS mobility management – AMF side
	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	Td
	TBD
	TBD
	REGISTRATION ACCEPT message sent at initial registration.
REGISTRATION ACCEPT message sent with Temporary User ID at mobility or periodic registration.

	REGISTRATION COMPLETE received
	Retransmission of REGISTRATION ACCEPT message.

	Tf
	TBD
	TBD
	IDENTITY REQUEST sent
	IDENTITY RESPONSE received
	Retransmission of IDENTITY REQUEST
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