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1. Introduction
This contribution provides text for the Scope, the Introduction, and the Service Description of TS 24.196.
2. Reason for Change
New specification.
3. Conclusions

N/A
4. Proposal

It is proposed to agree to the following changes to 3GPP TS 24.196 v0.0.0.
* * * First Change * * * *

1
Scope

The present document specifies the stage three (protocol description) of the Enhanced Calling Name (eCNAM) supplementary service based on stage one description in TS 22.173 [1]. It provides the protocol details in the IP Multimedia (IM) Core Network (CN) subsystem [2] based on the Session Initiation Protocol (SIP) [3] where the eCNAM data is retrieved by the terminating network from trusted data sources.
* * * Next Change * * * *

2
References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document. 
[1]
3GPP TS 22.173: "IP Multimedia Core Network Subsystem (IMS) Multimedia Telephony Service and supplementary services".
[2]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP".
[2]
IETF RFC 3261: "SIP: Session Initiation Protocol".
[4]
3GPP TS 24.607: "Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR) using IP Multimedia (IM) Core Network (CN) subsystem". 

[5]
IETF RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Network Asserted Identity within Trusted Networks".

[6]
IETF RFC 3323: "A Privacy Mechanism for the Session Initiation Protocol (SIP)".

[7]
IETF RFC 3966: "The tel URI for Telephone Numbers".

[8]
IETF RFC 6809: "SIP: INFO Method".

[9]
ITU-T Recommendation E.164: "The international public telecommunication numbering plan".

* * * Next Change * * * *

3
Definitions and Abbreviations
For the purposes of the present document, the following definitions and abbreviations apply.
3.1
Definitions
For the purposes of the present document, the following definitions apply.
header: See IETF RFC 3261 [rfc3261].

header field: See IETF RFC 3261 [rfc3261].
identity information: all the information identifying a user, including trusted (network generated) and/or untrusted (user generated) addresses

NOTE:
Identity information takes the form of either a SIP URI (see IETF RFC 2396 [rfc2396]) or a "tel" URI 
(see IETF RFC 3966 [rfc3966]) .

originating UE: sender of a SIP request intended to initiate either a dialog (e.g. INVITE, SUBSCRIBE), or a standalone transaction 

EXAMPLE:
OPTIONS, MESSAGE.
private information: information that according to IETF RFC 3323 [rfc3323] and IETF RFC 3325 [rfc3325] is not permitted to be delivered to the remote end.

request: See IETF RFC 3261 [rfc3261].
response: See IETF RFC 3261 [rfc3261].
session: See IETF RFC 3261 [rfc3261].
supplementary service: See ITU‑T Recommendation I.210 [ituI210], clause 2.4.

terminating UE: recipient of a SIP request intended either to initiate a dialog or to initiate either a dialog or a standalone transaction

trusted identity information: network generated user public identity information

(SIP) transaction: See IETF RFC 3261 [rfc3261].
* * * Next Change * * * *

3.2
Abbreviations
For the purposes of the present document, the following abbreviations apply.
3GPP
3rd Generation Partnership Project
ACR
Anonymous Communication Rejection

AS
Application Server

CCBS
Completion of Communication to Busy Subscriber

CDIV
Communication DIVersion
CN
Core Network

CUG
Closed User Group
CW
Communication Waiting

eCNAM
Enhanced Calling Name

ECT
Explicit Communication Transfer

FA
Flexible Alerting

HOLD
Communication Hold
IETF
Internet Engineering Task Force

IM
IP Multimedia

IMS
IP Multimedia Subsystem
IP
Internet Protocol

MCID
Malicious Communication IDentification

NGN
Next Generation Network

OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

Priv value
Privacy value
PNM
Personal Network Management
PSTN
Public Switched Telephone Network

SIP
Session Initiation Protocol

UE
User Equipment

URI
Universal Resource Identifier

4
Enhanced Calling Name (eCNAM)
4.1
Introduction
The eCNAM service provides the terminating user with the name associated with the originating user and optionally delivers metadata about that originating user.

4.2
Service Description

4.2.1
General Description

The eCNAM service provides the terminating user with a name that identifies the originating user, and metadata about that originating user (e.g., address, language). 
NOTE:
The terminating service provider retrieves the name and metadata from pre-selected data sources. The terminating service provider can also partner with analytics providers that offer risk indicators about the incoming call (e.g., known perpetrators of scams) as part of the metadata eCNAM delivers.

The presentation of eCNAM data aligns with the presentation of the originating user identity determined by the OIP/OIR service. The most common user identity that the terminating service provider employs in retrieving eCNAM data from the trusted data sources is the e.164 telephone number of the originating user. Other identities may be used to retrieve eCNAM data in the future.
* * * End of Changes * * * *

