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	Reason for change:
	Several elements need to be added to the MCPTT UE initial configuration MO. Specifically:
HTTP proxy URI,

TLS tunnel authentication method and the X.509 certificate and pre-shared key for TLS mutual authentication;

Indication whether Integrity protection and Confidentiality Protection is enabled

	
	

	Summary of change:
	New Nodes are added to the MCPTT UE initial configuration MO to allow configuration of:

HTTP proxy URI,

TLS tunnel authentication method and the X.509 certificate and pre-shared key for TLS mutual authentication;

Indication whether Integrity protection and Confidentiality Protection are enabled

	
	

	Consequences if not approved:
	The MCPTT UE will be unable to communicate with the HTTP proxy and the MCPTT UE will not know if Integrity protection and Confidentiality Protection are enabled.
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	Other comments:
	The revised figure 8.1.1 is contained in CR#0035


***** First change *****
8.2.41B
/<x>/OnNetwork/AppServerInfo/HTTPProxy
Table 8.2.41B.1: /<x>/OnNetwork/AppServerInfo/HTTPProxy
	OnNetwork/AppServerInfo/HTTPProxy

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get, Replace
	

	
	This leaf node indicates the HTTP Proxy identity information.


The value is a URI as specified in 3GPP TS 23.003 [5].

***** Next change *****
8.2.44A
/<x>/OnNetwork/AppServerInfo/TLSTunnelAuthMethod
Table 8.2.44A.1: /<x>/OnNetwork/AppServerInfo/TLSTunnelAuthMethod
	OnNetwork/AppServerInfo/TLSTunnelAuthMethod

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get, Replace
	

	
	This interior node is a placeholder for the TLS tunnel authentication method configuration.


8.2.44B
/<x>/OnNetwork/AppServerInfo/TLSTunnelAuthMethod/Mutual
Table 8.2.44B.1: /<x>/OnNetwork/AppServerInfo/TLSTunnelAuthMethod/Mutual
	OnNetwork/AppServerInfo/TLSTunnelAuthMethod/Mutual

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This leaf node indicates whether mutual authentication is used for the TLS tunnel authentication.


When set to "true" mutual authentication is used.

When set to "false" one-way authentication based on the server certificate is used.

The default value is "false".
8.2.44C
/<x>/OnNetwork/AppServerInfo/TLSTunnelAuthMethod/X509
Table 8.2.44C.1: /<x>/OnNetwork/AppServerInfo/TLSTunnelAuthMethod/X509
	OnNetwork/AppServerInfo/TLSTunnelAuthMethod/X509

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	chr
	Get, Replace
	

	
	This leaf node contains the X.509 certificate for mutual authentication for the TLS tunnel authentication.


8.2.44D
/<x>/OnNetwork/AppServerInfo/TLSTunnelAuthMethod/Key
Table 8.2.44D.1: /<x>/OnNetwork/AppServerInfo/TLSTunnelAuthMethod/Key
	OnNetwork/AppServerInfo/TLSTunnelAuthMethod/Key

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	chr
	Get, Replace
	

	
	This leaf node contains the pre-shared key for mutual authentication for the TLS tunnel authentication.


8.2.44E
/<x>/OnNetwork/IntegrityProtection
Table 8.2.44E.1: /<x>/OnNetwork/IntegrityProtection
	OnNetwork/IntegrityProtection

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This leaf node indicates whether integrity protection is enabled.


When set to "true" integrity protection is enabled.

When set to "false" integrity protection is disabled.

The default value is "true".
8.2.44F
/<x>/OnNetwork/ConfidentialityProtection
Table 8.2.44F.1: /<x>/OnNetwork/ConfidentialityProtection
	OnNetwork/ConfidentialityProtection

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This leaf node indicates whether integrity protection is enabled.


When set to "true" confidentiality protection is enabled.

When set to "false" confidentiality protection is disabled.

The default value is "true".
***** Last change *****
