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1. Abstract
This papers identifies that the PTI is not needed is many 5GSM messages and proposes to discuss whether to remove PTI from 5GSM message header and instead to include the PTI in 5GSM messages which need the PTI.
2. Discussion
2.1 Current stage-3 state
In May 2017 CT1 meeting, CT1 agreed to include PTI IE in the message header of the 5GSM messages. TR 24.890 states:
----------------
[bookmark: _Toc485278245]6.6.1	Overview
Within the protocols defined in the present document, every 5GS NAS message is a standard L3 message as defined in 3GPP TS 24.007 [7]. This means that the message consists of the following parts:
Editor's note:	The required updates on a standard L3 message definition in 3GPP TS 24.007 [7] are FFS.
1)	if the message is a plain 5GS NAS message:
a)	extended protocol discriminator;
b)	security header type;
c)	procedure transaction identity;
d)	message type;
e)	other information elements, as required.
2)	if the message is a security protected 5GS NAS message:
Editor's note:	The message parts of a security protected 5GS NAS message are FFS.
The organization of a plain 5GS NAS message is illustrated in the example shown in figure 6.6.1.
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Figure 6.6.1: General message organization example for a plain 5GS NAS message
Editor's note:	The organization of a security protected 5GS NAS message is FFS.
Unless specified otherwise in the message descriptions of subclause 8 and subclause 9, a particular information element shall not be present more than once in a given message.
When a field extends over more than one octet, the order of bit values progressively decreases as the octet number increases. The least significant bit of the field is represented by the lowest numbered bit of the highest numbered octet of the field.
...
[bookmark: _Toc485278249]6.6.6.5	Procedure transaction identity
Bits 1 to 8 of the third octet of every 5GSM message contain the procedure transaction identity. The procedure transaction identity and its use are defined in 3GPP TS 24.007 [7].
Editor's note:	Whether the procedure transaction identity is included in the header of 5GMM message is FFS.
----------------
2.2 Analyzes for PTI usage
The PTI is needed:
case-1)	when several transactions using the same REQUEST message are run in parallel for the same object, i.e. for the same PDU session;
case-2)	when a network-requested transaction can be triggered either by a network internal decision or by a UE-requested transaction; or
case-3)	if the UE initiates creation of an object (e.g.EPS bearer context) but it is network responsibility to select the identifier of the object.
Case-1 does not make sense for the UE-requested PDU session establishment procedure, the UE-requested PDU session modification procedure, the network-requested PDU session modification procedure, the UE-requested PDU session release procedure, and the network-requested PDU session release procedure. E.g. there is not point to start a UE-requested PDU session establishment procedure for a given PDU session ID before previous the UE-requested PDU session establishment procedure for the same PDU session ID completes.
Case-2 can occur in 5GC and a PTI is needed to distinguish:
	-	a PDU SESSION MODIFICATION COMMAND message trigged by a PDU SESSION MODIFICATION REQUEST message; and
	-	a PDU SESSION MODIFICATION COMMAND message trigged by a network internal decision.
+ the same for the PDU SESSION RELEASE COMMAND message.
Case-3 does not occur in 5GSM as the PDU session ID is selected by the UE.
3 Conclusions
PTI is needed in:
-	PDU SESSION MODIFICATION REQUEST;
-	PDU SESSION MODIFICATION COMMAND (if triggered by received PDU SESSION MODIFICATION REQUEST);
-	PDU SESSION RELEASE REQUEST; and
-	PDU SESSION RELEASE COMMAND (if triggered by received PDU SESSION RELEASE REQUEST).
PTI does not seem to provide any useful function in:
-	PDU SESSION ESTABLISHMENT REQUEST;
-	PDU SESSION ESTABLISHMENT ACCEPT;
-	PDU SESSION ESTABLISHMENT REJECT;
-	PDU SESSION MODIFICATION COMMAND (if triggered by network internal decision);
-	PDU SESSION MODIFICATION REJECT;
-	PDU SESSION MODIFICATION ACCEPT;
-	PDU SESSION RELEASE COMMAND (if triggered by network internal decision);
-	PDU SESSION RELEASE REJECT; and
-	PDU SESSION RELEASE ACCEPT.
NOTE:	PDU SESSION AUTHENTICATION REQUEST, PDU SESSION AUTHENTICATION ACCEPT, PDU SESSION AUTHENTICATION REJECT are not considered above due to discussion in C1-172986.
3. Proposal
It is proposed to discuss the analyzes above.
It is proposed to discuss whether mandatory inclusion of PTI in 5GSM messages, resulting in waste of radio bandwidth in situations when PTI does provide any useful function, is justified.
[bookmark: _GoBack]If mandatory inclusion of PTI in 5GSM messages is not considered justified, it is proposed to remove PTI from message header of 5GSM messages and to include a PTI IE only in the 5GSM messages where PTI is needed.
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