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1. Introduction
Based on current discussion and consensus, the unified access control should support existing access control requirements in LTE and also be extendable for new access control requirements for future. It is impossible to evaluate the feasibility of new requirement without a reference design as a baseline. This contribution provides a reference design with feasibility evaluation on supporting existing and potential requirements.
2. Reason for Change
To introduce principles for unified access control.
3. Proposal

It is proposed to agree the following principles for unified access control to 3GPP TR 24.890 sub clause 12.2 "Access control".
* * * First Change * * * *

12.2
Access control

This sub-clause will describe the CT1 relevant access control aspects to support 5GS.

12.2.1 General

In 5GS, the network can restrict the access for certain groups of UEs with unified access control which supports access control requirements specified in TS 22.011. 
For each access attempt the NAS shall determine the corresponding Access Category based on given Access Category Rules and related Access Category evaluation parameters. Set of Access Category Rules the UE shall use for determination consists of default rules and rules provisioned in the UE . The NAS shall provide the determined Access Category to the lower layers for the purpose of access control. 
NOTE:
The barring check for the Access Category is done at lower layers (e.g. RRC).
Editor's note: Whether the access category determination is dependent on 5GMM mode is FFS.
Editor's note: How the Access Category Rules should be provisioned in the UE is FFS.
12.2.2 Mechanism

Based on given Access Category rules the 5GMM sublayer shall be able to evaluate the access attempt, map the access attempt to an access category (or set of access categories) and pass the information to the lower layers.
Access Category Rule consist of:

-
Access Category identifier
-
One or more parameters to identify the Access Category:
Editor's note: Whether Precedence value should be part of Access Category Rule is FFS.
-
Access Class (AC0-9, AC11-15)
-
Device/subscription types (e.g., normal priority, low priority)

-
Types of access attempt (e.g., Emergency call, Exceptional event)
-
Types of requested radio resource establishment cause (e.g. MO signalling, MO data)
-
Types of signalling (e.g., originating calls, terminating calls)

Editor's note: Whether more parameters e.g. Traffic filter (e.g. application identifier or other information to identify application), QoS information (e.g. 5QI, QFI), PDU session information (e.g. DNN)  should be added in the list is FFS.
Editor's note: Mutual relationships of parameters and possible combinations in an Access Category Rule are FFS
