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1. Introduction

This paper intends to discuss the need to introduce new QoS mapping ANDSF configuration for QCI to DSCP mapping in support of multiple bearer PDN connectivity.

2. Discussion
In Rel-15, new WIDs on VoWLAN were approved. It was agreed to introduce QoS enhancements to enable support of QoS differentiation over trusted and untrusted non-3GPP access. 

For untrusted WLAN, the end-to-end QoS differentiation is realized by IKEv2 multiple bearer PDN connectivity via using separate IPsec Security Associations and with one to one mapping between IPsec child SA and S2b bearer as shown in the figure below:
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If the UE and the ePDG supports the establishment of a separate IPsec SA per s2b bearer, a new IPsec SA is established for every new dedicated bearer between ePDG and UE over SWu, and the binding between EPC bearer ID and IPsec SA is maintained by the UE and ePDG.

When new IPsec SA is established for every s2b bearer, TFTs and Bearer QoS information are conveyed to the UE (that is similar to QoS signalling during EPS bearer establishment over 3GPP access). The bearer QoS information includes information regarding the QoS characteristics of the bearer (e.g., maximum bit-rates, QCI). 
When sending uplink packets, the UE selects the appropriate child IPSec association for the corresponding EPS bearer based on uplink TFTs. The UE also needs to derive DSCP value for uplink packets. 

Question is whether the bearer QoS information including QCI that is signalled to the UE is sufficient for the UE to derive DSCP value, or whether there needs to be a new QCI to DSCP mapping in ANDSF configuration MO as shown below for this purpose?
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We believe there is no need to introduce such DSCP mapping in ANDSF configuration MO for the following reasons:

1). There is no mandatory requirement for such MO configuration from stage 2:

2). Stage 2 requirement for QoS differentiation for untrusted WLAN specifies that "The UE routes uplink packets to the SAs associated with the different S2b bearers based on the uplink packet filters in the TFTs assigned to the S2b bearers in the PDN connection, in the same way as a UE does for uplink traffic under 3GPP access": 

The UE routes uplink packets to the SAs associated with the different S2b bearers based on the uplink packet filters in the TFTs assigned to the S2b bearers in the PDN connection, in the same way as a UE does for uplink traffic under 3GPP access. If no match is found, the uplink data packet shall be sent via the SA that does not have any uplink packet filter assigned. If all IPsec SAs have been assigned an uplink packet filter, the UE shall discard the uplink data packet.
TS 23.401 already specifies mapping between standardized QCIs and Release 99 QoS parameter value/traffic class: 

Annex E (normative):
Mapping between EPS and Release 99 QoS parameters
This annex specifies how the QoS parameter values of an EPS bearer are mapped to/from the Release 99 QoS parameter values of a PDP context in PDN GW, S4-SGSN and MME.

Within this specification, different names are used for the QoS parameters of a PDP context e.g. "R99 QoS profile" and "R99 QoS parameters", but nevertheless the whole QoS IE as described in TS 24.008 [47] is referred to including the R99 and R97/98 QoS attributes. This means that the MME performs QoS mapping, populates and forwards both R99 and R97/98 QoS attributes towards the UE in S1 mode, if the UE supports A/Gb mode or Iu mode or both. The MME also performs QoS mapping, populates and forwards both R99 and R97/98 QoS attributes also on Gn when deployed in the interoperation scenarios as listed in Annex D, clause D.2. The S4-SGSN performs QoS mapping, populates and forwards either both R99 and R97/98 QoS attributes or only R97/98 QoS attributes towards the UE in Iu mode and A/Gb mode. The P-GW performs QoS mapping, populates and forwards both R99 and R97/98 QoS attributes over Gn/Gp when deployed in the interoperation scenarios as listed in Annex D, clause D

Table E.3: Mapping between standardized QCIs and Release 99 QoS parameter values

	QCI
	Traffic
Class
	Traffic
Handling
Priority
	Signalling
Indication
	Source
Statistics
Descriptor

	1
	Conversational
	N/A
	N/A
	Speech

	2
	Conversational
	N/A
	N/A
	Unknown (NOTE 1)

	3
	Conversational
	N/A
	N/A
	Unknown (NOTE 2)

	4
	Streaming
	N/A
	N/A
	Unknown (NOTE 3)

	5
	Interactive
	1
	Yes
	N/A

	6
	Interactive
	1
	No
	N/A

	7
	Interactive
	2
	No
	N/A

	8
	Interactive
	3
	No
	N/A

	9
	Background
	N/A
	N/A
	N/A

	NOTE°1:
When QCI 2 is mapped to Release 99 QoS parameter values, the Transfer Delay parameter is set to 150 ms. When Release 99 QoS parameter values are mapped to a QCI, QCI 2 is used for conversational/unknown if the Transfer Delay parameter is greater or equal to 150 ms.

NOTE°2:
When QCI 3 is mapped to Release 99 QoS parameter values, the Transfer Delay parameter is set to 80 ms as the lowest possible value, according to TS 23.107 [59]. When Release 99 QoS parameter values are mapped to a QCI, QCI 3 is used for conversational/unknown if the Transfer Delay parameter is lower than 150 ms.

NOTE 3:
When QCI 4 is mapped to Release 99 QoS parameter values, it is mapped to Streaming/Unknown and the SDU Error Ratio is set to 10-5 as the closest available value according to TS 23.107 [59]. When Release 99 QoS parameter values are mapped to a QCI, Streaming/Unknown and Streaming/Speech are both mapped to QCI 4.


IEEE 802.11 Table V-1 shows the mapping of DSCP to 3GPP QoS information: 

Table V-1—Mapping table of DSCP to 3GPP QoS information and EDCA ACs
	3GPP QoS Information
	DiffServ PHB
	DSCP
	QoS Requirement on GPRS Roaming Exchange
	EDCA
Access Category
	UP
(as in IEEE 802.1d)

	Traffic Class
	THP
	
	
	Max Delay
	Max Jitter
	MSDU
Loss
	MSDU
Error Ratio
	
	

	Conversational
	N/A
	EF
	101110
	20 ms
	5 ms
	0.5%
	10-6
	AC_VO
	7, 6

	Streaming
	N/A
	AF41
	100010
	40 ms
	5 ms
	0.5%
	10-6
	AV_VI
	5, 4

	Interactive
	1
	AF31
	011010
	250 ms
	N/A
	0.1%
	10-8
	AC_BE
	3

	
	2
	AF21
	010010
	300 ms
	N/A
	0.1%
	10-8
	AC_BE
	3

	
	3
	AF11
	001010
	350 ms
	N/A
	0.1%
	10-8
	AC_BE
	0

	Background
	N/A
	BE
	000000
	400 ms
	N/A
	0.1%
	10-8
	AC_BK
	2,1


3). According to 29.213, QoS mapping on the UE is implementation dependent:
Several QoS parameters mapping functions are needed during PCC interaction. These functions are located at the AF, PCRF, PCEF and UE. The main purpose of these mapping functions is the conversion of QoS parameters from one format to another. Examples of QoS information are:

-
Parts of a session description language (SDI), e.g. SDP, MPD.

-
IP QoS parameters.

-
Access specific QoS parameters.

One QoS mapping function is located at the AF, ….

One QoS mapping function is located at the PCRF, …..

The other mapping functions located at PCEF, BBERF, and UE are implementation dependent and are not specified within this specification except for GPRS case.

4). Even if such ANDSF MO for QCI to DSCP mapping is available, because such mapping can only be configured by HPLMN, it is not usable anyway when the UE is in visiting network. 
3. Conclusion

Based on the above reasons, we believe there is no need to introduce QCI to DSCP mapping configuration in ANDSF MO.
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