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***** Next change *****
[bookmark: _Toc462932588]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
· For a specific reference, subsequent revisions do not apply.
· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.060: "General Packet Radio Service (GPRS); Service Description; Stage 1".
[3]	3GPP TS 23.060: "General Packet Radio Service (GPRS); Service Description; Stage 2".
4	3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".
5	3GPP TS 44.018: "Mobile radio interface; Layer 3 specification; Radio Resource Control Protocol".
[5a]	3GPP TS 24.008: "Mobile radio interface; Layer 3 specification; Core Network Protocols; Stage 3".
[6]	3GPP TS 44.064: "General Packet Radio Service (GPRS); Mobile Station - Serving GPRS Support Node (MS-SGSN) Logical Link Control (LLC) layer specification".
7	3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp Interface".
8	ITU-T Recommendation V.42 bis: "Data compression procedures for data circuit-terminating equipment (DCE) using error correcting procedures".
9	IETF RFC 1144: "Compressing TCP/IP headers for low-speed serial links", V. Jacobson.
10	IETF RFC 2507: "IP Header Compression", M. Degermark, B. Nordgren, S. Pink.
[11]	ITU-T Recommendation V.44: "Data compression procedures".
12	IETF RFC 57953095: "RObust Header Compression (ROHC): Framework and four profiles: RTP, UDP, ESP, and uncompressed". C. Bormann et al.
[13]	IETF RFC 3241: "Robust Header Compression (ROHC) over PPP". C. Bormann.
[14]	"RObust Header Compression (ROHC) Profile Identifiers". IANA registry at:
http://www.iana.org/assignments/rohc-pro-ids
***** Next change *****
[bookmark: _Toc462932669]6.5.4	Robust Header Compression (ROHC)
Robust Header Compression (ROHC) is a framework for header compression, on top of which compression schemes can be defined for the compression of various protocol headers. Both the SNDCP ROHC negotiation mechanisms and the SN-PDU ROHC identifiers are generally defined for the ROHC framework, and therefore capable of handling both existing and future ROHC compression protocols (profiles). RFC  57953095  [12] defines the ROHC framework, as well as the compression schemes and profiles for RTP/UDP/IP, UDP/IP, ESP/IP and uncompressed.
***** Next change *****
[bookmark: _Toc462932673]6.5.4.1.3	MAX_HEADER
The MAX_HEADER parameter indicates the maximum number of octets of the protocol control information that may be compressed.
NOTE:	The MAX_HEADER parameter is neither defined nor used by RTP/UDP/IP, UDP/IP, ESP/IP and uncompressed profiles as defined in RFC  57953095  [12]. For those profiles, this parameter is not used by SNDCP when performing Robust Header Compression (ROHC).
[bookmark: _Toc462932677]***** Next change *****
6.5.4.3	Error Recovery and other feedback
ROHC has built-in robustness mechanisms to avoid error events, as well as error recovery mechanisms using decompressor to compressor feedback. Such ROHC feedback is carried according to alternative 6) in section 5.2.1 of RFC  57953095  [12].
***** Next change *****
[bookmark: _Toc462932678]6.5.5	Pre-defined Protocol control information ROHC compression types for MBMS
An SGSNsupporting compression for MBMS shall not negotiate compression information with the MSes. An MS which is capable of MBMS shall support pre-defined compression types and associated configuration information.
An SNDCP entity performing Robust Header Compression (ROHC) for MBMS data traffic shall use the following parameter values:
-	Only Unidirectional mode (U-mode) as defined in RFC  57953095  [12] shall be used.
-	Only profiles for RTP/UDP/IP, UDP/IP and uncompressed as specified in RFC  57953095  [12] shall be used.
-	Applicable NSAPI = 1.
-	MAX_CID set to 511 (i.e. 512 contexts are allowed). The MS shall handle CIDs in the value range of 0 to 511 as used by the SGSN. However, the maximum number of ROHC decompressor contexts the MS simultaneously supports is implementation specific.
The SNDCP PCOMP values assigned to ROHC for MBMS are preconfigured to PCOMP = 0 which indicates that header compression is not used, PCOMP = 1: ROHC small-CIDs, and PCOMP = 2: ROHC large-CIDs. 
MAX_CID, and PCOMP parameters are described in subclauses 6.5.4.1.2 and 6.5.4.2, respectively. 
If decompression fails, e.g. due to a cell change, the MS shall reconfigure and re-initialise the SNDCP entity, reusing the static part of the header decompressor context previously used. Also, after receiving an IR-DYN or IR packet (see RFC  57953095  [12]), the MS shall re-initialise header decompression.
The compressor entity in the SGSN shall periodically transit to lower compression states in order for the decompressor entities in the MSes to synchronise with the compressor. For further details about this mechanism, please refer to RFC  57953095  [12].
[bookmark: _Toc462932726]***** Next change *****
6.9.1	Acknowledged mode
The SNDCP entity shall initiate acknowledged data transmission only if the PDP context for the NSAPI identified in the SN‑DATA.request has been activated and if acknowledged LLC operation has been established.
The N‑PDU number in acknowledged mode is a number assigned to each N‑PDU received by SNDCP through an SN‑DATA.request and to each feedback N-PDU generated by a local compression entity. N‑PDU numbers for different NSAPIs shall be assigned independently. The N‑PDU number shall be included in the SNDCP header of the first segment of an N‑PDU.
NOTE:	A feedback N-PDU can be e.g. a context state packet generated by a protocol control information compression entity using RFC  2507  [10] or a standalone feedback packet generated by a protocol control information compression entity using RFC  57953095  [12].
Two variables, the Send N‑PDU number and the Receive N‑PDU number, shall be maintained for each NSAPI using acknowledged peer-to-peer LLC operation. When an NSAPI using acknowledged peer-to-peer LLC operation is activated, the Send N‑PDU number and the Receive N‑PDU number shall be set to 0. The Send N‑PDU number and Receive N‑PDU number shall also be set as described in subclause 5.1.2.22. Modulo 256 operation shall be applied to the Send N‑PDU number and the Receive N‑PDU number.
Upon reception of an SN‑DATA.request, the SNDCP entity shall assign to the N‑PDU received the current value of the Send N‑PDU number as the N‑PDU number, increment the Send N‑PDU number by 1, perform the compression and segmentation functions, then forward the SN‑PDU(s) in LL‑DATA.request to the LLC layer. If an N‑PDU number is already present in the SN‑DATA.request, then no new N‑PDU number shall be assigned to the N‑PDU, and the Send N‑PDU number shall not be incremented. The N‑PDU shall be stored into a buffer in the SNDCP entity. The buffered N‑PDU shall be deleted when the SN‑DATA PDU carrying the last segment of the N‑PDU is confirmed by an LL‑DATA.confirm primitive, or when the entire N‑PDU is confirmed by an SNSM-SEQUENCE.indication primitive.
Upon reception of a feedback N-PDU generated by a local compression entity, the SNDCP entity shall assign to the feedback N‑PDU the current value of the Send N‑PDU number as the N‑PDU number, increment the Send N‑PDU number by 1, perform segmentation functions if required, then forward the SN‑PDU(s) in LL‑DATA.request to the LLC layer. 
During normal operation (i.e. not in the recovery state), when the peer SNDCP entity receives the SN‑PDU(s) in an LL‑DATA.indication primitive, the SNDCP entity shall reassemble and decompress the SN‑PDU(s), increment the Receive N‑PDU number by 1, and, if the decompression is successful,  forward the N‑PDU to the SNDCP user with the SN‑DATA.indication. The correct SNDCP user is identified by the NSAPI field in the SN‑PDU(s).
In the recovery state, after reassembling and decompressing the SN‑PDU(s):
-	if the N‑PDU number of the received N‑PDU is equal to the Receive N‑PDU number, then the Receive N‑PDU number shall be incremented by 1, the recovery state shall be exited and normal operation shall resume for the received N‑PDU and all subsequently-received N‑PDUs; and
-	otherwise, the N‑PDU shall be discarded.
After the SNDCP entity in the SGSN receives an SNSM-STOP-ASSIGN.indication primitive for an NSAPI using acknowledged peer-to-peer LLC operation, it shall stop assigning N‑PDU number to N‑PDUs received through the SN‑DATA.request primitive.
If an SN‑DATA PDU (T bit set to 0) is received by an NSAPI that does not use acknowledged mode, the PDU shall be ignored without error notification.


Figure 13: SNDCP acknowledged data transfer
[bookmark: _Toc462932727]***** Next change *****
6.9.2	Unacknowledged mode
The SNDCP entity shall initiate unacknowledged data transmission only if the PDP context for the NSAPI identified in the SN‑DATA.request has been activated. The SNDCP entity may initiate unacknowledged data transmission even if the acknowledged peer-to-peer operation is not established for that NSAPI.
The N‑PDU number in unacknowledged mode is a number assigned to each N‑PDU received by SNDCP through an SN‑UNITDATA.request and to each feedback N-PDU generated by a local compression entity. N‑PDU numbers for different NSAPIs shall be assigned independently. The N‑PDU number shall be included in the SNDCP header of every SN‑UNITDATA PDU.
NOTE:	A feedback N-PDU can be e.g. a context state packet generated by a protocol control information compression entity using RFC  2507  [10] or a standalone feedback packet generated by a protocol control information compression entity using RFC  57953095  [12].
A variable, the Send N‑PDU number (unacknowledged), shall be maintained for each NSAPI using unacknowledged peer-to-peer LLC operation. When an NSAPI using unacknowledged peer-to-peer LLC operation is activated, the Send N‑PDU number (unacknowledged) shall be set to 0. The Send N‑PDU number (unacknowledged) shall also be set as described in subclauses 5.1.2.1 and 5.1.2.22. Modulo 4096 operation shall be applied to the Send N‑PDU number (unacknowledged).
Upon reception of an SN‑UNITDATA.request, the SNDCP entity shall assign the current value of the Send N‑PDU number (unacknowledged) as the N‑PDU number of the N‑PDU received, increment Send N‑PDU number (unacknowledged) by 1, compress and segment the information, then forward the SN‑PDU(s) in LL‑UNITDATA.request to the LLC layer. The N‑PDU shall be deleted immediately after the data has been delivered to the LLC layer.
Upon reception of a feedback N-PDU generated by a local compression entity, the SNDCP entity shall assign the current value of the Send N‑PDU number (unacknowledged) as the N‑PDU number of the feedback N‑PDU, increment the Send N‑PDU number (unacknowledged) by 1, perform segmentation functions if required, then forward the SN‑PDU(s) in LL‑UNITDATA.request to the LLC layer. The N‑PDU shall be deleted immediately after the data has been delivered to the LLC layer.
When the peer SNDCP entity receives the SN‑PDU(s) in the LL‑UNITDATA.indication primitive, the SNDCP entity shall reassemble and decompress the SN‑PDU(s), then forwards the N‑PDU to the SNDCP user with the SN‑UNITDATA.indication. The correct SNDCP user is identified by the NSAPI field in the SN‑PDU(s).
If an SN‑UNITDATA PDU (T bit set to 1) is received by an NSAPI that does not use unacknowledged mode, the PDU shall be ignored without error notification.
The SNDCP entity shall detect lost SN‑PDUs. The SNDCP entity shall discard duplicate SN‑PDUs and re-order out-of-sequence SN‑PDUs, if possible.


Figure 14: SNDCP unacknowledged data transfer
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