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1. Introduction
In recent SA2#122 meeting, support of Ethernet PDU session type was agreed (S2-175208) in recent SA2#122 meeting.
24.890 needs to be updated to include consideration of Ethernet PDU session type and unstructured PDU session type.

2. Reason for Change

24.890 needs to be updated to include consideration of multiple PDU session types.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 v0.2.1.
* * * First Change * * * *

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

N1 mode: A mode of a UE allowing access to the 5G core network via the 5G access network.
N1 NAS signalling connection: A peer to peer N1 mode connection between UE and AMF. An N1 NAS signalling connection is either the concatenation of an NR RRC connection via the Uu reference point and an NG connection via the N2 reference point for 3GPP access, or the concatenation of an IPsec tunnel via the NWu reference point and an NG connection via the N2 reference point for non-3GPP access.

5GMM-IDLE mode: A UE is in 5GMM-IDLE mode when no N1 NAS signalling connection between UE and network exists. The term 5GMM-IDLE mode used in the present document corresponds to the term CM-IDLE state used in 3GPP TS 23.501 [5].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [5] apply:

5G access network
5G core network
5G QoS flow

5G QoS indicator

5G System

5G-RAN
Allowed NSSAI

Application Identifier
Configured NSSAI

Network slice

PDU session
Requested NSSAI
For the purposes of the present document, the following terms and definitions given in 3GPP TS 38.413 [10] apply:

NG connection

Editor's note:
The term (NG connection) can be modified according to 3GPP TS 38.413 [10].

Editor's note:
Definition on the term NR RRC connection (or the equivalent) will be updated if defined by RAN2.
* * * Next Change * * * *
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* * * Next Change * * * *

9.1
General

The 5GS architecture reference model defined in 3GPP TS 23.501 [5] shows that the N11 reference point is used to connect the core access and mobility management function (AMF) and the session management function (SMF). The SMF handles the session management part of the NAS signalling exchanged with the UE. 3GPP TS 23.502 [6] specifies that session management procedures (e.g., PDU session establishment) are not performed between the AMF and the SMF but the UE and the SMF.

CT1 will specify the control-plane 5G session management (5GSM) towards the UE and the SMF. This includes the procedures, messages, information elements and the necessary error handling for the session management part of the NAS signalling for both 3GPP access and non-3GPP access.
* * * Next Change * * * *

9.2
5GSM PDU session
9.2.1
Overview
A UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.
The following types of PDU Session can be established:

-
IP type;

-
Ethernet type (EtherType as defined in IEEE 802.3); or 
-
unstructured type. 
9.2.2
PDU session types
9.2.2.1
IP PDU session
9.2.2.1.1
General

IP PDU session can be characterized by the following parameters:

-
PDU session id;
-
PDU session type;
-
Source/destination IP address or IPv6 network prefix;
-
Source / destination port;
-
Application Identifier:

-
protocol ID of the protocol above IP; and
-
Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask.

The SMF may provide QoS rule to the UE to support QoS differentiation for IP PDU session.

9.2.2.1.2
IP address allocation
9.2.2.1.2.1
General

This clause specifies IP address allocation for the PDU session of IP PDU type.

In this release of specification, PDU sessions for PDU type IP shall contain only one IP version, i.e. IPv4 PDU type or IPv6 PDU type.

IP address allocation to the UE shall be performed by SMF based on the selected IP version. If IPv4 PDU type is selected, an IPv4 address is allocated to the UE. If IPv6 PDU type is selected, an IPv6 prefix is allocated to the UE.
For IPv4 PDU type, the UE can obtain an IPv4 address and IPv4 configuration parameter (e.g. DNS server address)
-
via NAS signalling as specified in subclause 8.3.2; or

-
using DHCPv4.

For IPv6 PDU type, the UE can obtain /64 IPv6 prefix via IPv6 stateless address autoconfiguration as specified in RFC 4862 [12] and IPv6 configuration parameters via stateless DHCPv6 as specified in RFC 3736 [11].
9.2.2.1.2.2
IP address allocation via NAS signalling

The UE shall set the PDU session type IE in the PDU SESSION ESTABLISHMENT REQUEST message, based on its IP stack configuration if the UE requests IP connectivity as follows:

a)
A UE, which is IPv6 and IPv4 capable and:

-
has not been allocated an IP address for this DNN, shall set the PDU session type IE to IPv6.

-
the UE is requesting an IPv6 address for this DNN, shall set the PDU session type IE to IPv6.

-
the UE is requesting an IPv4 address for this DNN, shall set the PDN type IE to IPv4.

b)
A UE, which is only IPv4 capable, shall set the PDU session type IE to IPv4.

c)
A UE, which is only IPv6 capable, shall set the PDU session type IE to IPv6.

d)
When the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall set the PDU session type IE to IPv6.
Editor's note:
Whether a 5G UE will only support IPv4 is FFS.

Editor's note:
It is FFS whether the UE can request an IP PDU session type without indicating a particular IP version, i.e. the UE would indicate IP and network would select either IPv4 or IPv6 (but not both).

If the UE wants to use DHCPv4 for IPv4 address assignment, it shall indicate that to the network within the extended protocol configuration options IE in the PDU SESSION ESTABLISHMENT REQUEST.
9.2.2.2
Ethernet PDU session 
9.2.2.2.1
General

Ethernet PDU session can be characterized by the following parameters:

-
PDU session id;
-
PDU session type;
-
802.1q header VLAN identifier(VID); 
-
MAC address; and
-
Traffic class and QoS parameters,

The SMF may provide QoS rule to the UE to support QoS differentiation for Ethernet PDU session.

9.2.2.2.2
Address management
SMS is not responsible for performing MAC or IP address allocation for PDU session of Ethernet type.
9.2.2.3
Unstructured PDU session type
9.2.2.3.1
General

Unstructured PDU session can be characterized by the following parameters:

-
PDU session id; and

-
PDU session type.
The QoS control for Unstructured PDUs is performed at the PDU session level. Same QoS treatment will be applied to all packets of the Unstructured PDU session.
Editor's note:
Whether and how the QoS flow level differentiation can be supported for unstructured PDUs is FFS.

9.2.2.3.2
Address management
Different Point-to-Point tunnelling techniques for unstructured PDU session may be used, e.g. based on UDP/IP encapsulation.

When UDP/IPv6 based Point-to-Point tunnelling is used, IPv6 prefix allocation for PDU sessions are performed locally by the (H-)SMF without involving the UE. The SMF assigns an IPv6 Interface Identifier for the PDU session. The allocated IPv6 prefix identifies the PDU session of the UE.

* * * Next Change * * * *

9.2.3
PDU session management
The SMF is responsible for the session management functions to provide the PDU connectivity service to the UE via the SM signalling between UE and SMF.  The session management procedures includes:

a)
the UE-requested PDU session establishment procedure;

b)
the PDU session establishment authentication and authorization procedure;

c)
the UE-requested PDU session modification procedure;

d)
the network-requested PDU session modification procedure; and

e)
the UE-requested PDU session release procedure; and

f)
the network-requested PDU session release procedure.


The session management messages between UE and SMF are transferred via AMF as specified in subclause 9.5.
* * * End Change * * * *

