
3GPP TSG-CT WG1 Meeting #105
C1-173152
Krakow (Poland), 21-25 August 2017
Source:
Nokia, Nokia Shanghai Bell
Title:
Access control in 5GS
Spec:
3GPP TR 24.890 V0.2.1
Agenda item:
15.2.1.7
Document for:
Agreement
1. Introduction
Our views are elaborated in C1-17xxxx. This pCR shows what should be captured in the TR.
2. Reason for Change
In C1-17xxxx, we proposed that the IMS client should take the responsibility of barring decision for MO MMTel services; and for other services, the RRC layer should. Furthermore, we proposed several default access categories without taking into account access classes. Finally, we demonstrated that network slicing scenario can be reflected in the access category decision by defining a default access category corresponding to an SST.
Changes on TR 24.890 are needed to reflect the proposals if they are agreed in CT1.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 V.0.2.1.
* * * First Change * * * *

12.2
Access control

This sub-clause will describe the CT1 relevant access control aspects to support 5GS.

12.2.1
General
Due to problems in certain areas, network operators may decide to restrict access from some UEs (e.g., in case of congestion). In the case that a network operator decides to restrict access, they may allow restricted UEs, e.g., to respond to paging messages, to perform registrations.
12.2.2
Mechanism
In order to control access to the network, whether to allow an access attempt of a UE is examined according to the information available in the UE and information provided by the network. More specifically, the lower layer decides whether the access attempt should be barred or not taking into account:

-
barring configuration broadcasted via system information block(s);

-
access category provided by the upper layer; and
-
access class(es) available in the lower layer.
Editor’s note:
The above list can be modified according to the input from RAN2.
The 5GMM sublayer shall decide an access category of an access attempt and pass the access category to the lower layer, whenever possible. An access category shall be either a default access category or an operator-specific access category. The default access categories are defined as follows:
-
access category 1: mobile originated resulting form mobile terminated;
-
access category 2: mobile originated MMTel voice;

-
access category 3: mobile originated MMTel video;

-
access category 4: mobile originated SMSoIP;

-
access category 5: mobile originated SMSoNAS;

-
access category 6: mobile originated emergency;

-
access category 7: mobile originated delay tolerant service in EHPLMN;

-
access category 8: mobile originated delay tolerant service in most preferred VPLMN;

-
access category 9: mobile originated delay tolerant service in other PLMN
-
access category 10: mobile originated signalling; and
-
access category 11: mobile originated user data.
Editor’s note:
More default access categories can be defined.
One or more filters for operator-specific access categories may be configured in the UE. If configured, the UE shall assign an operator-specific access category to an access attempt if the characteristics (e.g. App-ID, slice differentiator) of the access attempt satisfy one of the filters. Filters for operator-specific access categories shall be applied in prior to applying the rules for the default access categories.
Editor’s note:
How the filters can be configured in the UE is FFS.
For access attempts corresponding to access categories 2, 3, and 4, the IMS client in the UE shall decide whether the access attempts should be barred. The lower layer may additionally check whether such access attempts should be barred or may not perform barring check for the access attempts with access categories 2, 3, and 4.
