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1. Introduction
Stage 2 TR 23.501 and TR 23.502 define the Session Service Continuity (SSC) mode 3 which enables the network to relocate the PDU Session Anchor (PSA) in order to accommodate the UE mobility, node load balancing etc. With SSC 3 the PSA is relocated by establishing the new PDU session before releasing the initial PDU secession. This principle is referred to as “make before break”. 
2. Reason for Change
The purpose of this change request is to introduce SSC 3 support in the NAS.
Figure 1 from 23.502 (section 4.3.5.2) depicts the sequence of events required for the PSA relocation with SSC 3. 
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Figure 1 UPF Relocation for a PDU session with SSC mode 3 with multiple PDU sessions

Observation 1

The procedure is triggered by the SMF by sending a NAS message to the UE, the NAS message includes the target PDU session ID and the release timer for the initial PDU session release. The UE must trigger the new PDU session creation within this period of time in order to achieve make before break.
Observation 2
The new session has to be routed toward the same SMF. This is accomplished by (from TS 23.502 section 4.3.5.2):
[…]

According to the SSC mode, UE generates a new PDU Session ID and sends a PDU Session Establishment Request to the SMF. The new PDU session ID is included in the N1 SM information, and the old PDU session ID is provided to AMF in NAS request message.

The AMF sends the old PDU session ID with the N1 SM information to SMF in N11 message.

The SMF detects that the PDU session establishment request is related to the trigger in step 2 based on the old PDU session ID received from the AMF and the presence of a new PDU session ID in the N1 SM information. The SMF stores the new PDU session ID and selects a new PDU session anchor (i.e. UPF2) for the new PDU session.

The SMF provides the new PDU session ID to AMF. The AMF stores an association of the new PDU session ID and the SMF ID for the new PDU session.

[…]

 Observation 3
The first message of the UE requested PDU session establishment procedure is initiated with the initial PDU session ID. The new PDU session ID is included in the N1 SM information.
Proposal 1
Create a new PDU session anchor relocation 5GSM procedure and a new PDU SESSION ANCHOR RELOCATION NOTIFICATION 5GSM message in order to accommodate step 2 event depicted on Figure 1. This procedure includes a timer that upon expiry triggers the release of the initial session. 
Proposal 2

Update the 5GSM Session Establishment procedure in order to accept the PDU SESSION ESTABLISHMENT REQUEST with an already existing PDU session ID while fetching the new PDU session ID from the N1 SM information (SM message).
4. Proposal

It is proposed to agree to the following changes to 3GPP TS 24.890 v0.2.1
* * * First Change * * * *

9.2
Overview

The SMF is responsible for the session management functions to provide the PDU connectivity service to the UE via the SM signalling between UE and SMF.  The session management procedures includes:

a)
the UE-requested PDU session establishment procedure;

b)
the PDU session establishment authentication and authorization procedure;

c)
the UE-requested PDU session modification procedure;
d)
the network-requested PDU session modification procedure; and

e)
the UE-requested PDU session release procedure; and

f)
the network-requested PDU session release procedure; and
g)
the PDU session anchor relocation procedure.
A UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.
The session management messages between UE and SMF are transferred via AMF as specified in subclause 9.5.
* * * Next Change * * * *

UE-requested PDU session establishment procedure
Editor's note:
Transport between SMF and AMF depends on CT4 decisions.
9.4.1.1
General

The purpose of the UE-requested PDU session establishment procedure is to establish a new PDU session with a DN or to perform handover of an existing PDU session between 3GPP access and non-3GPP access. If accepted by the network, the PDU session enables exchange of PDUs between the UE and the DN. 

9.4.1.2
UE-requested PDU session establishment procedure initiation

In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.
If the UE requests to establish a new PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to the IP version capability as specified in subclause 9.3.2, "ethernet" or "unstructured".
If the UE requests to establish a new PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.
If the UE requests to establish a new PDU session with a DN and needs to provide information for the PDU session authentication and authorization by the external DN, the UE shall include the PDU DN request container with the information for the PDU session authentication and authorization by the external DN.
If the UE requests to establish a PDU session following the reception of PDU SESSION ANCHOR RELOCATION NOTIFICATION, all the parameters shall be set to the values of the initial PDU session. If the PDU session targeted by the PSA relocation is SSC mode 3 then the UE shall:

a)
set the PDU session ID of the targeted PDU session in the PDU Session ID IE of PDU SESSION ESTABLISHMENT REQUEST message; and 
b)
create and include a new PDU session ID in the new PDU session ID IE of PDU SESSION ESTABLISHMENT REQUEST message. 
Note: The new PDU session ID will be utilized as PDU session ID in the remaining messages of this procedure.
Editor's note:
FFS whether CT1 need to give more details about coding of the information for the PDU session authentication and authorization by the external DN.
Editor's note:
Further he contents of the PDU SESSION ESTABLISHMENT REQUEST are FFS.

The UE shall transport:

a)
the PDU SESSION ESTABLISHMENT REQUEST message;

b)
the PDU session ID;

c)
the S-NSSAI, if the UE requests a S-NSSAI other than default S-NSSAI;

d)
and the requested DNN, if the UE requests a connectivity to a DNN other than the default DNN; and 
e)
the request type set:

1)
to "initial request", if the UE requests to establish a new PDU session; or

2)
to "existing PDU session", if the UE requests handover of an existing PDU session between 3GPP access and non-3GPP access;
using the UE-initiated SM message transport procedure as specified in subclause 8.4.2.2.1.1 or the UE-initiated NAS transport procedure as specified in subclause 8.4.1.1.3.2, and the UE shall start timer Tx (see example in figure 9.4.1.2.1).
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Figure 9.4.1.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, and optionally a DNN, and the request type, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN. . If the S-NSSAI is not included, the SMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the SMF may use the default S-NSSAI as the S-NSSAI.
If the PDU SESSION ESTABLISHMENT REQUEST message includes the new PDU session ID, the SMF utilizes that value in all the remaining steps of this procedure.
9.4.1.3
UE-requested PDU session establishment procedure accepted

If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.
The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session.

The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected SSC mode of the PDU session.

The SMF shall set the selected S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected S-NSSAI of the PDU session.

If the PDU SESSION ESTABLISHMENT REQUEST message does not include a PDU session type IE, the SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected PDU session type of the PDU session.

If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.
The SMF shall set the selected DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected DNN of the PDU session.

The SMF shall set the selected Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.

Editor's note:
Further contents of the PDU SESSION ESTABLISHMENT ACCEPT are FFS.
The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.
Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, the UE shall stop timer Tx and shall consider that the PDU session was established.
9.4.1.4
UE requested PDU session establishment procedure rejected by SMF

If the connectivity with the requested DN is rejected by the network, the SMF shall create a SM PDU SESSION ESTABLISHMENT REJECT message.

The SMF shall set the SM cause IE of the PDU SESSION ESTABLISHMENT REJECT message to indicate the reason for rejecting the PDU session establishment.

The SM cause IE typically indicates one of the following SM cause values:

Editor's note: SM causes are FFS.
Editor's note:
Further contents of the SM PDU SESSION ESTABLISHMENT REJECT are FFS.
The SMF shall send the SM PDU SESSION ESTABLISHMENT REJECT message.

Upon receipt of a PDU SESSION ESTABLISHMENT REJECT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, the UE shall stop timer Tx and shall consider that the PDU session was not established.
9.4.1.5
Abnormal cases in the UE

The following abnormal cases can be identified:

a)
Tx expired
Editor's note:
Further abnormal cases in the UE are FFS.
9.4.1.6
Abnormal cases on the network side

Editor's note:
Abnormal cases in the network side are FFS.

* * * Next Change * * * *

Network-requested PDU session release procedure
9.4.6.1
General

The purpose of the network-requested PDU session release procedure is to enable the network to release a PDU session.

Editor’s note:
It is FFS whether the PDU Session ID is also included in the PDU SESSION RELEASE COMMAND message and PDU SESSION MODIFICATION ACCEPT message.
9.4.6.2
Network-requested PDU session release procedure initiation
In order to initiate the network-requested PDU session release procedure, the SMF shall create an PDU SESSION RELEASE COMMAND message.
If running the Tn timer is stopped.
The SMF shall set the SM cause IE of the PDU SESSION RELEASE COMMAND message to indicate the reason for releasing the PDU session.
The SM cause IE typically indicates one of the following SM cause values:

Editor's note:SM causes are FFS.
Editor's note:
Further contents of the PDU SESSION RELEASE COMMAND message are FFS.

If the network-requested PDU session release procedure is triggered by a UE-requested PDU session release procedure, the SMF shall set the PTI IE of the PDU SESSION RELEASE COMMAND message to the PTI of the PDU SESSION RELEASE REQUEST message received as part of the UE-requested PDU session release procedure.
The SMF shall send:

a)
the PDU SESSION RELEASE COMMAND message; and

b)
if the SMF allows the AMF to skip sending of the N1 SM container to the UE, the N1 SM delivery skip allowed indication;
towards the AMF, and the SMF shall start timer Ty (see example in figure 9.4.6.2.1).
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Figure 9.4.6.2.1: Network-requested PDU session release procedure
9.4.6.3
Network-requested PDU session release procedure accepting
Upon receipt of an PDU SESSION RELEASE COMMAND message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, the UE considers the PDU session as released and the UE shall create an PDU SESSION RELEASE ACCEPT message.

If the PDU SESSION RELEASE COMMAND message contains a PTI IE, the UE shall release the PTI indicated by the PTI IE and shall stop the timer Tz.
Editor's note:
Further contents of the PDU SESSION RELEASE ACCEPT message are FFS.

The UE shall transport the PDU SESSION RELEASE ACCEPT message and the PDU session ID, using the UE-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.
Upon receipt of an PDU SESSION RELEASE ACCEPT message, the SMF shall stop timer Ty and shall consider the PDU session as released.
9.4.6.4
N1 SM delivery skipped
If the PDU SESSION RELEASE COMMAND message was sent along the N1 SM delivery skip allowed indication towards AMF, then upon receipt of an indication that N1 SM delivery was skipped, the SMF shall stop timer Ty and shall consider the PDU session as released.
9.4.6.5
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
Ty expired
Editors' note:
Further abnormal cases are FFS.
9.4.6.6
Abnormal cases in the UE

Editors' note:
Abnormal cases are FFS.
* * * Next Change * * * *

9.4.7
PDU session anchor relocation notification 
9.4.7.1
General

The purpose of the PDU session anchor relocation notification is to enable the network to inform the UE about the imminent release of a PDU session by the network due to the PDU session anchor relocation 
9.4.7.2
PDU session anchor relocation notification procedure initiation
The SMF shall initiate the PDU session anchor relocation notification procedure by sending PDU SESSION ANCHOR RELOCATION NOTIFICATION message and starting the Tn timer (see example in figure 9.4.7.2.1)
The SMF shall set:
a)
the PDU session ID IE to the ID of the targeted PDU session; and

b)
the PDU session release time IE to the value of the Tn timer.
Editor’s note: Further detail on handling of specific IEs are FFS.
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Figure 9.4.7.2.1: PDU session anchor relocation notification
9.4.7.3
PDU session anchor relocation notification accepted by the UE
Upon receiving the PDU SESSION ANCHOR RELOCATION NOTIFICATION, the UE shall trigger PDU session creation as described in clause 9.4.1.1.
9.4.7.4
Tn timer expiry

Upon the Tn timer expiry the SMF triggers the PDU session release as specified in clause 9.4.6
* * * Next Change * * * *

9.5.15
PDU session anchor relocation notification
9.5.15.1
Message definition
The PDU SESSION ANCHOR RELOCATION NOTIFICATION message is sent by the SMF to the UE to initiate the PDU session anchor relocation.

Message type:
PDU SESSION ANCHOR RELOCATION NOTIFICATION
Significance:

dual

Direction:


network to UE
Editor's note:
 The content of the PDU SESSION ANCHOR RELOCATION NOTIFICATION message is FFS. At least the following is needed: PDU session ID and PDU session release time.
* * * Next Change * * * *

9.6
Timers of 5GS session management

Timers of 5GS session management are shown in table 9.6.1 and table 9.6.2.
Table 9.6.1: Timers of 5GS session management – UE side

	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	Tx
	TBD
	TBD
	Transmission of PDU SESSION ESTABLISHMENT REQUEST message.
	PDU SESSION ESTABLISHMENT ACCEPT message received or

PDU SESSION ESTABLISHMENT REJECT message received.
	TBD

	Tm
	TBD
	TBD
	Transmission of PDU SESSION AUTHENTICATION REQUEST message.
	PDU SESSION AUTHENTICATION ACCEPT message received or PDU SESSION AUTHENTICATION REJECT message received.
	TBD

	Tk
	TBD
	TBD
	Transmission of PDU SESSION MODIFICATION REQUEST message.
	PDU SESSION MODIFICATION COMMAND message with the same PTI is received or PDU SESSION MODIFICATION REJECT message received.
	TBD.

	Tz
	TBD
	TBD
	Transmission of PDU SESSION RELEASE REQUEST message.
	PDU SESSION RELEASE COMMAND message with the same PTI is received or PDU SESSION RELEASE REJECT message received.
	TBD


Table 9.6.2: Timers of 5GS session management – SMF side

	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	Tm
	TBD
	TBD
	Transmission of PDU SESSION MODIFICATION COMMAND message.
	PDU SESSION MODIFICATION ACCEPT message received or PDU SESSION MODIFICATION REJECT message received.
	TBD

	Ty
	TBD
	TBD
	Transmission of PDU SESSION RELEASE COMMAND message.
	PDU SESSION RELEASE ACCEPT message received or

N1 SM delivery skipped indication received.
	TBD

	Tn
	TBD
	TBD
	Transmission of PDU SESSION ANCHOR RELOCATION NOTIFICATION
	Network or UE requested PDU session release
	Trigger PDU session release


* * * End Of Changes * * * *
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