
3GPP TSG-CT WG1 Meeting #105
C1-173148
Krakow (Poland), 21-25 August 2017
Source:
InterDigital
Title:
Alignment of reflective QoS specification with stage 2
Spec:
3GPP TR 24.890 v0.2.1
Agenda item:
15.2.1.4
Document for:
Agreement
1. Introduction
The reflective QoS specification in TR 24.890 v0.2.1 has several misalignments with the latest state of the stage 2 specification. 
2. Reason for Change
The following adjustments should me made on the reflective QoS based on TS 23.501 v1.2.0:
· Addtion of a reflective QoS timer that removes the reflective QoS rules after a period of innactivity. This timer is provisioned during the PDU session creation or by a default value.
· Removal of the reflective QoS trigger through control plane.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 v0.2.1. 
* * * First Change * * * *

UE-requested PDU session establishment procedure
Editor's note:
Transport between SMF and AMF depends on CT4 decisions.
9.4.1.1
General

The purpose of the UE-requested PDU session establishment procedure is to establish a new PDU session with a DN or to perform handover of an existing PDU session between 3GPP access and non-3GPP access. If accepted by the network, the PDU session enables exchange of PDUs between the UE and the DN. 

9.4.1.2
UE-requested PDU session establishment procedure initiation

In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.
If the UE requests to establish a new PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to the IP version capability as specified in subclause 9.3.2, "ethernet" or "unstructured".
If the UE requests to establish a new PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.
If the UE requests to establish a new PDU session with a DN and needs to provide information for the PDU session authentication and authorization by the external DN, the UE shall include the PDU DN request container with the information for the PDU session authentication and authorization by the external DN.
Editor's note:
FFS whether CT1 need to give more details about coding of the information for the PDU session authentication and authorization by the external DN.
Editor's note:
Further he contents of the PDU SESSION ESTABLISHMENT REQUEST are FFS.

The UE shall transport:

a)
the PDU SESSION ESTABLISHMENT REQUEST message;

b)
the PDU session ID;

c)
the S-NSSAI, if the UE requests a S-NSSAI other than default S-NSSAI;

d)
and the requested DNN, if the UE requests a connectivity to a DNN other than the default DNN; and 
e)
the request type set:

1)
to "initial request", if the UE requests to establish a new PDU session; or

2)
to "existing PDU session", if the UE requests handover of an existing PDU session between 3GPP access and non-3GPP access;

using the UE-initiated SM message transport procedure as specified in subclause 8.4.2.2.1.1 or the UE-initiated NAS transport procedure as specified in subclause 8.4.1.1.3.2, and the UE shall start timer Tx (see example in figure 9.4.1.2.1).
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Figure 9.4.1.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, and optionally a DNN, and the request type, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN. . If the S-NSSAI is not included, the SMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the SMF may use the default S-NSSAI as the S-NSSAI.
9.4.1.3
UE-requested PDU session establishment procedure accepted

If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.
The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session.

The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected SSC mode of the PDU session.

The SMF shall set the selected S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected S-NSSAI of the PDU session.

If the PDU SESSION ESTABLISHMENT REQUEST message does not include a PDU session type IE, the SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected PDU session type of the PDU session.

If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.
The SMF shall set the selected DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected DNN of the PDU session.

The SMF shall set the selected Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.
Optionally the SMF may set the value of the reflective QoS inactivity timer IE.
Editor's note:
Further contents of the PDU SESSION ESTABLISHMENT ACCEPT are FFS.
The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.
Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, the UE shall stop timer Tx and shall consider that the PDU session was established.
9.4.1.4
UE requested PDU session establishment procedure rejected by SMF

If the connectivity with the requested DN is rejected by the network, the SMF shall create a SM PDU SESSION ESTABLISHMENT REJECT message.

The SMF shall set the SM cause IE of the PDU SESSION ESTABLISHMENT REJECT message to indicate the reason for rejecting the PDU session establishment.

The SM cause IE typically indicates one of the following SM cause values:

Editor's note: SM causes are FFS.
Editor's note:
Further contents of the SM PDU SESSION ESTABLISHMENT REJECT are FFS.
The SMF shall send the SM PDU SESSION ESTABLISHMENT REJECT message.

Upon receipt of a PDU SESSION ESTABLISHMENT REJECT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, the UE shall stop timer Tx and shall consider that the PDU session was not established.
9.4.1.5
Abnormal cases in the UE

The following abnormal cases can be identified:

a)
Tx expired
Editor's note:
Further abnormal cases in the UE are FFS.
9.4.1.6
Abnormal cases on the network side

Editor's note:
Abnormal cases in the network side are FFS.
* * * Next Change * * * *

12.4.1.1
QoS rules

The NAS protocol enables the network to provide the UE with QoS rules associated with a PDU session.
The network can provide the UE with one or more QoS rules associated with a PDU session at the PDU session establishment or at QoS flow establishment.
Each QoS rule contains:

a)
a QoS rule identifier (QRI);
b)
a QoS flow identity (QFI);
c)
optionally a QoS flow template containing a set of packet filters and corresponding precedence values;


Additionally, the network provides the UE with the following QoS parameters for each provided QoS rule:

a)
if the flow is a GBR QoS flow:

1)
Guaranteed flow bit rate (GFBR) for UL;
2)
Guaranteed flow bit rate (GFBR) for DL;
3) Maximum flow bit rate (MFBR) for UL; and
4)
Maximum flow bit rate (MFBR) for DL.

Editors' note:
To provide the 5G QoS indicator (5QI) to the UE is FFS.

Editor's note:
The length of the 5QI, QFI and QRI is FFS.

* * * Next Change * * * *

12.4.1.5
Reflective QoS

12.4.1.5.1
void

12.4.1.5.2
Reflective QoS activation 
To activate reflective QoS via the user plane, the network includes an RQI in the encapsulation header added to the DL end-to-end user-data packet indicating that reflective QoS is activated. 
Upon the reflective QoS inactivity timer Tq is started. The duration of the timer is either set to the value received in the PDU session establishment or a default value. 
Note: An instance of Tq is started for each reflective QoS instance
12.4.1.5.3
QoS flow templated derived by the UE for reflective QoS

When:

-
the UE receives a DL user-data packet marked with a QFI associated with a QoS rule for which reflective QoS is activated; or
-
the UE is notified by the lower layers that reflective QoS is activated for a DL user-data packet;
the UE derives the QoS flow template to be applied to UL user-data packets based on DL user-data packets as follows:

-
the QoS flow template contains one or more UL packet filters, each associated with:

1)
the evaluation precedence index signalled to the UE by the network if reflective QoS was activated via the control plane; or
2)
the standardized evaluation precedence index value mapping to the QFI of the associated QoS flow if reflective QoS was activated via the user plane; and
Editor's note:
The mapping of standardized evaluation precedence index to QFI is FFS.

-
the UL packet filters are constructed as follows:

1)
if the QoS flow belongs to a PDU session of type IP:

i)
when the UE receives a DL user-data packet, the UE shall check whether this packet maps to an existing UL packet filter in the QoS flow template; and
ii)
if no matching UL packet filter in the QoS flow template is found, the UE shall create a new UL packet filter with the following components:

a)
for IPv4:

I)
an IPv4 remote address component set to the source IP address of the received DL packet;

II)
an IPv4 local address component set to the destination IP address of the received DL packet; and

III)
a Protocol identifier/Next header type component set to the value of the last received protocol type field;

b)
for IPv6:

I)
an IPv6 remote address set to the source IP address of the received DL packet;

II)
an IPv6 local address/prefix length component set to the destination IP address of the received DL packet; and

III)
a Protocol identifier/Next header type component set to the value of the last received next header field;

c)
a Single local port type component set to value of the destination port in the received DL packet; and

d)
a Single remote port type component set to the value of the source port in the received DL packet;

Editor's note:
The need to associate a time stamp with each UL packet filter is FFS.
2) if the QoS flow belongs to a PDU session of type Ethernet:

Editor's note:
How the UE constructs UL packet filters for a PDU session of type Ethernet when reflective QoS is activated is FFS.

3)
if the QoS flow belongs to a PDU session of type unstructured:

Editor's note:
How the UE constructs UL packet filters for a PDU session of type unstructured when reflective QoS is activated is FFS.

12.4.1.5.4
Reflective QoS deactivation
Upon the expiration of Tq the reflective QoS is removed. Tq is restarted each time the packet filter of the related rule is matched.
Editor's note:
Additional reflective QoS deactivation methods are FFS.

12.4.2
QoS coding

12.4.2.1
QoS rules coding

Editor's note:
The exact coding of the QoS rules is FFS.

12.4.2.2
Session-AMBR coding

Editor's note:
The exact coding of the session-AMBR is FFS.
* * * Next Change * * * *
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