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1. Introduction
This p-CR is to resolve open issues remained for 5GSM message format definition, typically to determine whether the extended protocol discriminator (EPD) and the PDU session ID need to be included in the header of 5GSM message.

2. Reason for Change
The 5GSM message format was added in the last CT1 May meeting but two Editor's notes are remained for FFS:

"Editor's note:
Whether the Extended protocol discriminator IE is included in the header of 5GSM message is FFS."

"Editor's note:
Whether the PDU session identity IE is included in the header of every 5GSM message is FFS."

2.1 Disscussion on extended protocol discriminator (EPD)
As in legacy 3GPP system, the protocol discriminator (PD) is used to provide routing function for (sub)layers to pass messages, see below text defined in TS 24.007:

"In addition, routing functions are contained in layer 3 which are related to the transport of messages, e.g. multiplexing and splitting. These routing functions are defined in the Radio Resource Management and Mobility Management sub‑layers.

1)
They have the task to pass the messages from upper (sub‑)layers to lower (sub‑)layers.

2)
They also have the task to pass messages provided by lower (sub‑layers) to the appropriate sub‑layer and, if applicable, entity.

The routing functions with task 2 make use of the protocol discriminator (PD) which is part of the message header."
"-
The routing function of MM-sublayer passes Standard L3 messages according to the protocol discriminator (PD) and, if applicable, the transaction identifier (TI) or the PDP address towards the MM entity or towards the CM entities via the various MM-SAP's. GPRS L3 messages are routed to mobility management or session management according to the protocol discriminator."
"-
For EPS services, the routing function of EPS NAS passes standard L3 messages according to the protocol discriminator (PD) and, if applicable, the procedure transaction identity (PTI) and/or EPS bearer identity towards the EMM entity or towards the CM (ESM) entities of the various EPS NAS SAP's."
In 5GS, the MM sublayer and SM sublayer in the network are located in two separate NFs, i.e. AMF and SMF. Now both SA2 and CT1 have agreed some principles, e.g. (1) all SM messages exchanged between the UE and the SMF have to be performed using a NAS transport message via AMF, i.e. carried in an 5GMM message between the UE and the AMF; (2) the transported 5GSM message is transparent to the AMF. This is much different from the legacy system in which the SM message can be transported standalone.
In the last SA2#122 meeting, for designing the Control Plane protocol stacks between the UE and the 5GC, below example was agreed in TS 23.501 v1.1.0:
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Figure 1 Example of NAS transport for SM, SMS and other services
Following the current NAS transport principles in 5GS, some routing information (e.g. PD or payload type) is required at NAS-MM sublayer in AMF enable to pass the message to other NFs, e.g. SMF. Hence, for the UL NAS transport message, in the 5GMM message part, it shall include the routing information.
At the UE side, the layered protocols are not changed from the legacy system. In the legacy system, the SM message is not transparant to the MM sublayer due to the MM sublayer needs to read the header of SM message for routing. Now, one may wonder whether this needs to be changed in 5GS. There are two ways:

(1) The same as legacy, the 5GSM message is NOT transparant to the NAS-MM sublayer at the UE;
(2) Changed from the legacy, the 5GSM message is transparant to the NAS-MM sublayer at the UE.
If going to (1), for the DL 5GSM message, the SMF can include the requied routing information (e.g. PD) in the 5GSM message and the MM sublayer reads the header of 5GSM message for routing. In this case, the AMF needs to not to include the routing information in the NAS transport message. However, even the 5GSM message is NOT transparant, this does not mean the MM sublayer has to read the 5GSM message content. Hence, the AMF can still include the routing information (e.g. PD or payload type) in the NAS transport message to avoid the MM sublayer at the UE to read the 5GSM message content. This can provide consistent message format between the UL NAS transport message and the DL NAS transport message.
If going to (2), for the DL 5GSM message, the AMF has to include the routing information  (e.g. PD or payload type) in the NAS transport message for routing.

All in all, way (2) is better than (1).

Based on way (2), considering the routing information has to be included in the NAS transport message for routing at the receiver, there is no need to include the routing information in the 5GSM message. Hence, we could have:
Proposal #1: the extended protocol discriminator (EPD) is not included in the 5GSM message header.
2.2 Disscussion on PDU session ID
It was argued that the PDU session ID need not to be inlcuded in the 5GSM message due to it was alwalys included outside of the 5GSM message, i.e. in the 5GMM NAS transport message between the UE and the AMF over N1 and in the N11 message between the AMF and SMF.
However, to include the PDU session ID outside of the 5GSM message cannot be a justification that the PDU session ID shall NOT be included in the 5GSM message due to:
(1) From end-to-end layered protocol perspective, the exchange of IEs between two peer protocol entities should be performed using the corresponding (sub-)layer protocol. This is a basic pinciple for protocol design, which was defined in TS 24.007 for layer 3 protocol, including (copied), e.g.:
"Exchange of information between two peer entities is performed according to the corresponding (sub )layer protocols. A protocol is a set of rules and formats by which the information (control information and user data) is exchanged between the two peers."

"As each sub layer entity is specified by one and only one protocol, it is also called a protocol entity or protocol control entity."

In 5GS, MM and SM are separate sub-layer entities between the UE and the network for which are specified by MM and SM protocols. The required IEs used by two peer SM entitis at the UE and the SMF should be exchanged within the SM protocol. The PDU session ID is a mandatory information used by SM protocol entities and should be exchanged within the SM protocol as well. It is not a good principle that the exchange of this IE is only rely on other protocol (e.g. MM protocol).
(2) The PDU session ID included in the MM and SM protocol message has different purposes and used by different protocol entities. In the UL, for the UE initiated 5G SM procedures, the UE MM sublayer includes the PDU session ID in the 5GMM NAS transport message over N1 is mainly to enable the AMF to determine the associated SMF to forward the 5GSM messages (note that the AMF stores the association of the PDU session ID and the SMF for a UE) but the UE MM sublayer does not expect the AMF has to additionally forward the received PDU session ID to the SMF over N11 interface using SBA protocol. The UE SM sublayer includes the PDU session ID in the 5GSM message is mainly to enable the SMF can associate this SM request to an PDU session and to an UPF (the SMF should stores the association of the PDU session ID and the UPF for a UE). Even it is the same IE, but it is used by different sublayers for different purposes and sent to different NFs over difrenet protocols. Hence, it cannot be treated as duplicated IE between the UE and the network. Note that this is not the first case in 3GPP protocol design, e.g. in EPS, the same UE ID (e.g. S-TMSI) was sent by the UE to CN and eNB over different sublayers using different protocols for different purposes, but we did not say the UE sends the duplicated UE ID to the network. Hence, we cannot buy the comment that the PDU session ID included in the 5GMM and 5GSM message are duplicated IEs.
(3) The thing is much different on the DL for the NW initiated 5G SM procedure. The SBA protocol is used over N11 and the SMF has to invoke an SBA service operation (i.e., Namf_Communication_N1N2MessageTransfer service operation) to request AMF to provide a N1/N2 message transfer service. In this case, we cannot see why the SMF has to send the PDU session ID to the AMF using SBA protocol over N11. What is the special usage of PDU session ID by the AMF other than just forward it to the UE? If the AMF just forwards the PDU session ID to the UE, why cannot the SMF include it in the 5GSM message? We observed in the latest TS 23.502 v0.5.0, it provides some misaligned description on including the PDU session ID, e.g. for network initiated PDU session modification procedure in subclause 4.3.3.2, in step 3b, the SMF only includes the PDU session ID in the 5GSM message but in step 4, it states the AMF also includes the PDU sesssion ID outside of 5GSM message to the UE.

"3b. For network initiated modification, the SMF invokes Namf_Communication_N1N2MessageTransfer (N2 SM information (PDU Session ID, QoS Profile, Session-AMBR), N1 SM Container (PDU Session Modification Command (PDU session ID, QoS rule, Session-AMBR)))."
"4.
The AMF may send N2 PDU Session Request (N2 SM information received from SMF, NAS message (PDU Session ID, N1 SM information (PDU Session Modification Command))) Message to the (R)AN."
(4) At least, we observed in two typical use cases, i.e. PDU session anchor relocation for SSC mode 2 with single PDU session anchor (see TS 23.502 subclause 4.2.3.2 and 4.3.5.1.1) and PDU session anchor relocation for SSC mode 3 with multiple PDU sessions (see TS 23.502 subclause 4.3.5.2), the PDU session has to be included in the 5GSM message. Hence, the PDU session ID cannot be totally removed from 5GSM message.

In TS 23.502 subclause 4.2.3.2, it states:

"-
For PDU sessions that SMF determines that UPF relocation for PDU Session Anchor UPF is needed in step 5, SMF sends Nsmf_PDUSession_UpdateSMContext Response containing only N1 SM information to UE via AMF. The N1 SM information includes the corresponding PDU session ID and PDU session re-establishment indication, which is the same as step 2 described in clause 4.3.5.1.1."
Then in clause 4.3.5.1.1, it states:
"2.
The SMF sends a NAS message to the UE via the AMF. The NAS message contains the PDU session ID that needs to be relocated with an indication that a PDU session re-establishment to the same DN is required."
In TS 23.502 subclause 4.3.5.2, it states:

"UE to AMF: NAS message (old PDU session ID, N1 SM information (new PDU session ID, PDU session Establishment Request)).

If SMF reallocation is requested in step 2, the AMF selects a different SMF (i.e. SMF2) and forwards the N1 SM information to the new SMF.


According to the SSC mode, UE generates a new PDU Session ID and sends a PDU Session Establishment Request to the SMF. The new PDU session ID is included in the N1 SM information, and the old PDU session ID is provided to AMF in NAS request message.


Otherwise, the AMF sends the old PDU session ID with the N1 SM information to the same SMF in N11 message.


The SMF detects that the PDU session establishment request is related to the trigger in step 2 based on the old PDU session ID received from the AMF and the presence of a new PDU session ID in the N1 SM information. The SMF stores the new PDU session ID and selects a new PDU session anchor (i.e. UPF2) for the new PDU session."

As a summary, regardless of PDU session ID may be included outside of 5GSM message or not, it shall be included in the header of every 5GSM message based on following reasons :

(1) The PDU session ID is a mandatory information used by SM protocol entities and should be exchanged within the SM protocol;
(2) The PDU session ID included in the MM and SM protocol message has different purposes and used by different protocol entities, they cannot be treated as duplicated IEs between the UE and the network;
(3) There are some typical use cases in which the PDU session ID shall be included in the 5GSM message;
(4) There is no benefit for the AMF only forwards the PDU session ID between the UE and SMF, for which, to include the PDU session ID in the 5GSM message is enough.

Hence, we could have:
Proposal #2: the PDU session ID is included in the 5GSM message header.
3. Conclusions

For the extended protocol discriminator (EPD):

Proposal #1: the extended protocol discriminator (EPD) is not included in the 5GSM message header.
For the PDU session ID :
Proposal #2: the PDU session ID is included in the 5GSM message header.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 V0.2.1.
* * * First Change * * * *

6.6.1
Overview
Within the protocols defined in the present document, every 5GS NAS message is a standard L3 message as defined in 3GPP TS 24.007 [7]. This means that the message consists of the following parts:

Editor's note:
The required updates on a standard L3 message definition in 3GPP TS 24.007 [7] are FFS.

1)
if the message is a plain 5GMM message:

a)
extended protocol discriminator;

b)
security header type;

c)
procedure transaction identity;

d)
message type;

e)
other information elements, as required.

2)
if the message is a plain 5GSM message:

a)
PDU session identity;

b)
procedure transaction identity;

c)
message type;

d)
other information elements, as required.

3)
if the message is a security protected 5GS NAS message:

Editor's note:
The message parts of a security protected 5GS NAS message are FFS.

The organization of a plain 5GMM message is illustrated in the example shown in figure 6.6.1.
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	octet 1

	Spare half octet
	Security header type
	octet 2

	Procedure transaction identity
	octet 3
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	octet n


Figure 6.6.1: General message organization example for a plain 5GMM message
The organization of a plain 5GSM message is illustrated in the example shown in figure 6.6.2.
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	PDU session identity
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	Procedure transaction identity
	octet 2

	Message type
	octet 3
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	Other information elements as required
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Figure 6.6.2: General message organization example for a plain 5GSM message
Editor's note:
The organization of a security protected 5GS NAS message is FFS.

Unless specified otherwise in the message descriptions of subclause 8 and subclause 9, a particular information element shall not be present more than once in a given message.

When a field extends over more than one octet, the order of bit values progressively decreases as the octet number increases. The least significant bit of the field is represented by the lowest numbered bit of the highest numbered octet of the field.

* * * Next Change * * * *

6.6.6.2
Extended protocol discriminator

Bits 1 to 8 of the first octet of every 5GMM message contain the Extended protocol discriminator (EPD) IE. The EPD and its use are defined in 3GPP TS 24.007 [7]. Bits 1 to 4 of the EPD in the header of a plain 5GMM message is encoded as "1110".

Editor's note:
The definition of the extended protocol discriminator in 3GPP TS 24.007 [7] is FFS.


* * * Next Change * * * *

6.6.6.3
Security header type

Bits 1 to 4 of the second octet of every 5GMM message contain the Security header type IE. This IE includes control information related to the security protection of a 5GMM message. The total size of the Security header type IE is 4 bits.

Editor's note:
The values of the Security header type are FFS.

* * * Next Change * * * *

6.6.6.X
PDU session identity
Bits 1 to 4 of the first octet of every 5G session management message contain the PDU session identity IE. The PDU session identity and its use to identify a message flow are defined in 3GPP TS 24.007 [xx].
Editor's note:
The definition of the PDU session identity in 3GPP TS 24.007 [xx] is FFS.
* * * Next Change * * * *

9.4.3.1
General
The purpose of the UE-requested PDU session modification procedure is to enable the UE to request modification of a PDU session.

* * * Next Change * * * *

9.4.4.1
General

The purpose of the network-requested PDU session modification procedure is to enable the network to modify a PDU session.

Editor's note:
The solution for situation when the UE is in CM-IDLE state and the AMF decides to invoke asynchronous type communication is FFS.
Editor's note:
It is FFS whether there are cases where the UE can validly reject the PDU SESSION MODIFICATION COMMAND message.

* * * Next Change * * * *

9.4.5.1
General
The purpose of the UE-requested PDU session release procedure is to enable by the UE to request a release of a PDU session.

* * * Next Change * * * *

9.4.6.1
General

The purpose of the network-requested PDU session release procedure is to enable the network to release a PDU session.


* * * End of Change * * * *
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