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	Reason for change:
	How the UE should set the public user identity(PUI) in the From and To header field of the emergency REGISTER request is specified as follows;
-------------------------------

TS24.229 section 5.1.6.2.
b)
the UE shall populate the From and To header fields of the REGISTER request with:

-
the first entry in the list of public user identities provisioned in the UE;

-
the default public user identity obtained during the normal registration, if the UE is not provisioned with a list of public user identites, but the UE is currently registered to the IM CN subsystem; and

-
the derived temporary public user identity, in all other cases.

-------------------------------

So, if the UE does not have any list of PUIs provisioned in the UE and normal registration has already succeeded, the UE is required to set the PUI which was allocated during normal registration. 
On the other hand, PSAP can uniquely identify the UE if tel URI is associated with temporary PUI and emergency registration is performed as follows;

------------------

TS24.229 section 4.2.
6A)
Identification of the UE to a PSAP with point of presence in the CS domain is not possible if a tel URI is not included in the set of implicitly registered public user identities. If the included tel URI is associated either with the first entry in the list of public user identities provisioned in the UE or with the temporary public user identity, then a PSAP can uniquely identify the UE if emergency registration is performed.

-------------------------------

This can be said regardless of whether the normal registration has already succeeded or not. So, there seem to be no reason why the UE should be inhibited from setting the temporary PUI derived from IMSI in the emergency REGISTER request when normal registration has already succeeded. This requirement seems to be somewhat excessive.

So, this paper proposes to alleviate a requirement to allow the UE to set the derived temporary PUI in the emergency REGISTER even if normal registration has already succeeded.

	
	

	Summary of change:
	How the UE should set the PUI in the emergency REGISTER request is changed so that the UE can set derived temporary public user identity even if normal registration has already succeeded.

	
	

	Consequences if not approved:
	The UE is unnecessarily required to set the public user identity which was allocated during normal registration in the emergency REGISTER, which may lead an increase in production costs.
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	Other comments:
	


***** First change *****
5.1.6.2
Initial emergency registration

When the user initiates an emergency call, if emergency registration is needed (including cases described in subclause 5.1.6.2A), the UE shall perform an emergency registration prior to sending the SIP request related to the emergency call.

The UE shall have only one valid emergency registration at any given time. If the UE initiates a new emergency registration using different contact address, and the previous emergency registration has not expired, the UE shall consider the previous emergency registration as expired.

IP-CAN procedures for emergency registration are defined in 3GPP TS 23.167 [4B] and in each access technology specific annex.

When a UE performs an initial emergency registration the UE shall perform the actions as specified in subclause 5.1.1.2 with the following additions and modifications:

a)
the UE shall include a "sos" SIP URI parameter in the Contact header field as described in subclause 7.2A.13, indicating that this is an emergency registration and that the associated contact address is allowed only for emergency service; and

b)
the UE shall populate the From and To header fields of the REGISTER request with:

-
the first entry in the list of public user identities provisioned in the UE;

-
the default public user identity obtained during the normal registration, if the UE is not provisioned with a list of public user identites, but the UE is currently registered to the IM CN subsystem; or
-
the derived temporary public user identity.

When the UE performs an initial emergency registration and whilst this emergency registration is active, the UE shall:

-
handle the emergency registration independently from any other ongoing registration to the IM CN subsystem;
-
handle any signalling or media related IP-CAN for the purpose of emergency calls independently from any other established IP-CAN for IM CN subsystem related signalling or media; and

-
handle all SIP signalling and all media related to the emergency call independently from any other ongoing IM CN subsystem signalling and media.

If:

1)
the UE receives a 420 (Bad Extension) response to the REGISTER request for initial emergency registration containing an "sos" SIP URI parameter in the Contact header field;

2)
the UE does not support GPRS-IMS-Bundled authentication; and
3)
the response contains a 3GPP IM CN subsystem XML body that includes an <ims-3gpp> element, including a version attribute, with an <alternative-service> child element with the <type> child element set to "emergency" (see table 7.6.2) and <action> child element set to "anonymous-emergencycall" (see table 7.6.3); 
the UE shall attempt an emergency call as described in subclause 5.1.6.8.2.

If:

1)
the UE receives a 403 (Forbidden) response to the REGISTER request for initial emergency registration containing an "sos" SIP URI parameter in the Contact header field; and
2)
the response contains a 3GPP IM CN subsystem XML body that includes an <ims-3gpp> element, including a version attribute, with an <alternative-service> child element with the <type> child element set to "emergency" (see table 7.6.2) and <action> child element set to "anonymous-emergencycall" (see table 7.6.3); 
the UE shall attempt an emergency call as described in subclause 5.1.6.8.2.

***** End of change *****
