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This paper analyses how it is that a request for RRC connection establishment can in some use cases map to more than one access category for use in access control by lower layers. This paper proceeds to discuss and proposes ways to the handling for those cases.

1.
General

In CT1#104, ZhangJiaJie, in [1], we brought up that for the cases of UEs where AC 11 to AC15 are applicable (either when these UEs make an emergency call or a non-emergency call) and for cases of UE configured for EAB, then to fullfill the current Stage 1 requirements, it will be necessary when performing access control, to check on more than one access category. The CT1#104 discussion on these points were inconclusive and because CT1 had earlier – in reply LS C1-171965 [2] – indicated the view that it is "technically possible to map request for access attempt to a corresponding access category", i.e. to just one access category, CT1 ought to study more and conclude on the issue that a request for RRC connection can map to more than one access category.
In [1], the (second) conclusion is 

· 2) For emergency calls initiated by a subscriber with AC 11-15, and for access by a UE configured for EAB, with the current stage 1 requirements it will be necessary to perform checks for more than one access category for a single access attempt. CT1 needs to coordinate with RAN2 how to implement such multiple checks.
In this paper, these "multi access category" (at least more than one access category) cases will be further analysed and a proposal made for their handling.

2.
Discussion & Analysis

2.1
Handling Special Access Classes 11 to 15
In 22.011, the following remain unchanged in 5G ….
All UEs are members of one out of ten randomly allocated mobile populations, defined as Access Classes 0 to 9. The population number is stored in the SIM/USIM. In addition, UEs may be members of one or more out of 5 special categories (Access Classes 11 to 15), also held in the SIM/USIM.
…

If the UE is a member of at least one Access Class which corresponds to the permitted classes as signalled over the air interface, and the Access Class is applicable in the serving network, access attempts are allowed.

And in 36.331, the broadcast channels has provisions in SIB2 for a bitmap of 5 bits corresponding to these AC 11 to AC 15, see Annex for extracted parts of 36.331.

So let's assume a UE is of AC 11, AC 13 and AC 15 and the bitmap in SIB 2 indicates '10010' – i.e AC11 barred, AC12 OK, AC13 OK, AC14 barred, AC15 OK. Clearly when the NAS of this UE makes a RRC connection request to AS and NAS determines the access category to use, the result MUST be that there are 3 possible access categories and if any of these 3 possible access categories is allowed then the access request is allowed.
So the UE needs to perform an OR function between the outcome of the checks for the 3 access categories. The decision that needs to be made by CT1 and RAN2 is who will run this OR function? The NAS? or AS?

Note that similar checks need to be performed by the UE if the subscriber wants to initiate an MMTel voice or video call in a network supporting SSAC. But for SSAC the UE needs to check a different bitmap in SIB 2 (in ssac-BarringForMMTEL-Voice or ssac-BarringForMMTEL-Video, respectively). 
Another realistic use case is that this UE of AC 11, AC 13 and AC15, makes an emergency call. In this use case, NAS ought to determine that there are 4 possible access categories, but while the UE also needs to perform an OR function, it needs to be noted that an order in checking the matched access categories will have to be specified, if only to be sure of consistent behaviour,  i.e. for some use cases there is an order of checking access categories. Regardless of whether multiple access categories are indicated to AS or whether there is a series of handshakes, each of which checks an access category, Figure 2.1 is the logical representation of what is required to be done.
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Figure 2.1
Thus we can conclude on the following observations.
· Observation 1:
While the goal is to map to and indicate only one access category to RRC, there are some use cases when the UE NAS may need to take into consideration more than one access category for a given access request.
I.e. an RRC connection request can in some instances be mapped to more than one access category.


· Observation 2:
For the case of Special Access Class, if a UE's access attempt is mapped to more than one access category of special AC, if any one of these AC is allowed to access the network then further checking of other access categories is unnecessary. 
I.e. an OR function applies for access categories of special access class.

· Observation 3:
For a request for access that maps to more than one category, a first hit of an access category being barred does not mean to STOP access control checks. There are use cases where continued checking of the rest of the mapped to access categories is necessary. 
I.e. there will need to be an order/precedence of checking and mapping to access category.

2.2
Access categories to cope with different EAB categories
In 22.011, subclause 4.3.4.1, SA1 has set out the following EAB categories
-
EAB information shall define whether EAB applies to UEs within one of the following categories: 

a) 
UEs that are configured for EAB;

b) 
UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it; 

c) 
UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN

So for the purposes of checking if a UE is barred from access because of EAB, the NAS has to classify/categorize the UE into one of four categories, namely, UE is not configured for EAB, UE is EAB category a), UE is EAB category b) or UE is EAB category c). 

However, passing the EAB checks does not mean the UE is cleared to get access. In 22.011, subclause 4.3.4.1, there is this further requirement.

-
If the EAB information that is broadcast by the network does not bar the UE, the UE shall be subject to access barring as described in clause 4.3.1.
So taken together, it means after a UE's access attempt passes EAB checks, that same access attempt has still to be mapped to the access category that is applicable for a UE not configured for EAB and then for this access category the respective access barring check, like for e.g. MO-signalling or MO-data need to be performed.
So like section 2.1, a request for access, resulting in NAS making a request for RRC connection, can map to more than one access category. The difference in this case with EAB is that for all the mapped access categories the UE MUST pass the corresponding checks against the barring information given over SIBs. Only then that UE's access attempt is allowed to proceed. I.e. here the UE needs to perform an AND between the outcome of the 2 checks, unlike section 2.1 for AC 11 to AC 15 where it needed to perform an OR. 
We have the same problem as in section 2.2. Does the NAS pass more than one access category to RRC for access control checking? Or will there be a series of "handshakes" or exchanges between NAS and RRC to check one access category after another? Regardless of which way NAS and RRC interacts Figure 2.2 is the logical representation of what is required to be done before request for RRC connection / access attempt, is allowed to proceed.
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Figure 2.2
Thus we make the following other observations.
· Observation 4:
 For purposes of support of EAB, an attempted access can result in being mapped to more than one access category.
· Observation 5:
For a UE configured for EAB whose access attempts are mapped to more than one access category, all these access category must be checked and passed by access control for that access attempt to proceed.
I.e. an AND function applies for a UE configured for EAB if it is determined that its access attempt maps to more than one access category.
2.3
Possible solutions on handling between NAS and RRC
To solve the problems discussed in preceding sections, one can see 4 alternative solutions.
Option 1:
NAS provides more than one access category to RRC
For NAS, the present one single interaction attempt for request of RRC connection remains. NAS has just to perform all the necessary mapping of access categories for the access request and provide the list of applicable access categories to RRC.

For RRC, as all access categories are indicated, RRC can do the access control and barring checks knowing that if they pass then all access checking has been done and RRC connection establishment can proceed.
For both NAS and RRC, the understanding and rules of engagement in case of more than one access category must be spelled out, i.e. specified in NAS and RRC specifications. For instance, RRC must know for which access categories it applies the "OR" function and which group of access categories an "AND" function must be applied. A way out would be that NAS determines whether "AND" or "OR" is applicable and provides this information to RRC.
Option 2:
NAS interacts with RRC checking one access category after another

With this option, there will be a series of NAS/RRC interactions. This is needed to cater for when one access category is barred, the next mapped to access category must be checked – in case of it is an "OR" function that applies to the mapped to access categories. The series of NAS/RRC interactions will be also needed if the all the mapped to categories has to pass access control, i.e. in case an "AND" function applies for mapped to access categories.
This option will also require that rules to apply for "OR" or "AND" functions must be explicitly specified in NAS and RRC specifications. For instance, the RRC has to know that if the check has been passed for a certain access category, there still might be a check for another access category which needs to be passed before the RRC connection establishment can proceed. Another way out of this can be that NAS provides a "last check and if OK proceed with RRC establishment" indication to RRC.
Option 3:
NAS takes on the entire access barring control

This option requires that all the access control information broadcasted over the SIBs is provided by RRC to NAS, e.g. upon request from NAS, each time when NAS determines that it needs to perform access control checks.This SIB information is then valid for one access attempt, i.e. with this access control information, NAS can do all the required access control checking and when NAS determines that the access control has passed, then NAS makes a request to RRC for RRC connection establishment.
This option too requires the rules and access control requirements be clearly specified and here the impact to NAS specifications will be rather extensive given that NAS will be taking over the whole access control function.
Option 4:
Expand the number of access categories to ensure global uniqueness

Theoretically, if one were to assign an individual access category to every combination of characteristics of access, then the problem of a request possibly mapping to more than one access category will be solved. But the practicality of working out the combinations and the logistics of needing that number of bits in the SIBs to indicate the barring status of increased number of access categories makes this option impractical.
From the alternatives indicated, we would like to discount Option 4. Consider for EAB and that a UE is attempting MO_data or MO_signalling. To have uniqueness for these combinations, there will need to be (4 x 2) 8 access categories. And with Special Access Classes, for which a UE can belong to more than one, you would need 25 – 1 = 31 number of access categories for MO_data/MO_signalling, plus the same number for each of emergency call, MMTel voice and MMTel video, and so on.
The only practical options are Option1 or Option 2 or Option 3 and these are illustrated in Figure 2.3.
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Figure 2.3
· Observation 6:
Option 3 totally reverses the understanding in CT1 and RAN2 that it is RRC who will do the access barring checks and "imports" into NAS all the functionalities needed to do access control checks, including management functions like timer control. .
· Observation 7:
Option 1 or Option 2 are the only practical options.

· Observation 8:
For Option 1, one single interaction between NAS and RRC is maintained. However, the logical connection between the outcome of the various access control checks ("AND" or "OR"), will have to be conveyed to RRC by NAS.

· Observation 9:
For Option 2, in the series of interactions with RRC, NAS has to indicate the final "handshake" which upon passing access control will proceed to RRC connection establishment.
3.
Conclusions, proposals and way forward
Conclusion 1:
We conclude that there will be use cases where a request for access from upper layers will result in NAS mapping that request to more than one access category for the request for RRC connection towards RRC.

Conclusion 2:
We concluded that Option 1 or Option 2 are the more feasible options for interactions between NAS and RRC.

Proposal 1:
We have some preference for Option 2 to be adopted for CT1's continuing work on access categorization for 5G access control.
Our reasoning is that only NAS has the information to perform the "OR" or "AND" functions or the order and sequence and precedence of mapped to access categories.


Proposal 2:
We propose that CT1 liaise with RAN2 informing RAN2 about:-
a) the existence of use cases where there can be more than one mapped to access categories; and
b) that CT1 indicates CT1's decision on Option 1 or Option 2 and ask if RAN2 has a problem with CT1's decision.
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ANNEX (supplementary information)

Following are extracts from 36.331 

<snip>

–
SystemInformationBlockType2

The IE SystemInformationBlockType2 contains radio resource configuration information that is common for all UEs.

NOTE:
UE timers and constants related to functionality for which parameters are provided in another SIB are included in the corresponding SIB.

SystemInformationBlockType2 information element
-- ASN1START

SystemInformationBlockType2 ::=

SEQUENCE {


ac-BarringInfo





SEQUENCE {



ac-BarringForEmergency



BOOLEAN,



ac-BarringForMO-Signalling


AC-BarringConfig



OPTIONAL,
-- Need OP



ac-BarringForMO-Data



AC-BarringConfig



OPTIONAL
-- Need OP


}

















OPTIONAL,
-- Need OP


radioResourceConfigCommon


RadioResourceConfigCommonSIB,


ue-TimersAndConstants



UE-TimersAndConstants,


freqInfo






SEQUENCE {



ul-CarrierFreq





ARFCN-ValueEUTRA



OPTIONAL,
-- Need OP



ul-Bandwidth





ENUMERATED {n6, n15, n25, n50, n75, n100}




















OPTIONAL,
-- Need OP



additionalSpectrumEmission


AdditionalSpectrumEmission


},


mbsfn-SubframeConfigList


MBSFN-SubframeConfigList


OPTIONAL, 
-- Need OR


timeAlignmentTimerCommon


TimeAlignmentTimer,


...,


lateNonCriticalExtension

OCTET STRING (CONTAINING SystemInformationBlockType2-v8h0-IEs)





OPTIONAL,


[[
ssac-BarringForMMTEL-Voice-r9

AC-BarringConfig



OPTIONAL,
-- Need OP



ssac-BarringForMMTEL-Video-r9

AC-BarringConfig



OPTIONAL
-- Need OP


]],


[[
ac-BarringForCSFB-r10



AC-BarringConfig


OPTIONAL
-- Need OP


]],


[[
ac-BarringSkipForMMTELVoice-r12

ENUMERATED {true}


OPTIONAL,
 -- Need OP



ac-BarringSkipForMMTELVideo-r12

ENUMERATED {true}


OPTIONAL,
 -- Need OP



ac-BarringSkipForSMS-r12


ENUMERATED {true}


OPTIONAL,
 -- Need OP



ac-BarringPerPLMN-List-r12


AC-BarringPerPLMN-List-r12
OPTIONAL
-- Need OP


]],


[[
voiceServiceCauseIndication-r12

ENUMERATED {true}


OPTIONAL
-- Need OP


]],


[[
acdc-BarringForCommon-r13


ACDC-BarringForCommon-r13

OPTIONAL,
-- Need OP



acdc-BarringPerPLMN-List-r13

ACDC-BarringPerPLMN-List-r13
OPTIONAL
-- Need OP


]],


[[
udt-RestrictingForCommon-r13


UDT-Restricting-r13



OPTIONAL,
-- Need OR



udt-RestrictingPerPLMN-List-r13

UDT-RestrictingPerPLMN-List-r13
OPTIONAL,
-- Need OR



cIoT-EPS-OptimisationInfo-r13

CIOT-EPS-OptimisationInfo-r13 
OPTIONAL,
-- Need OP



useFullResumeID-r13




ENUMERATED {true}



OPTIONAL
-- Need OP


]],


[[
unicastFreqHoppingInd-r13


ENUMERATED {true}



OPTIONAL
 -- Need OP


]]

}

SystemInformationBlockType2-v8h0-IEs ::=
SEQUENCE {


multiBandInfoList



SEQUENCE (SIZE (1..maxMultiBands)) OF AdditionalSpectrumEmission
OPTIONAL,
-- Need OR


nonCriticalExtension


SystemInformationBlockType2-v9e0-IEs
OPTIONAL

}

SystemInformationBlockType2-v9e0-IEs ::= SEQUENCE {


ul-CarrierFreq-v9e0




ARFCN-ValueEUTRA-v9e0

OPTIONAL,
-- Cond ul-FreqMax


nonCriticalExtension



SEQUENCE {}




OPTIONAL

}

AC-BarringConfig ::=



SEQUENCE {


ac-BarringFactor




ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},


ac-BarringTime





ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},


ac-BarringForSpecialAC



BIT STRING (SIZE(5))
}

MBSFN-SubframeConfigList ::= 

SEQUENCE (SIZE (1..maxMBSFN-Allocations)) OF MBSFN-SubframeConfig

AC-BarringPerPLMN-List-r12 ::= 

SEQUENCE (SIZE (1.. maxPLMN-r11)) OF AC-BarringPerPLMN-r12

AC-BarringPerPLMN-r12 ::=


SEQUENCE {


plmn-IdentityIndex-r12




INTEGER (1..maxPLMN-r11),


ac-BarringInfo-r12





SEQUENCE {



ac-BarringForEmergency-r12


BOOLEAN,



ac-BarringForMO-Signalling-r12

AC-BarringConfig
OPTIONAL,
-- Need OP



ac-BarringForMO-Data-r12


AC-BarringConfig
OPTIONAL
-- Need OP


}














OPTIONAL,
-- Need OP


ac-BarringSkipForMMTELVoice-r12

ENUMERATED {true}

OPTIONAL,
-- Need OP


ac-BarringSkipForMMTELVideo-r12

ENUMERATED {true}

OPTIONAL,
-- Need OP


ac-BarringSkipForSMS-r12


ENUMERATED {true}

OPTIONAL,
-- Need OP


ac-BarringForCSFB-r12



AC-BarringConfig

OPTIONAL,
-- Need OP


ssac-BarringForMMTEL-Voice-r12

AC-BarringConfig

OPTIONAL,
-- Need OP


ssac-BarringForMMTEL-Video-r12

AC-BarringConfig

OPTIONAL
-- Need OP

}

ACDC-BarringForCommon-r13 ::=


SEQUENCE {


acdc-HPLMNonly-r13




BOOLEAN,


barringPerACDC-CategoryList-r13



BarringPerACDC-CategoryList-r13

}

ACDC-BarringPerPLMN-List-r13 ::= 

SEQUENCE (SIZE (1.. maxPLMN-r11)) OF ACDC-BarringPerPLMN-r13

ACDC-BarringPerPLMN-r13 ::=


SEQUENCE {


plmn-IdentityIndex-r13



INTEGER (1..maxPLMN-r11),


acdc-OnlyForHPLMN-r13




BOOLEAN,


barringPerACDC-CategoryList-r13



BarringPerACDC-CategoryList-r13

}

BarringPerACDC-CategoryList-r13 ::= SEQUENCE (SIZE (1..maxACDC-Cat-r13)) OF BarringPerACDC-Category-r13

BarringPerACDC-Category-r13 ::= SEQUENCE {


acdc-Category-r13



INTEGER (1..maxACDC-Cat-r13),


acdc-BarringConfig-r13


SEQUENCE {



ac-BarringFactor-r13


ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},



ac-BarringTime-r13



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512}


}









OPTIONAL
-- Need OP

}

UDT-Restricting-r13
::= SEQUENCE { 


udt-Restricting-r13




ENUMERATED {true}


OPTIONAL, --Need OR


udt-RestrictingTime-r13



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512} OPTIONAL --Need OR

} 

UDT-RestrictingPerPLMN-List-r13 ::= 
SEQUENCE (SIZE (1..maxPLMN-r11)) OF UDT-RestrictingPerPLMN-r13

UDT-RestrictingPerPLMN-r13 ::= SEQUENCE {


plmn-IdentityIndex-r13




INTEGER (1..maxPLMN-r11),


udt-Restricting-r13





UDT-Restricting-r13

OPTIONAL
--Need OR

}

CIOT-EPS-OptimisationInfo-r13 ::=
SEQUENCE (SIZE (1.. maxPLMN-r11)) OF CIOT-OptimisationPLMN-r13

CIOT-OptimisationPLMN-r13::= SEQUENCE {



up-CIoT-EPS-Optimisation-r13

ENUMERATED {true}


OPTIONAL,
-- Need OP



cp-CIoT-EPS-Optimisation-r13

ENUMERATED {true}


OPTIONAL,
-- Need OP



attachWithoutPDN-Connectivity-r13
ENUMERATED {true}


OPTIONAL
-- Need OP 

}

-- ASN1STOP

	SystemInformationBlockType2 field descriptions

	ac-BarringFactor

If the random number drawn by the UE is lower than this value, access is allowed. Otherwise the access is barred. The values are interpreted in the range [0,1): p00 = 0, p05 = 0.05, p10 = 0.10,…, p95 = 0.95. Values other than p00 can only be set if all bits of the corresponding ac-BarringForSpecialAC are set to 0.

	ac-BarringForCSFB

Access class barring for mobile originating CS fallback.

	ac-BarringForEmergency

Access class barring for AC 10.

	ac-BarringForMO-Data

Access class barring for mobile originating calls.

	ac-BarringForMO-Signalling

Access class barring for mobile originating signalling.

	ac-BarringForSpecialAC

Access class barring for AC 11-15. The first/ leftmost bit is for AC 11, the second bit is for AC 12, and so on.

	ac-BarringTime

Mean access barring time value in seconds.

	acdc-BarringConfig

Barring configuration for an ACDC category. If the field is absent, access to the cell is considered as not barred for the ACDC category in accordance with subclause 5.3.3.13.

	acdc-Category

Indicates the ACDC category as defined in TS 24.105 [72].

	acdc-OnlyForHPLMN

Indicates whether ACDC is applicable for UEs not in their HPLMN for the corresponding PLMN. TRUE indicates that ACDC is applicable only for UEs in their HPLMN for the corresponding PLMN. FALSE indicates that ACDC is applicable for both UEs in their HPLMN and UEs not in their HPLMN for the corresponding PLMN.

	additionalSpectrumEmission

The UE requirements related to IE AdditionalSpectrumEmission are defined in TS 36.101 [42, table 6.2.4-1] for UEs neither in CE nor BL UEs and TS 36.101 [42, table 6.2.4E-1] for UEs in CE or BL UEs. NOTE 1.

	attachWithoutPDN-Connectivity

If present, the field indicates that attach without PDN connectivity as specified in TS 24.301 [35] is supported for this PLMN.

	barringPerACDC-CategoryList

A list of barring information per ACDC category according to the order defined in TS 22.011 [10]. The first entry in the list corresponds to the highest ACDC category of which applications are the least restricted in access attempts at a cell, the second entry in the list corresponds to the ACDC category of which applications are restricted more than applications of the highest ACDC category in access attempts at a cell, and so on. The last entry in the list corresponds to the lowest ACDC category of which applications are the most restricted in access attempts at a cell.

	cp-CIoT-EPS-Optimisation
This field indicates if the UE is allowed to establish the connection with Control plane CIoT EPS Optimisation, see TS 24.301 [35].

	mbsfn-SubframeConfigList

Defines the subframes that are reserved for MBSFN in downlink. NOTE 1.

	multiBandInfoList

A list of AdditionalSpectrumEmission i.e. one for each additional frequency band included in multiBandInfoList in SystemInformationBlockType1, listed in the same order.

	plmn-IdentityIndex

Index of the PLMN in plmn-IdentityList included in SIB1. Value 1 indicates the PLMN listed 1st in plmn-IdentityList included in SIB1. Value 2 indicates the PLMN listed 2nd in plmn-IdentityList included in SIB1 and so on. NOTE 1.

	ssac-BarringForMMTEL-Video

Service specific access class barring for MMTEL video originating calls.

	ssac-BarringForMMTEL-Voice

Service specific access class barring for MMTEL voice originating calls.

	udt-Restricting
Value TRUE indicates that the UE should indicate to the higher layers to restrict unattended data traffic TS 22.101 [77] irrespective of the UE being in RRC_IDLE or RRC_CONNECTED. The UE shall not indicate to the higher layers if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11]. 

	udt-RestrictingTime

If present and when the udt-Restricting changes from TRUE, the UE runs a timer for a period equal to rand * udt-RestrictingTime, where rand is a random number drawn that is uniformly distributed in the range 0 ≤ rand < 1 value in seconds. The timer stops if udt-Restricting changes to TRUE. Upon timer expiry, the UE indicates to the higher layers that the restriction is alleviated. 

	ul-Bandwidth

Parameter: transmission bandwidth configuration, NRB, in uplink, see TS 36.101 [42, table 5.6-1]. Value n6 corresponds to 6 resource blocks, n15 to 15 resource blocks and so on. If for FDD this parameter is absent, the uplink bandwidth is equal to the downlink bandwidth. For TDD this parameter is absent and it is equal to the downlink bandwidth. NOTE 1.

	ul-CarrierFreq

For FDD: If absent, the (default) value determined from the default TX-RX frequency separation defined in TS 36.101 [42, table 5.7.3-1] applies.

For TDD: This parameter is absent and it is equal to the downlink frequency. NOTE 1.

	unicastFreqHoppingInd

This field indicates if the UE is allowed to indicate support of frequency hopping for unicast MPDCCH/PDSCH/PUSCH as described in TS 36.321 [6]. This field is included only in the BR version of SI message carrying SystemInformationBlockType2.

	up-CIoT-EPS-Optimisation
This field indicates if the UE is allowed to resume the connection with User plane CIoT EPS Optimisation, see TS 24.301 [35].

	useFullResumeID

This field indicates if the UE indicates full resume ID of 40 bits in RRCConnectionResumeRequest.

	voiceServiceCauseIndication

Indicates whether UE is requested to use the establishment cause mo-VoiceCall for mobile originating MMTEL voice calls.


	Conditional presence
	Explanation

	ul-FreqMax
	The field is mandatory present if ul-CarrierFreq (i.e. without suffix) is present and set to maxEARFCN. Otherwise the field is not present.


NOTE 1:
E-UTRAN sets this field to the same value for all instances of SI message that are broadcasted within the same cell.

<snap>

<snip>

–
SystemInformationBlockType14
The IE SystemInformationBlockType14 contains the EAB parameters.

SystemInformationBlockType14 information element
-- ASN1START

SystemInformationBlockType14-r11 ::=
SEQUENCE {


eab-Param-r11






CHOICE {



eab-Common-r11






EAB-Config-r11,



eab-PerPLMN-List-r11




SEQUENCE (SIZE (1..maxPLMN-r11)) OF EAB-ConfigPLMN-r11


}













OPTIONAL, -- Need OR


lateNonCriticalExtension



OCTET STRING


OPTIONAL,


...

}

EAB-ConfigPLMN-r11 ::=



SEQUENCE {


eab-Config-r11





EAB-Config-r11



OPTIONAL -- Need OR

}

EAB-Config-r11 ::=




SEQUENCE {


eab-Category-r11




ENUMERATED {a, b, c},


eab-BarringBitmap-r11



BIT STRING (SIZE (10))

}

-- ASN1STOP

	SystemInformationBlockType14 field descriptions

	eab-BarringBitmap
Extended access class barring for AC 0-9. The first/ leftmost bit is for AC 0, the second bit is for AC 1, and so on.

	eab-Category
Indicates the category of UEs for which EAB applies. Value a corresponds to all UEs, value b corresponds to the UEs that are neither in their HPLMN nor in a PLMN that is equivalent to it, and value c corresponds to the UEs that are neither in the PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN, see TS 22.011 [10].

	eab-Common
The EAB parameters applicable for all PLMN(s).

	eab-PerPLMN-List

The EAB parameters per PLMN, listed in the same order as the PLMN(s) occur in plmn-IdentityList in SystemInformationBlockType1.


<snap>

Maps access attempt into
access category
Request for RRC connection establishment
+ Access Category
Handles access barring
+ Access Category x
+ Access Category y
Maps access attempt into
access category
Handles access barring checks
Maps access attempt into
access category
Perform repeated  access barring checks
Send access control information to NAS everytime this information changes
Request RRC connection est 
+ access category
barred
Request RRC connection est 
+ access category x
barred
Request RRC connection est 
+ access category y
RRC connection established
Option 1
Option 2
Option 3



category_EAB_a or EAB_b or EAB_c
MO_signalling or MO_data
eab_category [a, b, c]
Indications from SIBs
MO_signalling, MO_data, AC 0 to 9, etc
Not configured for EAB




category_emergency
category_AC11
category_AC12
category_AC13
category_AC14
category_AC15
AC 10
Bitmap AC 11 to AC15
Indications from SIBs



