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1. Introduction
SA2 changed the way that the default S-NSSAI is used. Thus, change in the CT1 TR is needed.
2. Reason for Change
S2-175296 introduced the following text:

(A) Depending on fulfilling the configuration criteria as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:

-
AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs, or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in case no Requested NSSAI was provided (see clause 5.15.3).

-
If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling).

-
If this is not the case, the AMF queries the NSSF (see (B) below).

In case the UE did not include requested NSSAI in the REGISTRATION REQUEST message, the AMF provides the UE with default S-NSSAI(s), if any. It is not determined whether the AMF can also include default S-NSSAI(s) in case the UE provided requested NSSAI to the AMF. See the editor’s note added to TS 23.501 via the tdoc (S2-175296):

Editor's note: Whether the network includes the default S-NSSAI(s) from the Subscribed S-NSSAIs for determining the Allowed NSSAI also when the UE sends the Requested NSSAI is FFS.

Even though provisioning of default S-NSSAI(s) to the UE that has sent the requested NSSAI has not been decided, it became clear that a UE having one or more default S-NSSAIs receives allowed NSSAI from the AMF during the registration procedure whether or not the UE has requested NSSAI or not.

According to the curent description in TR 24.890, the AMF can associate the requested PDU session with a default S-NSSAI during the PDU session establishment procedure if the UE does not indicate any S-NSSAI. We believe that this is not aligned with the changed concept of default S-NSSAI because the registered UE always has one or more S-NSSAIs that the UE is allowed to use when the UE has default S-NSSAI(s) in the subscription information.

3. Conclusions

<Conclusion part (optional)>

4. Proposal
It is proposed to agree the following changes to 3GPP TR 24.890 V0.2.1.
* * * First Change * * * *

8.4.1.1.1.1.1.3
UE-initiated SM message transport accepted by the network

Upon reception of an NAS SM MESSAGE TRANSPORT message, the AMF looks up a PDU session routing context for the PDU session ID of the NAS SM MESSAGE TRANSPORT message and the UE and:
a)
if the AMF has a PDU session routing context for the PDU session ID and the UE, and the request type IE is not included in the NAS SM MESSAGE TRANSPORT message, the AMF shall forward the SM message, and the PDU session ID of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context;

b)
if the AMF has a PDU session routing context for the PDU session ID and the UE, and the request type IE is included in the NAS SM MESSAGE TRANSPORT message and is set to "existing PDU session", the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context;

c)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, and the request type IE is included in the NAS SM MESSAGE TRANSPORT message and is set to "initial request":

1)
the AMF shall select an SMF. If the DNN is not included in the NAS SM MESSAGE TRANSPORT message, the AMF shall use the default DNN as the DNN; and

NOTE:
SMF selection is out of scope of CT1.

2)
if the SMF selection is successful:

A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the selected SMF; and

B)
the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context; and

d)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the request type IE of the NAS SM MESSAGE TRANSPORT message is included and is set to "existing PDU session", and the subscription context from UDM contains an SMF ID corresponding to:

1)
the DNN of the NAS SM MESSAGE TRANSPORT message, if the DNN is included in the NAS SM MESSAGE TRANSPORT message; or

2)
the default DNN, if the DNN is not included in the NAS SM MESSAGE TRANSPORT message;

Editor's note: FFS how to obtain the correct SMF ID when the UE has several PDU sessions with a given DNN, each PDU session is provided by a different SMF, and the UE attempts to handover one of those PDU sessions.


then:

1)
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID corresponding to the DNN in the subscription context from UDM; and

2)
the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of with the PDU session routing context.

Editor's note:
FFS what to do when the AMF has a PDU session routing context for the PDU session ID and the UE, and the request type IE is included in the NAS SM MESSAGE TRANSPORT message and is set to "initial request". This can be a UE retransmission of an earlier PDU SESSION ESTABLISHMENT REQUEST message establishing a new PDU session, or it can be an error case.

* * * Next Change * * * *

8.4.1.1.3.2.2
NAS transport procedure initiation

In the connected mode, the UE initiaties the NAS transport procedure by sending the UL NAS TRANSPORT message, as shown in figure 8.4.1.1.3.2.2.1. 

In case a) in subclause 8.4.1.1.3.2.1, the UE shall:

-
include the PDU session information (PDU session ID, S-NSSAI, DNN, Request type) in the Payload information IE.

-
set the Payload type IE to "N1 SM information"; and

-
set the Payload container IE to the 5GSM message.

5GSM procedures specified in clause 9 describe conditions for inclusion of the S-NSSAI, and the DNN. 

In case b) in subclause 8.4.1.1.3.2.1, the UE shall:

-
set the Payload type IE to "SMS"; and

-
set the Payload container IE to the SMS payload.

Editor’s note: Whether Payload information IE is needed for SMS payload or not is FFS.
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Figure 8.4.1.1.3.2.2.1: UE-initiated NAS transport procedure
8.4.1.1.3.2.3
NAS transport accepted by the network

Upon reception of an UL NAS TRANSPORT message, if the Payload type IE is set to:

a)
"N1 SM information":

i)
if the AMF needs to select an SMF:

Editor's note: FFS under which condition the AMF needs to select an SMF.

1)
the AMF shall select an SMF. If the DNN is not included in Payload information IE, the AMF shall use the default DNN as the DNN; and

Editor's note: SMF selection is to be specified by CT4.

2)
if the SMF selection is successful, the AMF shall associate the selected SMF with the PDU session ID; and

Editor's note: It is FFS what to do if the SMF address selection fails
ii)
the AMF shall forward the PDU session ID, the 5GSM message in the Payload container IE, the S-NSSAI (if received), and the DNN (if received) of the UL NAS TRANSPORT message towards the SMF associated with the PDU session ID:

b)
"SMS", the AMF shall forward the content of the Payload container IE to the SMSF or UDM.

* * * Next Change * * * *

9.4.1.2
UE-requested PDU session establishment procedure initiation

In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.

If the UE requests to establish a new PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to the IP version capability as specified in subclause 9.3.2, "ethernet" or "unstructured".

If the UE requests to establish a new PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.

If the UE requests to establish a new PDU session with a DN and needs to provide information for the PDU session authentication and authorization by the external DN, the UE shall include the PDU DN request container with the information for the PDU session authentication and authorization by the external DN.

Editor's note:
FFS whether CT1 need to give more details about coding of the information for the PDU session authentication and authorization by the external DN.
Editor's note:
Further he contents of the PDU SESSION ESTABLISHMENT REQUEST are FFS.

The UE shall transport:

a)
the PDU SESSION ESTABLISHMENT REQUEST message;
b)
the PDU session ID;
c)
the S-NSSAI, if the UE holds allowed NSSAI and requests a S-NSSAI included in the allowed NSSAI;

d)
and the requested DNN, if the UE requests a connectivity to a DNN other than the default DNN; and 
e)
the request type set:

1)
to "initial request", if the UE requests to establish a new PDU session; or

2)
to "existing PDU session", if the UE requests handover of an existing PDU session between 3GPP access and non-3GPP access;

using the UE-initiated SM message transport procedure as specified in subclause 8.4.2.2.1.1 or the UE-initiated NAS transport procedure as specified in subclause 8.4.1.1.3.2, and the UE shall start timer Tx (see example in figure 9.4.1.2.1).
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Figure 9.4.1.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, and optionally a DNN, and the request type, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN.
9.4.1.3
UE-requested PDU session establishment procedure accepted

If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.

The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session.

The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected SSC mode of the PDU session.


If the PDU SESSION ESTABLISHMENT REQUEST message does not include a PDU session type IE, the SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected PDU session type of the PDU session.

If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.

The SMF shall set the selected DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected DNN of the PDU session.

The SMF shall set the selected Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.

Editor's note:
Further contents of the PDU SESSION ESTABLISHMENT ACCEPT are FFS.

The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.

Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, the UE shall stop timer Tx and shall consider that the PDU session was established.

* * * Next Change * * * *

9.5.2
PDU session establishment accept

9.5.2.1
Message definition
The PDU SESSION ESTABLISHMENT ACCEPT message is sent by the network to the UE is sent in response to PDU SESSION ESTABLISHMENT REQUEST message and indicates successful establishment of a PDU session.

Message type:
PDU SESSION ESTABLISHMENT ACCEPT

Significance:

dual

Direction:


network to UE

Editor's note:
 The content of the PDU SESSION ESTABLISHMENT ACCEPT message is FFS. At least the following is needed: the authorized QoS rules IE (mandatory), the selected SSC mode IE (mandatory), the PDU session type (conditional on not inclusion by the UE in the PDU SESSION ESTABLISHMENT REQUEST message), PDU address (conditional on PDU session type being IPv4), the extended protocol configuration options (optional), the selected DNN (mandatory). session-AMBR (mandatory).

