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1. Introduction
In the TR there exists an editor’s note about the network slice information update for a UE: "The subclause for the notification procedure will be included in the TR and the subclause will be referred". The paper proposes that the generic UE configuration update procedure should be used.
2. Reason for Change
If there is change in the allowed NSSAI, the network can trigger a notification towards the UE. Then the notification may furthter trigger a registration procedure.

5.15.5.2.2
Modification of the Set of Network Slice(s) for a UE

The set of Network Slices for a UE can be changed at any time while the UE is registered with a network, and may be initiated by the network, or the UE under certain conditions as described below. In this release it is assumed that the registration area allocated by the AMF to the UE shall have homogeneous support for network slices.
The network, based on local policies, subscription changes and/or UE mobility, may change the set of permitted Network Slice(s) to which the UE is registered. The network may perform such change during a Registration procedure or trigger a notification towards the UE of the change of the supported Network Slices using an RM procedure (which may trigger a Registration procedure). The new Allowed NSSAI is determined as described in clause 5.15.5.2.1, and the AMF provides the UE with the new Allowed NSSAI and Tracking Area list.

NOTE:
The details of the RM procedure used to notify the UE of a changes of the supported NSSAI are to be defined.
When a Network Slice instance used for a one or multiple PDU Sessions is no longer available, the 5GC initiates a network-triggered PDU session release procedure with an appropriate cause value for the impacted PDU session(s), as defined in TS 23.502 [3], clause 4.3.4. The PDU session(s) may be also implicitly released.
The UE uses UE Configuration (e.g. NSSP) to determine whether ongoing traffic can be routed over existing PDU sessions belonging to other Network Slices or establish new PDU session(s) associated with same/other Network Slice.

Editor's note:
The conditions under which the PDU Session(s) to the no longer available Network Slice instance are released via explicit signalling or released implicitly are FFS.

In order to change the set of S-NSSAIs being used, the UE shall initiate a Registration procedure as specified in clause 5.15.5.2.1.1.

Change of set of S-NSSAIs to which the UE is registered (whether UE or Network initiated) may lead to AMF change subject to operator policy, as described in clause 5.15.5.2.1.

Editor's note:
The condition under which the UE is able to request the change of the Network Slices, and what it is able to request, are FFS.

In TS 23.502 subclause 4.2.4.2, there were an editor’s note saying “which parameters (e.g. Mobility Restrictions, 5G-GUTI, TAI list, UE NSSAI information, and policy information) can be delivered with this procedure if FFS”, but it was removed. Currently, the subclause looks as follows:
4.2.4.2
UE Configuration Update procedure with acknowledgement
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Figure 4.2.4.2-1 UE Configuration Update procedure with acknowledgement

0. AMF determines the necessity of UE configuration change due to various reasons (e.g. UE mobility change, NW policy, UE subscription change). If a UE is in CM-IDLE, the AMF triggers Network triggered Service Request (in clause 4.2.3.4).

The AMF may include Handover Restriction List in N2 message that delivers UE Configuration Update command to the UE if the service area restriction for the UE is updated.
1.
The AMF sends UE Configuration Update command containing UE parameter (5G-GUTI, TAI List, Mobility Restrictions) to UE. The AMF includes 5G-GUTI, TAI List or Mobility Restrictions if the AMF wants to update those information.

2.
The UE sends UE Configuration Update complete message to the AMF.
NOTE:
After the UE receives UE Configuration Update command, updating of some parameter may trigger Registration update procedure by the UE.

From the above facts, we can see that SA2 discussed which procedure should accommodate notification of change in the allowed NSSAI, but reached no conclusion. We believe that CT1 can make a decision on this particular matter.
We propose that the generic UE configuration update procedure can be used by the AMF to notify the change in the allowed NSSAI. Since the UE needs to perform registration after receiving such a notification to update one or more parameters, there is no need to include what has been changed, but triggering the UE to perform the registration procedure would be good enough.
3. Conclusions

<Conclusion part (optional)>

4. Proposal
It is proposed to agree the following changes to 3GPP TR 24.890 V0.2.1.
* * * First Change * * * *

8.4.1.2
Generic UE configuration update procedure

8.4.1.2.1
General

The purpose of this procedure is to allow the AMF to update UE configuration. The procedure may be initiated by the network and can only be used when the UE has an established 5GMM context, and the UE is in 5GMM-CONNECTED mode. The AMF may require a confirmation response in order to ensure that the parameter has been updated by the UE.

Editor’s note:
How the AMF requires confirmation from the UE is FFS.

Editor's note:
It is FFS which configuration parameters are updated by this procedure (e.g. Mobility Restrictions, Temporary User ID, TAI list, and policy information).

Editor's note:
It is FFS whether the case when configuration provided by a different NF than the AMF is covered by this or a different NAS procedure (e.g. UE route selection policies (URSP) provided by PCF).
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Figure 8.4.1.2.1.1: UE configuration update procedure

8.4.1.2.2
UE Configuration update procedure initiated by the network 

The AMF shall initiate the UE configuration procedure by sending the CONFIGURATION UPDATE COMMAND to the UE. If the AMF requests a confirmation it shall start timer Tx.
If there is modification in the UE’s allowed NSSAI or associated registration area, the AMF shall include the registration requested IE in the CONFIGURATION UPDATE COMMAND message. In this case, the AMF shall request a confirmation.
8.4.1.2.3
UE Configuration update accepted by the UE

Upon receiving the CONFIGURATION UPDATE COMMAND, the UE shall store the received parameters. If the AMF requires a confirmation response, the UE shall send a CONFIGURATION UPDATE COMPLETE message. 

Editor's note:
Further details on handling of specific IEs are FFS.

8.4.1.2.4
UE Configuration update completion by the network

Upon receipt of the CONFIGURATION UPDATE COMPLETE message, the AMF shall stop the timer Tx and consider information provided in the CONFIGURATION UPDATE COMMAND message successfully accepted by the UE.

Editor's note:
Further details on handling of specific IEs are FFS.

8.4.1.2.5
Abnormal cases in the UE

The following abnormal cases may occur

a) Transmission failure of the CONFIGURATION UPDATE COMPLETE message. 

Editor's note:
Further abnormal cases in the UE are FFS.

8.4.1.2.6
Abnormal cases on the network side

a) Expiry of timer Tx.

Editor's note:
Further abnormal cases in the network are FFS.

8.4.1.2.X
Specific procedure initiation

Upon receipt of the CONFIGURATION UPDATE COMMAND message including the registration requested IE, the UE shall initiate the registration procedure with the 5GS registration type IE set to "mobility registration update" if the CONFIGURATION UPDATE COMMAND message includes the registration requested IE.
* * * Next Change * * * *

13
Network slicing

13.1
General

The 5GS supports network slicing as described in 3GPP TS 23.501 [5]. Within a PLMN, a network slice is identified by an S-NSSAI, which is comprised of a slice/service type (SST) and a slice differentiator (SD). Inclusion of an SD in an S-NSSAI is optional.

Editor's note:
Terms on network slicing can be revisited.

13.2
Mobility management aspects

13.2.1
General

A set of one or more S-NSSAIs is called the NSSAI. There are multiple types of the NSSAI (see 3GPP TS 23.501 [5]):

-
configured NSSAI;

-
allowed NSSAI; and

-
requested NSSAI.

The HPLMN may configure a UE with the configured NSSAI per PLMN.

The AMF may provide the UE with the allowed NSSAI for the PLMN. See subclause 8.4.2.1 for further details.

Upon registration to a PLMN, the UE shall send to the AMF the requested NSSAI including one or more S-NSSAIs corresponding to the slice(s) to which the UE wishes to register if the UE has a configured NSSAI and/or an allowed NSSAI for the PLMN. If the UE has neither a configured NSSAI nor an allowed NSSAI for a PLMN, the UE does not send a requested NSSAI when requesting registration towards the PLMN. See subclause 8.4.2.1for further details.

The set of network slice(s) for a UE can be changed at any time while the UE is registered to a PLMN, and may be initiated by the network, or the UE. In this case, the allowed NSSAI and associated registration area may be changed during the registration procedure. The network may notify the UE of the change of the supported network slice(s) in order to trigger the registration procedure. Change in the allowed NSSAI may lead to AMF relocation subject to operator policy. See subclause 8.4.1.2 for further details.

13.2.2
NSSAI storage

Configured NSSAI as well as allowed NSSAI is a set composed of one or more S-NSSAIs associated with a PLMN identity. There shall be no duplicated PLMN identities in each of the list of configured NSSAI(s) and the list of allowed NSSAI(s).

If available, the configured NSSAI(s) and/or allowed NSSAI(s) shall be stored in a non-volatile memory in the ME together with the SUPI from the USIM per PLMN. The configured NSSAI(s) and/or allowed NSSAI(s) can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete them.

13.3
Session management aspects

In order for data transmission in a network slice, the UE may request establishment of a PDU session in a network slice towards a data network (DN) which is associated with an S-NSSAI and a data network name (DNN). See subclause 9.4.1 for further details.

The network may provision the UE with NSSP. The UE selects a PDU session taking into account NSSP (if provisioned by the network) and other conditions in the UE (if any).

Editor's note:
Whether the UE configuration update procedure can be used to provision NSSP is FFS.
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