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1. Introduction
Whereas it was agreed to contain PTI and message type in a 5GSM message, inclusion of extended protocol discriminator (EPD) and PDU session ID in the header of a 5GSM message has been left FFS. This paper demonstrates the need for including EPD and PDU session ID in a 5GSM message.
2. Reason for Change
2.1. EMM message transporting ESM message
Figure 1 shows the protocol architecture of EPC NAS. It can be observed that the PD is processed by the MM sublayer. Even though it is not clear from the figure whether the EBI is processed by the MM sublayer or by he CM sublayer, from the following description below, it is evident that the EBI is used by the MM sublayer to select one of possibly multiple ESM entities:

These routing functions are defined in the Radio Resource Management and Mobility Management sub‑layers.

…

The routing functions with task 2 make use of the protocol discriminator (PD) which is part of the message header.

…

If they are a part of a message, the TI, PTI, EPS bearer identity, or both PTI and EPS bearer identity are also used by the routing functions.
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Figure 1: Protocol architecture of EPC NAS (figure 5.8/3GPP TS 24.007)

Figure 2 exhibits the message organization for an ESM message (coloured grey) associated with the security header (coloured green). It can be seen that the EBI and PD which are not processed by an ESM entity, are comprising an ESM message.
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Figure 2: Message organization for a security protected NAS message containing an ESM message (coloured grey); some IEs (text in red) in the ESM message are not processed by an ESM entity

2.2. 5GMM message transporting 5GSM message
Subclause 8.4.1.1 of 3GPP TR 24.890 exhibits two alternatives for 5GSM message transport (or in general payload transport). The following figures depict message organization for the 5GMM messages transporting 5GSM messages.

Note the figures show 5GMM messages that are not security-protected. This is simply because the organization of a security protected 5G NAS message is FFS. The 5GMM header (coloured green) can be modified as necessary to show the organization of security protected 5GMM messages. We would like to avoid the discussion whether the 5GMM message piggybacking a 5GSM message can be an initial 5GMM message in this paper.
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Figure 3: Organization of the NAS SM MESSAGE TRANSPORT message (Alternative 1)
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Figure 4: Organization of the UL/DL NAS TRANSPORT messages (Alternative 2)

It can be observed that for each of the alternatives:

· There exists an IE indicating that the 5GMM message is piggybacking a 5GSM message (message type in case of Alternative 1; and payload type set to N1 SM information in case of Alternative 2); and

· PDU session ID is included in the 5GMM message piggybacking a 5GSM message outside the 5GSM message.
With the above observation, including any of the EPD and PDU session ID means redundancy from the perspective of recipients of the 5GMM message, i.e. the 5GMM entities in the UE and AMF.
Once the 5GMM entity discriminates the inclusion of the 5GSM message, the 5GSM message will be delivered to the 5GSM entity and no more discrimination is required. Thus, we propose as follows:
Proposal 1: The 5GSM message should not include PD.
Furthermore, since we observed that the PDU session ID is already available in the 5GMM message not as a part of the 5GSM message, we propose the following:

Proposal 2: The 5GSM message should not include PDU session ID for the purpose of being processed by the 5GMM entity.
The proposals are better aligned with the concept of modularising SM and MM because the 5GMM sublayer does not have to look into the 5GSM message (coloured grey in figures 3 and 4) to find out if the 5GMM message is piggybacking a 5GSM message and to which PDU session the 5GSM message is concerned, compared to the message format for EPC NAS making the EMM sublayer to process a part of an ESM message. See figure 5 copied from 3GPP TS 23.501, which shows clear separation between 5GMM and 5GSM sublayers.
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Legend:

-
NAS-SM: The NAS protocol for SM functionality supports user plane PDU session establishment, modification and release. It is transferred via the AMF, and transparent to the AMF. 5G NAS protocol is defined in TS 24.xxx [xx]
Figure 5: Control Plane protocol stack between the UE and the SMF (figure 8.2.2.3-1/3GPP TS 23.501)
On the other hand, it is expected that the SMF as well as the 5GSM entity in the UE needs the PDU session ID if an SMF/UE can manage more than one PDU session. From the rest of the section, it is assumed that an SMF/UE can manage more than one PDU session and we will explain based on the UL 5GSM message delivery, which can be easily extended to the other direction.

There are two options that an SMF can receive the PDU session ID:

· Option 1: PDU session ID included in a 5GSM message; and

· Option 2: PDU session ID included in an N11 message (but not included in a 5GSM message).
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Figure 6: Two options for delivery of PDU session ID to the SMF (left: Option1; right: Option 2)

Option 2 is better since this prevents duplicated inclusion of the PDU session ID in the 5GMM message transporting a 5GSM message. See figures 3 and 4 for the organization of the 5GMM messages including PDU session ID.

In CT#104 one company argued that Option 1 is better because it allows the SMF process the received 5GSM message without taking into account other IEs in the N11 message, but we do not think that it is a valid argument because there are other IEs in the N11 message necessary for the SMF, e.g. the UE ID. The 5GSM message cannot include all the information elements that the SMF needs.

Proposal 3: The 5GSM message should not include PDU session ID, instead the 5GMM and N11 messages should include the PDU session ID for the 5GSM message delivery.
3. Conclusions

We investigated if the EPD and PDU session ID should be included in a 5GSM message and concluded that there is no need to include them in a 5GSM message.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 V0.2.1.
* * * First Change * * * *

6.6.1
Overview

Within the protocols defined in the present document, every 5GS NAS message is a standard L3 message as defined in 3GPP TS 24.007 [7]. This means that the message consists of the following parts:

Editor's note:
The required updates on a standard L3 message definition in 3GPP TS 24.007 [7] are FFS.

1)
if the message is a plain 5GS NAS message:

a)
extended protocol discriminator;

b)
security header type;

c)
procedure transaction identity;

d)
message type;

e)
other information elements, as required.

2)
if the message is a security protected 5GS NAS message:

Editor's note:
The message parts of a security protected 5GS NAS message are FFS.

The organization of a plain 5GS NAS message is illustrated in the example shown in figure 6.6.1.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Extended protocol discriminator (5GMM)
	octet 1

	Spare half octet (5GMM)
	Security header type (5GMM)
	octet 2

	Procedure transaction identity
	octet 3

	Message type
	octet 4

	
	octet 5

	Other information elements as required
	

	
	octet n


Figure 6.6.1.1: General message organization example for a plain 5GS NAS message
Editor's note:
The organization of a security protected 5GS NAS message is FFS.

Unless specified otherwise in the message descriptions of subclause 8 and subclause 9, a particular information element shall not be present more than once in a given message.

When a field extends over more than one octet, the order of bit values progressively decreases as the octet number increases. The least significant bit of the field is represented by the lowest numbered bit of the highest numbered octet of the field.

6.6.1.2
Extended protocol discriminator

Bits 1 to 8 of the first octet of every 5GMM message contain the Extended protocol discriminator (EPD) IE. The EPD and its use are defined in 3GPP TS 24.007 [7]. Bits 1 to 4 of the EPD in the header of a plain 5GMM message is encoded as "1110".

Editor's note:
The definition of the extended protocol discriminator in 3GPP TS 24.007 [7] is FFS.


6.6.1.3
Security header type

Bits 1 to 4 of the second octet of every 5GMM message contain the Security header type IE. This IE includes control information related to the security protection of a 5GMM message. The total size of the Security header type IE is 4 bits.

Editor's note:
The values of the Security header type are FFS.


6.6.1.4
Spare half octet

Bits 5 to 8 of the second octet of every 5GMM message contains the spare half octet which is filled with spare bits set to zero.

6.6.1.5
Procedure transaction identity

Bits 1 to 8 of the third octet of every 5GSM message contain the procedure transaction identity. The procedure transaction identity and its use are defined in 3GPP TS 24.007 [7].

Editor's note:
Whether the procedure transaction identity is included in the header of 5GMM message is FFS.

6.6.1.6
Message type

The message type IE and its use are defined in 3GPP TS 24.007 [7].

Editor's note:
The values of message type for 5GS NAS messages are FFS.
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