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2. Reason for Change
TS 23.501 states:
---------------
[bookmark: _Toc484096631]5.8.1.1	General
The UE IP address management includes allocation and release of the UE IP address as well as renewal of the allocated IP address, where applicable.
The UE sets the requested PDU type during the PDU Session Establishment procedure based on its IP stack capabilities and configuration as follows:
-	A UE which is configured for the DNN to support IPv6 and IPv4 shall set the requested PDU type to "IP".
-	A UE which is configured for the DNN to support only IPv4 shall request for PDU type "IPv4".
-	A UE which is configured for the DNN to support only IPv6 shall request for PDU type "IPv6".
-	When the UE is not configured for the DNN to support a specific IP version, the UE shall request a PDU type based on its IP stack capabilities. For example, a UE with an IP stack capable of IPv4 and IPv6 shall request a PDU type "IP".
-	When the UE is not configured for the DNN to support a specific IP version and the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall request for PDU type "IP".
The SMF selects PDU type of the PDU Session as follows:
-	If the SMF receives a request with PDU type set to "IP", the SMF selects either PDU type "IPv4" or "IPv6" based on DNN configuration and operator policies. A SMF also provides a cause value to the UE to indicate whether the other IP version is supported on the DNN. If the other IP version is supported, UE may request another PDU Session to the same DNN for the other IP version.
-	If the SMF receives a request for PDU type "IPv4" or "IPv6" and the requested IP version is supported by the DNN the SMF selects the requested PDU type.
An SMF shall perform IP address management procedure based on the selected PDU type. If IPv4 PDU type is selected, an IPv4 address is allocated to the UE. Similarly, if IPv6 PDU type is selected, an IPv6 prefix is allocated. For Roaming case, the SMF in this clause refers to the SMF controlling the UPF acting as IP anchor point. i.e. H-SMF in home routed case and V-SMF in local breakout case. The SMF in this clause refers to the SMF controlling the PDU session anchor, i.e. the SMF in HPLMN for a home routed roaming scenario and the SMF in VPLMN for the local breakout roaming scenario. The SMF shall process the UE IP address management related messages, maintain the corresponding state information and provide the response messages to the UE. In case the UE IP address is obtained from the external data network, additionally, the SMF shall also send the allocation, renewal and release related request messages to the external data network and maintain the corresponding state information.
The 5GC elements and UE support the following mechanisms:
a.	During PDU session establishment procedure, the SMF sends the IP address to the UE via SM NAS signalling. The IPv4 address allocation and/or IPv4 parameter configuration via DHCPv4 can also be used once PDU session is established.
b.	/64 IPv6 prefix allocation shall be supported via IPv6 Stateless Autoconfiguration according to RFC 4862 [10], if IPv6 is supported. IPv6 parameter configuration via Stateless DHCPv6 (according to RFC 3736 [14]) may also be supported.
In order to support DHCP based IP address configuration, the SMF shall act as the DHCP server towards the UE for both HPLMN assigned dynamic and static IP addressing and for VPLMN assigned dynamic IP addressing. When DHCP is used for external data network assigned addressing and parameter configuration, the SMF shall act as the DHCP server towards the UE and the DHCP client towards the external DHCP server. The PDU session anchor does not have any DHCP functionality. It forwards DHCP packets between the UE and the SMF over the user plane.
The IP address/prefix is released by the SMF upon release of the PDU session.
The 5GC may also support the allocation of a static IPv4 address and/or a static IPv6 prefix based on subscription information in the UDM or based on the configuration on a per-subscriber, per-DNN basis.
If the static IP address/prefix is stored in the UDM, during PDU session establishment procedure, the SMF retrieves this static IP address/prefix from the UDM. Similarly, the SMF also delivers the configured IP address/prefix This IP address/prefix is delivered to the UE in the same way as a dynamic IP address/prefix. It is transparent to the UE whether the PLMN or the external data network allocates the IP address and whether the IP address is static or dynamic.
For IPv4 or IPv6 PDU type the following applies:
-	During PDU establishment, the SMF may receive an IP Index from the PCF, the SMF may use this to assist in selecting how the IP address is to be allocated when multiple allocation methods, or multiple instances of the same method are supported. In the case of roaming, it is the SMF controlling the UPF acting as IP anchor that is responsible for IP allocation, therefore it is this SMF that may receive the IP index from the PCF (in its own network).
---------------
4. Proposal
It is proposed to agree the following changes to 3GPP TR 24.890.


[bookmark: _Toc484956673][bookmark: _Toc485044114]* * * Change * * *
[bookmark: _Toc485217760][bookmark: _Toc485219929][bookmark: _Toc485220283][bookmark: _Toc485278283]8.3.2	IP address allocation via NAS signalling
The UE shall set the PDU session type IE in the PDU SESSION ESTABLISHMENT REQUEST message, based on its IP stack configuration, if the UE requests IP connectivity as follows:
a)	A UE, which is IPv6 and IPv4 capable or a UE with unknow the IP version capability (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT) and:
-1)	has not been allocated an IP address for this DNN and:
A)	is not configured for this DNN to support a specific IP version, shall set the PDU session type IE to "IP"v6.
B)	is configured for this DNN to support IPv6 and IPv4, shall set the PDU session type IE to "IP".
C)	is configured for this DNN to support IPv6 only, shall set the PDU session type IE to "IPv6".
D)	is configured for this DNN to support IPv4 only, shall set the PDU session type IE to "IPv4".
-2)	has been allocated an IPv4 address for this DNN, has not received 5GSM cause #50 "PDU session type IPv4 only allowed" in the PDU SESSION ESTABLISHMENT ACCEPT message and the UE is requesting an IPv6 address for this DNN, shall set the PDU session type IE to "IPv6".
-3)	has been allocated an IPv6 address for this DNN, has not received 5GSM cause #51 "PDU session type IPv6 only allowed" and the UE is requesting an IPv4 address for this DNN, shall set the PDN type IE to "IPv4".
b)	A UE, which is only IPv4 capable and is configured for this DNN to support IPv4 only or IPv6 and IPv4, shall set the PDU session type IE to "IPv4".
c)	A UE, which is only IPv6 capable and is configured for this DNN to support IPv6 only or IPv6 and IPv4, shall set the PDU session type IE to "IPv6".
d)	When the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall set the PDU session type IE to IPv6.
Editor's note:	Whether a 5G UE will only support IPv4 is FFS.
Editor's note:	FFS whether the UE can request an IP PDU session type without indicating a particular IP version, i.e. the UE would indicate IP and network would select either IPv4 or IPv6 (but not both).
If the UE wants to use DHCPv4 for IPv4 address assignment, it shall indicate that to the network within the extended protocol configuration options IE in the PDU SESSION ESTABLISHMENT REQUEST.
* * * Change * * *
[bookmark: _Toc485217874][bookmark: _Toc485220047][bookmark: _Toc485220402][bookmark: _Toc485278402]9.4	5GS session management procedures
[bookmark: _Toc485217875][bookmark: _Toc485220048][bookmark: _Toc485220403][bookmark: _Toc485278403]9.4.1	UE-requested PDU session establishment procedure
Editor's note:	Transport between SMF and AMF depends on CT4 decisions.
[bookmark: _Toc485217876][bookmark: _Toc485220049][bookmark: _Toc485220404][bookmark: _Toc485278404]9.4.1.1	General
The purpose of the UE-requested PDU session establishment procedure is to establish a new PDU session with a DN or to perform handover of an existing PDU session between 3GPP access and non-3GPP access. If accepted by the network, the PDU session enables exchange of PDUs between the UE and the DN. 
[bookmark: _Toc485217877][bookmark: _Toc485220050][bookmark: _Toc485220405][bookmark: _Toc485278405]9.4.1.2	UE-requested PDU session establishment procedure initiation
In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.
If the UE requests to establish a new PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to the IP version capability as specified in subclause 98.3.2, "ethernet" or "unstructured".
If the UE requests to establish a new PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.
If the UE requests to establish a new PDU session with a DN and needs to provide information for the PDU session authentication and authorization by the external DN, the UE shall include the PDU DN request container with the information for the PDU session authentication and authorization by the external DN.
Editor's note:	FFS whether CT1 need to give more details about coding of the information for the PDU session authentication and authorization by the external DN.
Editor's note:	Further he contents of the PDU SESSION ESTABLISHMENT REQUEST are FFS.
The UE shall transport:
a)	the PDU SESSION ESTABLISHMENT REQUEST message;
b)	the PDU session ID;
c)	the S-NSSAI, if the UE requests a S-NSSAI other than default S-NSSAI;
d)	and the requested DNN, if the UE requests a connectivity to a DNN other than the default DNN; and 
e)	the request type set:
1)	to "initial request", if the UE requests to establish a new PDU session; or
2)	to "existing PDU session", if the UE requests handover of an existing PDU session between 3GPP access and non-3GPP access;
	
using the UE-initiated SM message transport procedure as specified in subclause 8.4.2.2.1.1 or the UE-initiated NAS transport procedure as specified in subclause 8.4.1.1.3.2, and the UE shall start timer Tx (see example in figure 9.4.1.2.1).


Figure 9.4.1.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, and optionally a DNN, and the request type, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN. . If the S-NSSAI is not included, the SMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the SMF may use the default S-NSSAI as the S-NSSAI.
[bookmark: _Toc485217878][bookmark: _Toc485220051][bookmark: _Toc485220406][bookmark: _Toc485278406]9.4.1.3	UE-requested PDU session establishment procedure accepted
If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.
The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session.
The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected SSC mode of the PDU session.
The SMF shall set the selected S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected S-NSSAI of the PDU session.
If the PDU SESSION ESTABLISHMENT REQUEST message does not include a PDU session type IE, tThe SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected PDU session type of the PDU session.
If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IP", the SMF shall select either "IPv4" or "IPv6" as the selected PDU session type IE of the PDU session. If the subscription, the SMF configuration, or both, are limited to IPv4 only or IPv6 only for the requested DNN, the SMF shall include the 5GSM cause value #50 "PDU session type IPv4 only allowed", or #51 "PDU session type IPv6 only allowed", respectively, in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT ACCEPT message.
If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.
The SMF shall set the selected DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected DNN of the PDU session.
The SMF shall set the selected Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.
Editor's note:	Further contents of the PDU SESSION ESTABLISHMENT ACCEPT are FFS.
The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.
[bookmark: _GoBack]Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, the UE shall stop timer Tx and shall consider that the PDU session was established.
[bookmark: _Toc485217879][bookmark: _Toc485220052][bookmark: _Toc485220407][bookmark: _Toc485278407]If the UE requests the PDU session type "IP" and:
a)	 the UE receives the selected PDU session type set to "IPv4" and does not receive the 5GSM cause value #50 "PDU session type IPv4 only allowed"; or
b)	 the UE receives the selected PDU session type set to "IPv6" and does not receive the 5GSM cause value #51 "PDU session type IPv6 only allowed";
the UE may subsequently request another PDU session for the other IP version using the UE-requested PDU session establishment procedure to the same DNN with a single address PDN type (IPv4 or IPv6) other than the one already activated.
If the UE requests the PDU session type "IP", receives the selected PDU session type set to "IPv4" and the 5GSM cause value #50 "PDU session type IPv4 only allowed", the UE shall not subsequently request another PDU session for "IPv6" using the UE-requested PDU session establishment procedure to the same DNN and the PDU session type "IPv6" until the PDU session is released.
If the UE requests the PDU session type "IP", receives the selected PDU session type set to "IPv6" and the 5GSM cause value #51 "PDU session type IPv6 only allowed", the UE shall not subsequently request another PDU session for "IPv4" using the UE-requested PDU session establishment procedure to the same DNN and the PDU session type "IPv4" until the PDU session is released.
9.4.1.4	UE requested PDU session establishment procedure rejected by SMF
If the connectivity with the requested DN is rejected by the network, the SMF shall create a SM PDU SESSION ESTABLISHMENT REJECT message.
The SMF shall set the SM cause IE of the PDU SESSION ESTABLISHMENT REJECT message to indicate the reason for rejecting the PDU session establishment.
The SM cause IE typically indicates one of the following SM cause values:
#50	PDU session type IPv4 only allowed; or
#51	PDU session type IPv6 only allowed.
Editor's note: SM causes are FFS.
Editor's note:	Further contents of the SM PDU SESSION ESTABLISHMENT REJECT are FFS.
If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IPv6", and the subscription, the SMF configuration, or both, are limited to IPv4 only for the requested DNN, the SMF shall include the 5GSM cause value #50 "PDU session type IPv4 only allowed" in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message.
If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IPv4", and the subscription, the SMF configuration, or both, are limited to IPv6 only for the requested DNN, the SMF shall include the 5GSM cause value #51 "PDU session type IPv6 only allowed" in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message.
The SMF shall send the SM PDU SESSION ESTABLISHMENT REJECT message.
Upon receipt of a PDU SESSION ESTABLISHMENT REJECT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, the UE shall stop timer Tx and shall consider that the PDU session was not established.
[bookmark: _Toc485217880][bookmark: _Toc485220053][bookmark: _Toc485220408][bookmark: _Toc485278408]9.4.1.5	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	Tx expired
Editor's note:	Further abnormal cases in the UE are FFS.
[bookmark: _Toc485217881][bookmark: _Toc485220054][bookmark: _Toc485220409][bookmark: _Toc485278409]9.4.1.6	Abnormal cases on the network side
Editor's note:	Abnormal cases in the network side are FFS.
[bookmark: _Toc479765935][bookmark: _Toc484956832][bookmark: _Toc485044273][bookmark: _Toc469661408]* * * Change * * *
[bookmark: _Toc485217919][bookmark: _Toc485220092][bookmark: _Toc485220447][bookmark: _Toc485278447]9.5.2	PDU session establishment accept
[bookmark: _Toc485217920][bookmark: _Toc485220093][bookmark: _Toc485220448][bookmark: _Toc485278448]9.5.2.1	Message definition
The PDU SESSION ESTABLISHMENT ACCEPT message is sent by the network to the UE is sent in response to PDU SESSION ESTABLISHMENT REQUEST message and indicates successful establishment of a PDU session.
Message type:	PDU SESSION ESTABLISHMENT ACCEPT
Significance:		dual
Direction:			network to UE
Editor's note:	 The content of the PDU SESSION ESTABLISHMENT ACCEPT message is FFS. At least the following is needed: the authorized QoS rules IE (mandatory), the selected SSC mode IE (mandatory), the selected S-NSSAI (mandatory), the PDU session type (mandatoryconditional on not inclusion by the UE in the PDU SESSION ESTABLISHMENT REQUEST message), PDU address (conditional on PDU session type being IPv4), the extended protocol configuration options (optional), the selected DNN (mandatory). session-AMBR (mandatory), the 5GSM cause (optional).
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