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1. Introduction
This p-CR is to define a stardard layer 3 message format for 5G NAS protocol following the principle defined in TS 24.007. Only the format for a plain 5G NAS message is defined. The format of a security protected 5G NAS message is FFS.
2. Reason for Change
The standard L3 messages are defined in TS 24.007 and followed by 2G, 3G and 4G for the layer 3 protocol specifications to describe message structure. It proposes 5G layer 3 protocol specifications to follow the standard L3 messages defined in TS 24.007 as far as possible.

Following this principle, it proposes a plain 5G NAS message consists of the following parts:

a)
extended protocol discriminator (1 octet);
b)
security header type(1/2 octet);

c)
procedure transaction identity (1 octet);

d)
message type (1 octet);

e)
other information elements, as required.
For "extended protocol discriminator", as per TS 24.007, for protocol discriminator, only one value (1101) is available. This is not enough for 5G layer 3 protocols in which at least two values are required: one for 5G NAS and one for 5G SM. In order to defined an aligned messge format for all 5G NAS messages and to provide a future-proof way forward, it proposes to use the extended protocol discriminator with one octet length in 5G NAS message header (octct 1). With this extension, the value of extended protocol discriminator in Bits 1 to 4 of the first octet shall be set to "1110". The specific values of the extended protocol discriminator are FFS and need to be defined in TS 24.007.
Table 11.2: Protocol discriminator values

	bits
4 3 2 1

	
0 0 0 0
	group call control

	
0 0 0 1
	broadcast call control

	
0 0 1 0
	EPS session management messages

	
0 0 1 1
	call control; call related SS messages

	
0 1 0 0
	GPRS Transparent Transport Protocol (GTTP)

	
0 1 0 1
	mobility management messages

	
0 1 1 0
	radio resources management messages

	
0 1 1 1
	EPS mobility management messages

	
1 0 0 0
	GPRS mobility management messages

	
1 0 0 1
	SMS messages

	
1 0 1 0
	GPRS session management messages

	
1 0 1 1
	non call related SS messages

	
1 1 0 0
	Location services specified in 3GPP TS 44.071 [8a]

	
1 1 1 0
	reserved for extension of the PD to one octet length 

	
1 1 1 1
	used by tests procedures described in 3GPP TS 44.014 [5a], 3GPP TS 34.109 [17a] and 3GPP TS 36.509 [26].


For "security header type", it will be set to "0000" for a plain 5G MM message. For values used for a security protected 5G NAS message, it is FFS.
For "PDU session identity", similar as EPS bearer identity in EPS, it has four bits length and can be used to identify up to 16 message flows in which different values of PDU session identity is included. The PDU session identity needs to be defined in TS 24.007 for which is FFS.

For "skip indicator", it is needed to make an octet alignment and shall be set to "0000".
For "procedure transaction identity" in the octet 3 of message header of 5GSM message, similar as PTI in EPS, it is used to distinguish different bi-directional 5G SM message flows the UE and the network can initiate in parallel. Its definition and usage in 5G SM procedure need to be defined in TS 24.007 for which is FFS. Similar as ESM procedure in EPS, in 5GS, the UE initiated PDU session modification procedure triggered the SMF to perform a NW initiated PDU session modification procedure, they are linked and called a transaction. The UE initiated PDU session release procedure triggered the SMF to perform a NW initiated PDU session release procedure, they are linked and called a transaction. Hence, the transaction related procedure needs to be defined in 5G SM protocol as well.

For 5GMM message, we propose to include the PTI in the message header as well due to:
(1) Unlike EPS, 5GS architecture is defined with a converged access-agnostic core network with a common AN - CN interface (i.e. N1 interface) which integrates different 3GPP and non-3GPP access types. The same NAS protocol will be used between the UE and the 5GC over 3GPP access and non-3GPP access. In case of 3GPP access and non-3GPP access are located in the same PLMN, the single AMF will serve the UE for 5G NAS procedures. As specified in stage 2, both the UE and the AMF will manage the 5G MM contexts and 5G MM state mechine per access type separately for a UE, i.e. the 5G MM contexts and 5G MM state mechine for 3GPP access and non-3GPP access are independent. Based on this, the UE can initiate the 5G MM procedure (e.g. initial registration) over 3GPP access and non-3GPP access in parallel. During the ongoing 5G MM procedure, the AMF may initiate another new 5G MM common procedure (e.g. AKA) to the UE. This new 5G MM common procedure should be linked to the one during which it was initiated by the AMF. As an example as below:

(i) A UE initiates an initial registration procedrue (P1) over 3GPP access to the AMF;
(ii) At the same time, the UE initiates an initial registration procedrue (P2) over non-3GPP access to the AMF;

(iii) During P1, the AMF initiates an AKA procedure (AKA1) to the UE;

(iv) During P2, the AMF initiates an AKA procedure (AKA2) to the UE;

Then at the UE side, how to link the received AKA request from the AMF to which ongoing registration procedure? Hereafter, in case of the UE repsonds the AKA request to the AMF, at the AMF side, how to link the received AKA response to which ongoing AKA procedure?
One solutions is to treat the UE initiated 5G MM procedure and the AMF initiated 5G common procedure as a single procedure transaction and to use the procedure transaction identity (PTI) to distinguish different message flows.
(2) Even over the same RAT, e.g. 3GPP access, the UE can initiate multiple 5G MM procedures in parallel during which an new network intiated NAS procedure can be initited. One typical case in 5GS is:
(i) The UE initiates an UL NAS SM message transport procedure (P1) to the AMF, in order to carry a PDU Session Modification Request message (M1) to the SMF for PDU session 1;
(ii) At the same time, the UE initiate an UL 5G NAS SM message transport procedure (P2) to the AMF, in order to carry a PDU Session Modification Request message (M2) to the SMF for PDU session 2;
(iii) If the SMF accepts the request of M1, it will send a PDU Session Modification Command message (M3) to the UE, for which the AMF will send a DL NAS SM message transport procedure (P3) to carry M3 to the UE;

(iv) If the SMF accepts the request of M2, it will send a PDU Session Modification Command message (M4) to the UE, for which the AMF will send a DL NAS SM message transport procedure (P4) to carry M4 to the UE.
Then at the UE side, how to link P3 to P1 in order to make M3 is linked to M1? How to link P4 to P2 in order to make M4 is linked to M2?

One solutions is to treat the UE initiated UL NAS SM message transport procedure and the AMF initiated DL NAS SM message transport procedure as a single procedure transaction and to use the procedure transaction identity (PTI) to distinguish different messege flows.

Similar as PTI, the definition and usage of the procedure transaction identity (PTI) need to be defined in TS 24.007 for which is FFS.

For "message type", similar as message type defined in EPS NAS protocol, it will be included in the message header and its values are FFS.

3. Conclusions

The standard L3 messages are defined in TS 24.007 and followed by 2G, 3G and 4G for the layer 3 protocol specifications to describe message structure. It proposes 5G layer 3 protocol specifications to follow the standard L3 messages defined in TS 24.007 as far as possible.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 V0.1.0.
* * * First Change * * * *
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* * * Next Change * * * *

4.x.6
General message format and information elements coding

4.x.6.1
Overview
Within the protocols defined in the present document, every 5G NAS message, is a standard L3 message as defined in 3GPP TS 24.007 [xx]. This means that the message consists of the following parts:
Editor's note:
The required updates on a standard L3 message definition in 3GPP TS 24.007 [xx] are FFS.

1)
if the message is a plain 5G NAS message:

a)
extended protocol discriminator;

b)
security header type;

c)
procedure transaction identity;

d)
message type;

e)
other information elements, as required.

2)
if the message is a security protected 5G NAS message:

Editor's note:
The message parts of a security protected 5G NAS message are FFS.
The organization of a plain 5G NAS message is illustrated in the example shown in figure 4.x.6.1.
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Figure 4.x.6.1: General message organization example for a plain 5G NAS message
Editor's note:
The organization of a security protected 5G NAS message is FFS.

Unless specified otherwise in the message descriptions of subclause 7 and subclause 8, a particular information element shall not be present more than once in a given message.

When a field extends over more than one octet, the order of bit values progressively decreases as the octet number increases. The least significant bit of the field is represented by the lowest numbered bit of the highest numbered octet of the field.

* * * Next Change * * * *

4.x.6.2
Extended protocol discriminator

Bits 1 to 8 of the first octet of every 5G Mobility Management (5GMM) message contain the Extended Protocol Discriminator (EPD) IE. The Extended Protocol Discriminator (EPD) and its use are defined in 3GPP TS 24.007 [xx]. Bits 1 to 4 of the Extended Protocol Discriminator in the header of a plain 5GMM message is encoded as "1110".
Editor's note:
The definition of the extended protocol discriminator in 3GPP TS 24.007 [xx] is FFS.

Editor's note:
Whether the Extended Protocol Discriminator (EPD) IE is included in the header of 5G Session Management (5GSM) message is FFS.

* * * Next Change * * * *

4.x.6.3
Security header type

Bits 1 to 4 of the second octet of every 5G Mobility Management (5GMM) message contain the Security header type IE. This IE includes control information related to the security protection of a 5G mobility management message. The total size of the Security header type IE is 4 bits.
Editor's note:
The values of the Security header type are FFS.

Editor's note:
Whether the PDU session identity IE is included in the header of every 5G Session Management (5GSM) message is FFS.

* * * Next Change * * * *

4.x.6.4
Spare half octet
Bits 5 to 8 of the second octet of every 5G NAS message contains the spare half octet which is filled with spare bits set to zero.
* * * Next Change * * * *

4.x.6.5
Procedure transaction identity
Bits 1 to 8 of the third octet of every 5G Session Management (5GSM) message contain the procedure transaction identity. The procedure transaction identity and its use are defined in 3GPP TS 24.007 [12].

Editor's note:
Whether the procedure transaction identity is included in the header of 5G Mobility Management (5GMM) message is FFS.

* * * Next Change * * * *

4.x.6.6
Message type

The message type IE and its use are defined in 3GPP TS 24.007 [xx].
Editor's note:
The values of message type for 5G NAS messages are FFS.

* * * End of Change * * * *
