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1. Introduction
Add compliance section to TS 24.282.
2. Reason for Change
MCData client and MCData server compliancy statement is required.
However in writing this compliancy statement, it has thrown up a lot of additional questions that need to be answered in CT1.

NOTE: Subclause 6.x.2 and 6.x.3 (related to confidentiality and integrity protection of XML content) are provided by tdoc C1-172329.
3. Proposal

It is proposed to discuss and agree the following changes to 3GPP TS 24.282.
* * * First Change * * * *

<Proposed change in revision marks>
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4.x
MCData client ID

The MCData client assigns the MCData client ID when the MCData client is used for the first time. The MCData client generates the MCData client ID as specified in subclause 4.2 of IETF RFC 4122 [xx].

The MCData client preserves the MCData client ID:

-
while the MCData client is SIP registered as specified in 3GPP TS 24.229 [5];

-
while the MCData client is not SIP registered as specified in 3GPP TS 24.229 [5] and the UE serving the MCData client is switched on;

-
while the UE serving the MCData client is switched off; and
-
while the UE serving the MCData client is power-cycled.

NOTE:
MCData client ID is not preserved when the UE is reset to factory settings.

* * * Next Change * * * *

<Proposed change in revision marks>

5.2
MCData client
To be compliant with the procedures in the present document, an MCData client shall:

-
act as the user agent for all MCData application transactions (e.g. initiation of a group standalone SDS message); and

-
support handling of the MCData client ID as described in subclause 4.x.
To be compliant with the on-network procedures in the present document, an MCData client shall:

-
support the MCData client on-network procedures defined in 3GPP TS 23.282 [2];
-
support the on-network MCData message formats specified in clause 15 for the short data service (SDS) and the file distribution service (FD);
-
act as a SIP UA as defined in 3GPP TS 24.229 [5];

-
generate SDP offer and SDP answer in accordance with 3GPP TS 24.229 [5] and:

a)
subclause 9.2.3 and subclause 9.2.4 for short data service; and

b)
subclause 10.2.5 for file distribution.
-
for registration and service authorisation, implement the procedures specified in subclause 7.2;

-
for affiliation, implement the procedures specified in subclause 9.2;

-
for short data service (SDS) functionality implement the MCData client procedures specified in:

a)
subclause 9.2; and

b)
clause 6 of 3GPP TS 24.582 [15];
-
for file distribution (FD) functionality implement the MCData client procedures specified in:

a)
subclause 10.2; and
b)
clause 7 of 3GPP TS 24.582 [15];
-
for transmission and reception control functionality implement the MCData client procedures specified in clause 11; 
-
for disposition notification functionality implement the MCData client procedures specified in clause 12.2;

-
for communication release functionality implement the MCData client procedures specified in clause 13.2; and
To be compliant with the off-network procedures in the present document, an MCData client shall:

-
support the off-network procedures defined in 3GPP TS 23.282 [2];
-
support the off-network MCData message formats specified in clause 15;

-
implement the procedures for ProSe direct discovery for public safety use as specified in 3GPP TS 24.334 [yy];

-
implement the procedures for one-to-one ProSe direct communication for Public Safety use as specified in 3GPP TS 24.334 [yy];

-
for short data service (SDS) functionality implement the MCData client procedures specified in subclause 9.3
To be compliant with the on-network and off-network procedures in the present document requiring end-to-end security key distribution, an MCData client shall support the procedures specified in 3GPP TS 33.180 [zz].

To be compliant with the procedures for confidentiality protection of XML elements in the present document, the MCData client shall implement the procedures specified in subclause 6.x.2.

To be compliant with the procedures for integrity protection of XML MIME bodies in the present document, the MCData client shall implement the procedures specified in subclause 6.x.3.
5.3
MCData server


An MCData server can perform the controlling role for short data service and file distribution as defined in 3GPP TS 23.282 [2].

An MCData server can perform the participating role for short data service and file distribution as defined in 3GPP TS 23.282 [2].

An MCData server performing the participating role can serve an originating MCData user.

An MCData server performing the participating role can serve a terminating MCData user.

The same MCData server can perform the participating role and controlling role for the same group short data service transaction or group file distribution transaction
When referring to the procedures in the present document for the MCData server acting in a participating role for the served user, the term, "participating MCData function" is used.

When referring to the procedures in the present document for the MCData server acting in a controlling role for the served user, the term "controlling MCData function" is used.

To be compliant with the procedures in the present document, an MCData server shall:

-
support the MCData server procedures defined in 3GPP TS 23.282 [2];

-
implement the role of an AS performing 3rd party call control acting as a routing B2BUA as defined in 3GPP TS 24.229 [5];
-
generate SDP offer and SDP answer in accordance with 3GPP TS 24.229 [5] and:

a)
subclause 9.2.3 and subclause 9.2.4 for short data service; and

b)
subclause 10.2.5 for file distribution.
-
for registration and service authorisation, implement the procedures specified in subclause 7.3;

-
for affiliation, implement the procedures specified in subclause 9.2.2;
-
for short data service (SDS) functionality implement the MCData server procedures specified in:

a)
subclause 9.2; and

b)
clause 6 of 3GPP TS 24.582 [15];

-
for file distribution (FD) functionality implement the MCData server procedures specified in:

a)
subclause 10.2; and

b)
clause 7 of 3GPP TS 24.582 [15];
-
for transmission and reception control functionality implement the MCData server procedures specified in clause 11; 
-
for disposition notification functionality implement the MCData server  procedures specified in clause 12.2;

-
for communication release functionality implement the MCData server procedures specified in clause 13.2; and
To be compliant with the procedures in the present document requiring the distribution of keying material between MCData clients as specified in 3GPP TS 33.180 [zz], an MCData server shall ensure that the keying material is copied from the incoming MCData messages into the outgoing MCData messages.

To be compliant with the procedures for confidentiality protection of XML elements in the present document, the MCData server shall implement the procedures specified in subclause 6.x.2.

To be compliant with the procedures for integrity protection of XML MIME bodies in the present document, the MCData server shall implement the procedures specified in subclause 6.x.3.

* * * End Changes * * * *

