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	Reason for change:
	For MCPTT group call media protection and floor control protection, a configuration parameter was required to check if the media protection and floor control protection is required or not; rather than whether it is allowed or not.

3GPP TS 24.481 is aligned with the requirement:



	
	

	Summary of change:
	Updated '/<x>/<x>/Common/AllowedMediaProtection' and '/<x>/<x>/Common/AllowedFloorControlProtection' to '/<x>/<x>/Common/MediaProtectionRequired' and '/<x>/<x>/Common/FloorControlProtectionRequired' respectively to align with the actual intention of the configuration parameter.

	
	

	Consequences if not approved:
	Due to lack of a configuration parameter enabling or disabling the media and floor control protection, It will not be possible to secure media and floor control message.
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	Other comments:
	This CR is not an exact replica of CR0015 - Changes to figure 6.1.1 and the DDF file are provided by CR0007.


***** Next change *****
6.2.22
/<x>/<x>/Common/MediaProtectionRequired
Table 6.2.22.1: /<x>/<x>/Common/MediaProtectionRequired
	<x>/Common/MediaProtectionRequired

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This leaf node indicates whether confidentiality and integrity of media is required on the MCPTT group.


When set to "true" confidentiality and integrity of media is required on the group.

When set to "false" confidentiality and integrity of media is not required on the group.
The default value is set to "true".
6.2.23
/<x>/<x>/Common/FloorControlProtectionRequired
Table 6.2.23.1: /<x>/<x>/Common/FloorControlProtectionRequired
	<x>/Common/FloorControlProtectionRequired

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This interior node indicates whether confidentiality and integrity of floor control signalling is requiredon the MCPTT group.


When set to "true" confidentiality and integrity of floor control signalling is required on the group.

When set to "false" confidentiality and integrity of floor control signalling is not requiredon the group.
The default value is set to "true".
***** Next change *****
The possible values of the <protect-media> element are:


a)	"true" which indicates that a GMK is required to confidentiality and integrity protect media for on-network and off-network calls on the group. This value is used when the element is not present; and


b)	"false" which indicates that both confidentiality protection and integrity protection of media are not required for on-network and off-network calls on the group.


The possible values of the <protect-floor-control-signalling> element are:


a)	"true" which indicates that both confidentiality protection and integrity protection of floor control signalling are required for on-network and off-network calls on the group. This value is used when the element is not present; and


b)	"false" which indicates that both confidentiality protection and integrity protection of floor control signalling are not required for on-network and off-network calls on the group.








