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1. Introduction

The contribution introduces signalling plane procedures for FD over MSRP – client, PF and CF.

2. Reason for Change

Requirements and procedures in 3GPP TS 22.282 and 3GPP TS 23.282.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.282 v0.3.0.

* * * First Change * * * *

6.2.2.x
Generating an FD Message 

In order to generate an FD  message, the MCData client:

1)
shall generate an FD SIGNALLING PAYLOAD message as specified in subclause 15.1.3; and

2)
shall include in the SIP request, the FD SIGNALLING PAYLOAD message in an application/vnd.3gpp.mcdata-signalling MIME body as specified in subclause E.1.
When generating an FD SIGNALLING PAYLOAD message as specified in subclause 15.1.3, the MCData client:

1)
shall set the Date and time IE to the current time as specified in subclause 15.2.8;

2)
if the filestarts a new conversation, shall set the Conversation ID IE to a newly generated Conversation ID value as specified in subclause 15.2.9;
3)
if the filecontinues an existing conversation, shall set the Conversation ID IE to the Conversation ID value of the existing conversation as specified in subclause 15.2.9;

4)
shall set the Message ID IE to a newly generated Message ID value as specified in subclause 15.2.10;

5)
if the fileis in reply to a previously received SDS message or file, shall include the InReplyTo message ID IE with the Message ID value in the previously received SDS message or file;

6)
if the file is for user consumption, shall not include an Application ID IE as specified in subclause 15.2.7;

7)
if the file is intended for an application on the terminating MCData client, shall include an Application ID IE with a Application ID value representing the intended application as specified in subclause 15.2.7;

NOTE:
The value chosen for the Application ID value is decided by the mission critical organisation.

8)
if a file download complete notification is required shall include a FD disposition request type IE set to "FILE DOWNLOAD COMPLETED UPDATE" as specified in subclause 15.2.4;
9)
shall include and set the Mandatory download IE to "MANDATORY DOWNLOAD" as described in subclause 15.2.x;
* * * Next Change * * * *

10.2.5
FD using media plane

10.2.5.2
MCData client procedures
10.2.5.2.1
SDP offer generation

When composing an SDP offer according to 3GPP TS 24.229 [5], IETF RFC 5547 [r5547] IETF RFC 6135 [19] and IETF RFC 6714 [20] the MCData client:

1)
shall include an "m=message" media-level section for the MCData media stream consisting of:

a)
the IP address and the port number;

b)
a protocol field value of "TCP/MSRP" or "TCP/TLS/MSRP" for TLS;
c)

an "a=sendonly" attribute;

d)
an "a=path" attribute containing its own MSRP URI;

e)
set the content type as "a=accept-types:application/vnd.3gpp.mcdata-signalling";

f)
set the a=setup attribute as "actpass";

g)
a file-selector attribute containing:

i)
a 'name' selector;

ii)
a 'type' selector;

iii)
a 'size' selector; and

iv)
a 'hash' selector; and

h)
a file-date attribute;

10.2.5.2.2
SDP answer generation

When the MCData client receives an initial SDP offer for file distribution, the MCData client shall process the SDP offer and shall compose an SDP answer according to 3GPP TS 24.229 [5] and IETF RFC 5547 [r5547].

When composing an SDP answer, the MCData client:

1)
shall include an "m=message" media-level section for the accepted MCData media stream consisting of:

a)
the IP address and the port number;

b)
a protocol field value of "TCP/MSRP" or "TCP/TLS/MSRP" for TLS according to the received SDP offer;
c)

an "a=recvonly" attribute;

d)
an "a=path" attribute containing its own MSRP URI;

e)
set the content type as a=accept-types:application/vnd.3gpp.mcdata-signalling; and
f)
set the a=setup attribute according to IETF RFC 6135 [19]; and

g)
a file-selector attribute containing:

i)
a 'name' selector;

ii)
a 'type' selector;

iii)
a 'size' selector; and

iv)
a 'hash' selector.

10.2.5.2.3
MCData client originating procedures

The MCData client shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5] with the clarifications given below.

The MCData client:

1)
shall include the g.3gpp.mcdata.fd media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

2)
shall include an Accept-Contact header field containing the g.3gpp.mcdata.fd media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];

3)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];

4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), in a P-Preferred-Service header field according to IETF RFC 6050 [7] in the SIP INVITE request;
5)
should include the "timer" option tag in the Supported header field;

6)
should include the Session-Expires header field according to IETF RFC 4028 [r4028]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

7)
shall generate and contain an application/vnd.3gpp.mcdata-signalling MIME body with the FD SIGNALLING PAYLOAD as described in subclause 6.2.2.x;

8)
if a one-to-one file distribution is requested:
a)
shall insert in the SIP INVITE request a MIME resource-lists body with the MCData ID of the invited MCData user, according to rules and procedures of IETF RFC 5366 [18]; and
b)
shall contain an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:

i)
the <request-type> element set to a value of "one-to-one-fd";

9)
if a group file distribution is requested: 

a)
shall contain in an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:

i)
the <request-type> element set to a value of "group-fd";

ii)
the <mcdata-request-uri> element set to the MCData group identity; and
iii)
the <mcdata-client-id> element set to the MCData client ID of the originating MCData client;
NOTE 1:
The MCData client does not include the MCData ID of the originating MCData user in the body, as this will be inserted into the body of the SIP INVITE request that is sent from the originating participating MCData function.

10)
shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating MCData function serving the MCData user;

NOTE 2:
The MCData client is configured with public service identity identifying the participating MCData function serving the MCData user.

11)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [5];

12)
shall include an SDP offer according to 3GPP TS 24.229 [5] with the clarifications given in subclause 10.2.5.2.1; and

13)
shall send the SIP INVITE request towards the MCData server according to 3GPP TS 24.229 [5].

On receipt of a SIP 2xx response to the SIP INVITE request, the MCData client:

1)
shall send a SIP ACK request as specified in 3GPP TS 24.229 [5]; 

2)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [r];

3)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 10.2.5.1.1..

On receipt of a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1)
shall indicate to the MCData user that the file could not be sent; and
2)
shall send a SIP ACK request as specified in 3GPP TS 24.229 [5].
On receipt of an indication from the media plane indicating that the file was not sent successfully, the MCData client shall:

1)
shall generate a SIP BYE request according to 3GPP TS 24.229 [5] with:

a)
Reason code set to "SIP";

b)
cause set to "480"; and

c)
text set to "transmission failed";
2)
shall set the Request-URI to the MCData session identity to release; and
3)
shall send a SIP BYE request towards MCData server according to 3GPP TS 24.229 [5].
10.2.5.2.4
MCData client terminating procedures

Upon receipt of an initial SIP INVITE request, the MCData client shall follow the procedures for termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [5] with the clarifications below.

The MCData client:

1)
may reject the SIP INVITE request if either of the following conditions are met:

a)
MCData client does not have enough resources to handle the call; or

b)
any other reason outside the scope of this specification;

and skip the rest of the steps after step 2;
2)
if the SIP INVITE request is rejected in step 1), shall respond toward participating MCData function either with appropriate reject code as specified in 3GPP TS 24.229 [5] and warning texts as specified in subclause 4.x or with SIP 480 (Temporarily unavailable) response not including warning texts if the user is authorised to restrict the reason for failure and skip the rest of the steps of this subclause;

3)
may display to the MCData user the MCData ID of the inviting MCData user;

4)
may display to the MCData user the file meta-data of the incoming file as described by the SDP included in the received SIP INVITE request;

5)
if the Mandatory indication IE of the FD SIGNALLING PAYLOAD contained in the application/vnd.3gpp.mcdata-signalling MIME body received in the SIP INVITE request is set to "MANDATORY", then:

i)
shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [5];

ii)
shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;

iii)
shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer according to IETF RFC 4028 [r4028]. The "refresher" parameter in the Session-Expires header field shall be set to "uas";
iv)
shall include the g.3gpp.mcdata.fd media feature tag in the Contact header field of the SIP 200 (OK) response;

v)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" in the Contact header field of the SIP 200 (OK) response;
vi)
shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [5] with the clarifications given in subclause 10.2.5.2.2; and

vii)
shall send the SIP 200 (OK) response towards the MCData server according to rules and procedures of 3GPP TS 24.229 [5].

On receipt of an SIP ACK message to the sent SIP 200 (OK) message, the MCData client shall:

1)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 10.2.5.1.2.
On receipt of an indication from the media plane of the successful download of the file and if the received FD SIGNALLING PAYLOAD message contained an FD disposition request type IE requesting a file download completed update indication, then, the MCData client:

1)
shall follow the procedures described in subclause 12.2.1.1.

10.2.5.3
Participating MCData function procedures

10.2.5.3.1
SDP offer generation

The SDP offer is generated based on the received SDP offer. The SDP offer generated by the participating MCData function:

1)
shall contain only one SDP media-level section for file distribution as contained in the received SDP offer.

When composing the SDP offer according to 3GPP TS 24.229 [5], the participating MCData function:

1)
shall replace the IP address and port number for the offered media stream in the received SDP offer with the IP address and port number of the participating MCData function, if required; and
NOTE 1:
Requirements can exist for the participating MCData function to be always included in the path of the offered media stream, for example: for the support of features such as MBMS, lawful interception and recording. Other examples can exist.
NOTE 2:
If the participating MCData function and the controlling MCData function are in the same MCData server, and the participating MCData function does not have a dedicated IP address or a dedicated port number for media stream, the replacement of the IP address or the port number is omitted.

2)
if the IP address is replaced shall insert its MSRP URI before the MSRP URI in the "a=path" attribute in the SDP answer.

10.2.5.3.2
SDP answer generation

When composing the SDP answer according to 3GPP TS 24.229 [5], the participating MCData function:

1)
shall replace the IP address and port number in the received SDP answer with the IP address and port number of the participating MCData function, for the accepted media stream in the received SDP offer, if required; and
NOTE 1:
Requirements can exist for the participating MCData function to be always included in the path of the offered media stream, for example: for the support of features such as MBMS, lawful interception and recording. Other examples can exist.

NOTE 2:
If the participating MCData function and the controlling MCData function are in the same MCData server, and the participating MCData function does not have a dedicated IP address or a dedicated port number for media stream, the replacement of the IP address or the port number is omitted.

2)
if the IP address is replaced shall insert its MSRP URI before the MSRP URI in the "a=path" attribute in the SDP answer.

10.2.5.3.3
Originating participating MCData function procedures

Upon receipt of a "SIP INVITE request for file distribution for originating participating MCData function", the participating MCData function:
1)
if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;

2)
shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and shall authorise the calling user;

NOTE:
The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
Editor's Note: Procedures in subclause 7.3 are not yet available.
3)
if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text set to "1xx user unknown to the participating function" in a Warning header field as specified in subclause 4.x, and shall not continue with any of the remaining steps;
4)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is:

a)
set to a value of "group-fd", shall determine the public service identity of the controlling MCData function associated with the MCData group identity in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request; or

b)
set to a value of "one-to-one-fd", shall determine the public service identity of the controlling MCData function hosting the file distribution service for the calling user;
5)
if unable to identify the controlling MCData function for file distribution, it shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text "1xx unable to determine the controlling function" in a Warning header field as specified in subclause 4.x, and shall not continue with any of the remaining steps;

6)
shall determine whether the MCData user identified by the MCData ID is authorised for MCData communications by following the procedures in subclause 11.1;

Editor's Note: Procedures to determine whether the MCData user identified by the MCData ID is authorised for MCData communications is to be added.

7)
if the procedures in subclause 11.1 indicate that the user identified by the MCData ID is not allowed to initiate MCData communications, shall reject the "SIP INVITE request for file distribution for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "1xx user not authorised to transmit data" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;
8)
shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5];
9)
shall include the option tag "timer" in the Supported header field;

10)
should include the Session-Expires header field according to IETF RFC 4028 [r4028]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
11)
shall set the Request-URI of the outgoing SIP INVITE request to the public service identity of the controlling MCData function as determined by step 4) in this subclause;

12)
shall include the MCData ID of the originating user in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;

11)
shall include in the outgoing SIP INVITE request, the application/vnd.3gpp.mcdata-signalling MIME body that was present in the incoming SIP INVITE request;

13)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;

14)
shall set the P-Asserted-Identity in the outgoing SIP INVITE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP INVITE request;
15)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the MCData client as specified in subclause 10.2.5.3.1; and
16)
shall send the SIP INVITE request as specified to 3GPP TS 24.229 [5].

Upon receipt of a SIP 200 (OK) response in response to the SIP INVITE request in step 16):

1)
shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]; 
2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 10.2.5.3.2;
3)
shall include the option tag "timer" in a Require header field;

4)
shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [r4028], "UAS Behavior". If the "refresher" parameter is not included in the received request, the "refresher" parameter in the Session-Expires header field shall be set to "uac";

5)
shall include the following in the Contact header field:
a)
the g.3gpp.mcdata.fd media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"; and

c)
the isfocus media feature tag;
6)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

7)
shall include an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP 200 (OK) response;
8)
if the incoming SIP 200 (OK) response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
9)
shall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
10)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.2.1; and

11)
shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].

12)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [r4028].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP INVITE request in step 16) the participating MCData function:

1)
shall generate a SIP response according to 3GPP TS 24.229 [5];

2)
shall include Warning header field(s) that were received in the incoming SIP response; and

3)
shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
10.2.5.3.4
Terminating participating MCData function procedures
Upon receipt of a "SIP INVITE request for file distribution for terminating participating MCData function", the participating MCData function:
1)
if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;

2)
shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the participating MCData function shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "1xx isfocus not assigned" in a Warning header field as specified in subclause 4.4, and shall not continue with the rest of the steps;

3)
shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request to retrieve the binding between the MCData ID and public user identity of the terminating MCData user;
4)
if the binding between the MCData ID and public user identity of the terminating MCData user does not exist, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response, and shall not continue with the rest of the steps;

5)
shall generate a SIP INVITE request accordance with 3GPP TS 24.229 [5];

6)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
7)
shall include the option tag "timer" in the Supported header field;

8)
shall include the following in the Contact header field:

a)
the g.3gpp.mcdata.fd media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd";

c)
the isfocus media feature tag;

d)
an MCData session identity mapped to the MCData session identity provided in the Contact header field of the incoming SIP INVITE request; and

e)
any other uri-parameter provided in the Contact header field of the incoming SIP INVITE request;

9)
shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP INVITE request;

10)
shall set the Request-URI of the outgoing SIP INVITE request to the public user identity associated to the MCData ID of the terminating MCData user;

11)
shall populate the outgoing SIP INVITE request with the MIME bodies that were present in the incoming SIP INVITE request;

12)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP INVITE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;

13)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for file distribution for terminating participating MCData function" as specified in subclause 10.2.5.3.1; and
14)
shall send the SIP INVITE request as specified in 3GPP TS 24.229 [5].

Upon receipt of a SIP 200 (OK) response in response to the above SIP INVITE request, the participating MCData function:

1)
shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
2)
shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 10.2.5.3.2;

3)
shall include the option tag "timer" in a Require header field;

4)
shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". If no "refresher" parameter was included in the SIP INVITE request, the "refresher" parameter in the Session-Expires header field shall be set to "uas";

5)
shall include the following in the Contact header field:

a)
the g.3gpp.mcdata.fd media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"; and

c)
an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP INVITE request from the controlling MCData function;

6)
if the incoming SIP response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
7)
shall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;

8)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [r4028].
9)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.2.2; and

10)
shall send the SIP 200 (OK) response to the controlling MCData function according to 3GPP TS 24.229 [5].

Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCData function:

1)
shall generate a SIP response according to 3GPP TS 24.229 [5];

2)
shall include Warning header field(s) that were received in the incoming SIP response; and

3)
shall forward the SIP response to the controlling MCData function according to 3GPP TS 24.229 [5].
10.2.5.4
Controlling MCData function procedures

10.2.5.4.1
SDP offer generation

When composing an SDP offer according to 3GPP TS 24.229 [5], IETF RFC 5547 [r5547] IETF RFC 6135 [19] and IETF RFC 6714 [20] the MCData client:

1)
shall include an "m=message" media-level section for the MCData media stream consisting of:

a)
the IP address and the port number;

b)
a protocol field value of "TCP/MSRP" or "TCP/TLS/MSRP" for TLS;
c)

an "a=sendonly" attribute;

d)
an "a=path" attribute containing its own MSRP URI;

e)
set the content type as "a=accept-types:application/vnd.3gpp.mcdata-signalling";

f)
set the a=setup attribute as "actpass";

g)
a file-selector attribute containing:

i)
a 'name' selector;

ii)
a 'type' selector;

iii)
a 'size' selector; and

iv)
a 'hash' selector; and

h)
a file-date attribute;

10.2.5.4.2
SDP answer generation

When composing the SDP answer according to 3GPP TS 24.229 [5], the controlling MCData function:

1)
shall include an "m=message" media-level section for the accepted MCData media stream consisting of:

a)
the IP address and the port number;

b)
a protocol field value of "TCP/MSRP" or "TCP/TLS/MSRP" for TLS according to the received SDP offer;

c)
a format list field set to ‘*’;
d)
an "a=recvonly" attribute;

e)
an "a=path" attribute containing its own MSRP URI;

f)
set the content type as a=accept-types:application/vnd.3gpp.mcdata-signalling; and
g)
set the a=setup attribute set to "passive", according to IETF RFC 6135 [19]; and

h)
a file-selector attribute containing:

i)
a 'name' selector;

ii)
a 'type' selector;

iii)
a 'size' selector; and

iv)
a 'hash' selector.

10.2.5.4.3
Originating Procedures

This subclause describes the procedures for inviting an MCData user to an MCData session. The procedure is initiated by the controlling MCData function as the result of an action in subclause 10.2.5.4.4.

The controlling MCData function:

1)
shall generate a SIP INVITE according to 3GPP TS 24.229 [5];
2)
shall include the Supported header field set to "timer";
3)
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;
4)
shall include an Accept-Contact header field containing the g.3gpp.mcdata.fd media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];

5)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];

6)
shall include a Referred-By header field with the public user identity of the inviting MCData client;

7)
shall include in the Contact header field an MCData session identity for the MCData session with the g.3gpp.mcdata.fd media feature tag, the isfocus media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" according to IETF RFC 3840 [16];

8)
shall include in the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request:

a)
the <mcdata-request-uri> element set to the MCData ID of the terminating user; and

b)
the <mcdata-calling-group-id> element set to the group identity if the request is for group file distribution ;

9)
shall include in the outgoing SIP INVITE request, the application/vnd.3gpp.mcdata-signalling MIME body that was present in the incoming SIP INVITE request;

10)
shall set the Request-URI to the public service identity of the terminating participating MCData function associated to the MCData user to be invited;

NOTE 1:
How the controlling MCData function finds the address of the terminating participating MCData function is out of the scope of the current release.

11)
shall set the P-Asserted-Identity header field to the public service identity of the controlling MCData function;
12)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [7] in the SIP INVITE request;

13)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating client according to the procedures specified in subclause 10.2.5.4.1; and
14)
shall send the SIP INVITE request towards the terminating client in accordance with 3GPP TS 24.229 [5].

Upon receiving a SIP 200 (OK) response for the SIP INVITE request the controlling MCData function:

1)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.3. 
NOTE 2:
The procedures executed by the controlling MCData function prior to sending a response to the inviting MCData client are specified in subclause 10.2.5.4.4.
10.2.5.4.4
Terminating Procedures

In the procedures in this subclause:

1)
MCData ID in an incoming SIP INVITE request refers to the MCData ID of the originating user from the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request;

2)
group identity in an incoming SIP INVITE request refers to the group identity from the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request; and
3)
MCData ID in an outgoing SIP INVITE request refers to the MCData ID of the called user in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;

Upon receipt of a "SIP INVITE request for controlling MCData function for file distribution", the controlling MCData function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)
shall determine if the media parameters are acceptable and the MSRP URI is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;

3)
if the incoming SIP INVITE request does not contain an application/vnd.3gpp.mcdata-signalling MIME body with the FD SIGNALLING PAYLOAD as described in subclause 6.2.2.x, shall reject the SIP INVITE request with appropriate reject code;

4)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcdata.fd media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd";
5)
shall cache SIP feature tags, if received in the Contact header field and if the specific feature tags are supported;
6)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [r4028];

7)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "one-to-one-fd" and the SIP INVITE request:

a)
does not contain an application/resource-lists MIME body or contains an application/resource-lists MIME body with more than one <entry> element, shall return a SIP 403 (Forbidden) response with the warning text set to "1xx unable to determine targeted user for one-to-one file distribution " in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below; and 

b)
contains an application/resource-lists MIME body with exactly one <entry> element, shall invite the MCData user identified by the <entry> element of the MIME body, as specified in subclause 10.2.5.4.3; and

c)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.3;
8)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "group-fd":

a)
shall retrieve the necessary group document(s) from the group management server for the group identity contained in the SIP INVITE request and carry out initial processing as specified in subclause 6.3.3, and shall continue with the remaining steps if the procedures in subclause 6.3.3 were successful;

b)
if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "1xx group is disabled" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

c)
if the <list> element of the <list-service> element in the group document does not contain an <entry> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request, shall send a SIP 403 (Forbidden) response with the warning text set to "1xx user is not part of the MCData group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

d)
if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd", shall send a SIP 488 (Not Acceptable) response with the warning text set to "1xx File distribution services not enabled for this group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

e)
if the user identified by the MCData ID:

i)
is not allowed to initiate group MCData communications on this group identity, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response, with warning text set to "1xx user not authorised to transmit data on this group identity" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause; and
ii)
is not allowed to initiate group MCData communications on this group identity due to message size, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "1xx user not authorised for MCData communications on this group identity due to message size" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;
g)
the originating user identified by the MCData ID is not affiliated to the group identity contained in the SIP INVITE request, as specified in subclause 6.x.x, shall return a SIP 403 (Forbidden) response with the warning text set to "1xx user is not affiliated to this group" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below;
Editor's Note: Check for affiliation and affiliation procedures still need to be provided. 

h)
shall determine targeted group members for MCData communications by following the procedures in subclause 6.3.4;

j)
if the procedures in subclause 6.3.4 result in no affiliated members found in the selected MCData group, shall return a SIP 403 (Forbidden) response with the warning text set to "1xx no users are affiliated to this group" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below; and
k)
shall invite each group member determined in step h) above, to the group session, as specified in subclause 10.2.5.4.3; and

l)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.3.
Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 10.2.5.4.3 and if the MCData ID in the SIP 200 (OK) response matches to the MCData ID in the corresponding SIP INVITE request the controlling MCData function:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request according to 3GPP TS 24.229 [5];
2)
shall include the option tag "timer" in a Require header field;

3)
shall include the Session-Expires header field and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uac";
4)
shall include a P-Asserted-Identity header field with the public service identity of the controlling MCData function;

5)
shall include a SIP URI for the MCData session identity in the Contact header field identifying the MCData session at the controlling MCData function;

6) shall include the following in the Contact header field:

a)
the g.3gpp.mcdata.fd media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"; and

c)
the isfocus media feature tag;

7)
shall include Warning header field(s) received in incoming responses to the SIP INVITE request; 

8)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 10.2.5.4.2;
9)
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.3; and 
10)
shall send a SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5]. 
