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Background: 

This document analyses the procedures in TS 23.282 on file distribution.
File Distribution in TS 23.282 consists of the following procedures:

1. Subclause 7.5.2.2 – File upload using HTTP

2. Subclause 7.5.2.3 – File download using HTTP

3. Subclause 7.5.2.4 – One-to-one file distribution using HTTP

4. Subclause 7.5.2.5 – One-to-one file distribution using media plane

5. Subclause 7.5.2.6 – Group standalone file distribution using HTTP

6. Subclause 7.5.2.7 – Group standalone file distribution using media plane

7. Subclause 7.6.2.3 – Send data with mandatory download
8. Subclause 7.6.2.4 – Send data without mandatory download

9. Subclause 7.6.2.5 – Accessing list of deferred data group communications

Analyses:
1. "File upload using HTTP" is a pre-condition for "One-to-one file distribution using HTTP" and "Group standalone file distribution using HTTP". See discussion paper C1-172246 for analyses of HTTP upload.

2. "One-to-one file distribution using HTTP" and "Group standalone file distribution using HTTP" are procedures that allow a MCData user to distribute a file URL to one or more MCData users. Metadata describing the file can also be sent with the file URL. SIP MESSAGE is used to distribute the file URL and Metadata. This is known as an FD request.
3. "One-to-one file distribution using media plane" and "Group standalone file distribution using media plane" are procedures that involve the MCData client setting up a SIP session (FD request) and then using the media plane to send the file. MSRP is used to distribute files via the media plane.
4. The decision on the originating MCData client to use file distribution using HTTP or file distribution using media plane is not clear in stage 2. See P-CR in C1-172215 which analyses this issue further.

5. Auto-send and Auto-receive are mechanisms that are not applicable to file distribution.

6. TLV encoding is used for sending FD signalling (FD SIGNALLING PAYLOAD message). For FD via HTTP, the FILEURL is included in the FD SIGNALLING PAYLOAD as it needs to be validated by the controlling MCData function. For FD via HTTP, metadata can be included in the FD SIGNALLING PAYLOAD message. For FD via media plane, MSRP is used with IETF RFC 5547 describing the SDP offer/answer exchange. RFC 5547 also describes the metadata sent as part of the SDP offer/answer exchange.
7. The originating MCData user can mandate the receiving MCData client(s) to download the file automatically without asking the terminating MCData user(s) for consent, by. In this case, the originating MCData client inserts a "mandatory download" indication in the FD request. This indication is included in the FD SIGNALLING PAYLOAD message within SIP MESSAGE or MSRP SEND.

8. For mandatory download, "File download using HTTP" always proceeds the terminating client acceptance of the FD request. The terminating client only notifies the terminating user of the file downloading.
9. User consent is always assumed to be needed at the terminating MCData client for file download unless the FD request from the originating MCData client contains the indication asking for mandatory download. When user consent is required, there are four possible outcomes:

a. User accepts the FD request -  in this case "File download using HTTP" always proceeds the user acceptance of the FD request
b. User rejects the FD request - in this case, once the MCData server has received the disposition notification indicating rejection, although not explicitly stated in TS 23.282, it is assumed that the MCData server deletes the file on the server.

c. User defers the FD request – this case is not clearly described in TS 23.282, but it should be assumed that there exists an option for the user to accept the request, but defer downloading the file. Subclause 7.6.2.5 in TS 23.282 allows the user to access a list of deferred data group communications.
d. User ignores the FD request – how does the client determine that a request has been ignored? It is proposed that a timer is started on receipt of a FD request. Expiry of the timer indicates to the client that the request has been ignored and no response is expected to be sent by the client. 

10. The originating MCData user can request a "download completed report" from the terminating client. Such an indication is inserted in the FD request from the originating MCData client in the FD SIGNALLING PAYLOAD. For FD via HTTP, once the terminating client has downloaded the file, the terminating MCData client sends a "download completed report" towards the originating MCData client. For FD via the media plane, once the file has been transferred successfully to the terminating client, the terminating MCData client sends a "download completed report" towards the originating MCData client. However, "download completed report" is always sent via the signalling plane.

11. In the case of non-mandatory download, when the user decides to defer the downloading of a file, then the availability of the file is based upon the "file availability" information that was contained in the metadata and sent with the file by the originating MCData client. However, metadata is not mandated to be sent by the originating MCData client in the FD request. When the controlling MCData function receives an FD request, it needs to start a file availability timer. The value of this timer is based upon the "file availability" information sent in metadata or by local policy if metadata was not received (see below).

a. It needs to be determined how the MCData server validates the file availability in metadata to guard against excessive file availability period provided by the client. One possibility could be to have a value configured in Service Configuration. The behaviour of the MCData server needs to also be determined.
b. It needs to be determined if rather than using local policy, a default value for the file availability timer needs to be configured in Service Configuration if the client does not include metadata.
a. 
b. 
c. 
12. When the file availability period has expired, the controlling MCData function sends a notification to the MCData client(s) that received a one-to-one FD request using HTTP or received a group standalone FD request using HTTP, but have not yet downloaded the file. The notification indicates to the client that the file is no longer available to download. This notification consists of a FD NETWORK NOTIFICATION message containing control information indicating that the file referenced associated to the Conversation ID and Message ID in the FD request is no longer available for download. 
13. If data group communications are deferred by the terminating MCData client, the controlling MCData function maintains a list of deferred data group communications for the MCData client. The MCData client can access this list of deferred data group communications (i.e. URLs) as specified in subclause 7.6.2.5 of TS 23.282. Note that this functionality is not provided at this meeting. A periodic timer also runs in the controlling MCData function that audits the list of deferred data group communications for each MCData client. This functionality is not provided at this meeting. 
Conclusion:

A number of CRs are proposed to CT1#104 to address the points brought up in the "Analyses" section.
