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4.1
Overview

The present specification specifies means for transport of V2X messages. V2X messages are generated and consumed by upper layers of the UE and the V2X application server. V2X messages can contain IP data or non-IP data.

The V2X messages can be transported using:

-
V2X communication over PC5; and

-
V2X communication over LTE-Uu.
V2X communication over PC5 enables transfer of V2X messages among UEs. For V2X messages containing IP data, only IPv6 is used. IPv4 is not supported in this release of the specifications.

V2X communication over LTE-Uu enables transfer of V2X messages between a UE and a V2X application server. V2X messages are carried over LTE-Uu in payload of a UDP/IP packet. A UE using V2X communication over LTE-Uu:

-
can use unicast transport (in uplink, downlink or both of them);

-
can use MBMS transport (in downlink only);

-
can use transport for uplink which is the same or different to the transport for downlink; and

-
can use also MBMS transport for downlink without using any transport for uplink.
The communication security over the V3 interface and LTE-Uu interface is specified in 3GPP TS 33.185 [xx]. The communication security and privacy over the PC5 interface is specified in 3GPP TS 33.185 [xx].
NOTE:
ProSe charging specified in 3GPP TS 24.334 [4] is expected to be usable for V2X communication over PC5, although no V2X specific procedures for charging are specified in this release.
***** Next change *****
5.3.1
General

The procedures specified in remaining subclauses of the parent subclause of this subclause enable modification of the configuration parameters of the UE specified in subclause 5.2. The UE and the V2X control function shall support requirements for securing communication over V3 reference point as specified in 3GPP TS 33.185 [xx].
***** Next change *****
6.1.1
General
This subclause describes the procedures at the UE, and between UEs, for V2X communication over PC5. The UE shall support requirements for securing V2X communication over PC5 as specified in 3GPP TS 33.185 [xx]. The UE shall support a privacy protection for the V2X communication over PC5 subject to regional regulatory requirements and/or operator policy for a V2X application as specified in 3GPP TS 33.185 [xx], subclause 6.1.2.4.
Both IP based and non-IP based V2X communication over PC5 are supported. For IP based V2X communication, only IPv6 is used. IPv4 is not supported in this release of the present document.
***** Next change *****
6.2.1
General
Procedures for V2X communication over LTE-Uu for V2X services not identified by a V2X service identifier are out of scope of the present version of the present specification. The UE and V2X application server shall support requirements for securing V2X communication over LTE-Uu as specified in 3GPP TS 33.185 [xx].
***** Next change *****
A.2.1
application/3gpp-v2x-local-service-information+per MIME type registration
Editor's note: The IANA registration for the application/3gpp-v2x-local-service-information+per MIME type needs to be initiated by MCC once the V2X-CT Work Item is completed.

Your Name:
<MCC name>
Your Email Address:

<MCC email address>
Media Type Name:

Application

Subtype name:

Vendor Tree – 3gpp-v2x-local-service-information+per
Required parameters:

None

Optional parameters:

None.

Encoding considerations:

binary.

Security considerations:

The information transported in this media type does not include active or executable content. Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 33.185.

This media type does not include provisions for directives that institute actions on a recipient's files or other resources.

This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.

This media type does not employ compression.

Interoperability considerations:
The media type allows for interoperability of messages transmitted for V2X over MBMS bearers. The messages are sent between user equipment and mobile network.
Published specification:

3GPP TS 24.386 (http://www.3gpp.org/ftp/Specs/html-info/24386.htm)

Applications which use this media type:

n/a

Fragment identifier considerations:

The handling in section 5 of IETF RFC 7303 applies.

Restrictions on usage:

None

Provisional registration? (standards tree only):

n/a

Additional information:

1. Deprecated alias names for this type:
n/a

2. Magic number(s):
n/a

3. File extension(s):
n/a

4. Macintosh File Type Code(s):
n/a

5. Object Identifier(s) or OID(s):
n/a

Intended usage:

Common. 
Other information/general comment:

The media type is intended to be used for V2X communication. The content of this media type is formatted according to 3GPP TS 24.386 subclause 7.4.
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