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Background: 

This document analyses the file upload and file download procedures using HTTP that are specified in TS 23.282.
TS 23.282 v14.1.0 subclause 6.6.1 describes the application plane functional model for file distribution:
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Reference point MCData-FD-4 is used for upload of files from the client to the server and download of files from the server to the client, using HTTP:

6.6.4.1.4
Reference point MCData-FD-4 (media storage function and media storage client)
The MCData-FD-4 reference point, which exists between the media storage function and the media storage client, is used by the media storage client of MCData UE to upload and download file to the media storage function of the MCData server. The MCData-FD-4 reference point uses the HTTP reference point.
File upload using HTTP is described in subclause 7.5.2.2.2:
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File download using HTTP is described in subclause 7.5.2.2.3:
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Points for Discussion:
1. Figure 7.3.1.3 of TS 23.280 shows the HTTP-1 and HTTP-2 reference points from the MC service client to MC service server, as described below:

7.5.3.5
Reference point HTTP-1 (between the HTTP client and the HTTP proxy)

The HTTP-1 reference point exists between the HTTP client and the HTTP proxy. Between the MC service UE and the HTTP proxy, the HTTP-1 reference point shall use the Ut reference point as defined in 3GPP TS 23.002 [6] (with necessary enhancements to support specific MC service requirements). The HTTP-1 reference point is based on HTTP (which may be secured using e.g. SSL, TLS).

7.5.3.6
Reference point HTTP-2 (between the HTTP proxy and the HTTP server)

The HTTP-2 reference point, which exists between the HTTP proxy and the HTTP server, is based on HTTP (which may be secured using e.g. SSL, TLS). 

Stage 2 TS 23.282 shows the interface between the media storage client (on the MCData UE) and the media storage function (on the MCData server) as being MCData-FD-4. It is therefore assumed that files downloaded and uploaded over the MCData-FD-4 reference point are sent over HTTP-1 and HTTP-2, i.e. an HTTP proxy is required.

TS 24.282 Annex A provides general procedures for HTTP entities (HTTP client, HTTP proxy, HTTP server). It is assumed that these procedures can be re-used for MCData.

2. As a group file distribution requires the controlling MCData function to resolve the group-id and also correlate and aggregate download completed reports, it is assumed that the file needs to be uploaded to the media storage server (HTTP server) on the controlling MCData function.

3. The participating MCData function can act as the HTTP proxy.

4. When the media storage client on the MCData UE needs to upload a file to the media storage server on the controlling MCData function (via an HTTP proxy), the MCData UE needs to know the complete URL of the resource being requested (instead of just a path identifying a resource) to be inserted in the Request-URI of the HTTP PUT request. However, the MCData UE does not know this information. One possible way of the UE being furnished with this information is for the UE to send a query to the PF using a SIP MESSAGE containing the group-ID or MCData ID, asking the PF to provide the HTTP URI identifying the resource on the controlling function. This assumes that the PF is either configured with the resources information of all controllers or it is able to request that from the controller (through some non-standard mechanism).

5. It is assumed that the initiation of a file upload to the server is not a standalone operation. Rather that it is part-and-parcel of the UE wanting to send perform "one-to-one file distribution using HTTP" or "group standalone file distribution using HTTP" i.e. the MCData client takes the necessary inputs from the user (e.g., selection of file on the device, target user/group), will first need to discover the HTTP URI of the controlling MCData function, upload the file using HTTP and then initiate the FD request.
6. TS 23.282 indicates that transmission control policy on the controlling MCData function determines whether the user is able to upload files. TS 23.282 indicates that reception control policy on the controlling MCData function determines whether the user is able to download files.

Proposal:
When the user wishes to perform file distribution via HTTP, the MCData client will need to upload a file to the controlling MCData function. The MCData client: 
1. shall discover the HTTP URI of the controlling MCData function by initiating a SIP MESSAGE request containing a Group ID or MCData ID towards the PF. 

NOTE: The PF is configured with the absolute URI identifying the resource on the controlling MCData function to upload the file to.

2. on receipt of a SIP MESSAGE with the absolute URI, shall send an HTTP PUT to the controlling MCData function with the file, using the absolute-URI returned in the SIP MESSAGE request to furnish the Request-URI and Host headers of the HTTP PUT.

3. on receipt of the HTTP 201 Created from the controlling MCData function containing the file URL in a Location header field, shall send a SIP MESSAGE containing the FD request containing metadata (which can contain file availability information) and the file URL towards the controlling MCData function (via the participating MCData function).
When the controlling MCData function receives an HTTP PUT request to upload a file, the controlling MCData function

may apply transmission control policy before allowing the file to be uploaded.

When the controlling MCData function receives an HTTP GET request to download a file, the controlling MCData function may apply reception control policy before allowing the file to be downloaded.

_1537949270.vsd

_1537949309.vsd

_1537863480.vsd

