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1. Introduction
This P-CR adds the procedures for file upload using http.
2. Reason for Change
This P-CR adds the procedures for file upload using HTTP.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.282 v0.3.0
* * * First Change * * * *

<Proposed change in revision marks>
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10.2.2
File upload using HTTP

10.2.2.1
Media storage client procedures
If the media storage client on the MCData client is not aware of the absolute URI of the media storage function on the controlling MCData function, the media storage client of the MCData client shall request the MCData client to discover the absolute URI associated with the media storage function on the controlling MCData function by following the procedures in subclause 10.2.1.2.
The media storage client of the MCData client shall send HTTP requests over a TLS connection as specified for the HTTP client in the UE in annex A of 3GPP TS 24.482 [zz].
NOTE 1:
The HTTP client encodes the MCData ID in the bearer access token of the Authorization header field of an HTTP request as specified in 3GPP TS 24.482 [zz].

NOTE 2:
The HTTP client always sends the HTTP requests to an HTTP proxy. Annex A of 3GPP TS 24.482 [zz] indicates how the HTTP proxy forwards the HTTP request to the HTTP server.
To upload a file to media storage function of the controlling MCData function, the media storage client of the MCData client:

1)
shall generate an HTTP PUT request as specified in IETF RFC 2616 [xx] and IETF RFC 7231 [yy];
2)
shall set the Request-URI to the absolute URI identifying the resource on a media storage function;
3)
shall set the Host header field to a hostname identifying the media storage function;

4)
shall set the Content-Type header field to application/octet-stream;
5)
shall include the binary data representing the file within the body of the HTTP PUT request; and
6)
shall send the HTTP PUT request towards the media storage function of the controlling MCData function.
On receipt of a HTTP 201 Created containing a Location header field with a URL identifying the location of the resource where the file has been stored on the media storage function on the controlling MCData function, then the media storage client shall store this information.

10.2.2.2
Media storage function procedures

The media storage function on the controlling MCData function shall act as an HTTP server as defined in annex A of 3GPP TS 24.482 [zz].
NOTE:
The HTTP server validates the MCData ID in the bearer access token of the Authorization header field of an HTTP request as specified in 3GPP TS 24.482 [zz].
On receipt of an HTTP PUT request with a Request-URI identifying a resource on the media storage function on the controlling MCData function, the media storage function on the controlling MCData function:

1)
if the user is not allowed to upload files due to transmission control policy, shall return a HTTP 403 Forbidden response; and
2)
shall process the HTTP PUT request by following the procedures in IETF RFC 2616 [xx] and IETF RFC 7231 [yy] with the following clarifications:
a)
shall store the file in the resource location as identified by the Request-URI; and 
b)
shall generate a HTTP 201 Created response containing a Location header field with a URL identifying the location of the stored file.
* * * End Changes * * * *

