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1. Introduction
This p-CR is to define a stardard layer 3 message format for 5G SM protocol following the principle defined in TS 24.007. Only the format for a plain 5G SM message is defined. The format of a security protected 5G SM message is FFS.

2. Reason for Change
The standard L3 messages are defined in TS 24.007 and followed by 2G, 3G and 4G for the layer 3 protocol specifications to describe message structure. It proposes 5G layer 3 protocol specifications to follow the standard L3 messages defined in TS 24.007 as far as possible.

Following this principle, it proposes a plain 5G SM message consists of the following parts:

a)
protocol discriminator (1/2 octet);

b)
PDU session identity (1/2 octet);

c)
extended protocol discriminator (1 octet);

d)
session procedure transaction identity (1 octet);

e)
message type (1 octet);

f)
other information elements, as required.
For "protocol discriminator", as per TS 24.007, only one value (1101) is available. This is not enough for 5G layer 3 protocols in which at least two values are required: one for 5G MM and one for 5G SM. In order to defined an aligned messge format for all 5G NAS messages and to provide a future-proof way forward, it proposes to use the extended protocol discriminator with one octet length in 5G NAS message header (octct 2). With this extension, the value of protocol discriminator in Bits 1 to 4 of the first octet shall be set to "1110". The specific values of the extended protocol discriminator are FFS and need to be defined in TS 24.007.

Table 11.2: Protocol discriminator values

	bits
4 3 2 1

	
0 0 0 0
	group call control

	
0 0 0 1
	broadcast call control

	
0 0 1 0
	EPS session management messages

	
0 0 1 1
	call control; call related SS messages

	
0 1 0 0
	GPRS Transparent Transport Protocol (GTTP)

	
0 1 0 1
	mobility management messages

	
0 1 1 0
	radio resources management messages

	
0 1 1 1
	EPS mobility management messages

	
1 0 0 0
	GPRS mobility management messages

	
1 0 0 1
	SMS messages

	
1 0 1 0
	GPRS session management messages

	
1 0 1 1
	non call related SS messages

	
1 1 0 0
	Location services specified in 3GPP TS 44.071 [8a]

	
1 1 1 0
	reserved for extension of the PD to one octet length 

	
1 1 1 1
	used by tests procedures described in 3GPP TS 44.014 [5a], 3GPP TS 34.109 [17a] and 3GPP TS 36.509 [26].


For "PDU session identity", similar as EPS bearer identity in EPS, it has four bits length and can be used to identify up to 16 message flows in which different values of PDU session identity is included. The PDU session identity needs to be defined in TS 24.007 for which is FFS.
For "session procedure transaction identity" in the octet 2 of message header, similar as PTI in EPS, it is used to distinguish different bi-directional 5G SM message flows the UE and the network can initiate in parallel. Its definition and usage in 5G SM procedure need to be defined in TS 24.007 for which is FFS. We call it a different name from PTI is due to we propose to introduce a mobility procedure transaction identity (MPTI) in the 5G MM message header to distinguish different 5G MM message flows. Similar as ESM procedure in EPS, in 5GS, the UE initiated PDU session modification procedure triggered the SMF to perform a NW initiated PDU session modification procedure, they are linked and called a transaction. The UE initiated PDU session release procedure triggered the SMF to perform a NW initiated PDU session release procedure, they are linked and called a transaction. Hence, the transaction related procedure needs to be defined in 5G SM protocol as well.
For "message type", similar as message type defined in EPS NAS protocol, it will be included in the message header and its values are FFS.

3. Conclusions

The standard L3 messages are defined in TS 24.007 and followed by 2G, 3G and 4G for the layer 3 protocol specifications to describe message structure. It proposes 5G layer 3 protocol specifications to follow the standard L3 messages defined in TS 24.007 as far as possible.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 V0.1.0.
* * * First Change * * * *

8.5
NAS session management coding
8.5.0
Overview

8.5.0.1
General
Within the protocols defined in the present document, every 5G session management (SM) message, is a standard L3 message as defined in 3GPP TS 24.007 [xx]. This means that the message consists of the following parts:
Editor's note:
The required updates on a standard L3 message definition in 3GPP TS 24.007 [xx] are FFS.
1)
if the message is a plain 5G SM message:

a)
protocol discriminator;

b)
PDU session identity;

c)
extended protocol discriminator;
d)
session procedure transaction identity;

e)
message type;

f)
other information elements, as required.

2)
if the message is a security protected 5G SM message:

Editor's note:
The message parts of a security protected 5G SM message are FFS.
The organization of a plain 5G SM message is illustrated in the example shown in figure 8.5.0.1.
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Figure 8.5.0.1: General message organization example for a plain 5G SM message
Editor's note:
The organization of a security protected 5G SM message is FFS.
Unless specified otherwise in the message descriptions of subclause 8.5, a particular information element shall not be present more than once in a given message.

When a field extends over more than one octet, the order of bit values progressively decreases as the octet number increases. The least significant bit of the field is represented by the lowest numbered bit of the highest numbered octet of the field.

* * * Next Change * * * *

8.5.0.2
Protocol discriminator

The Protocol Discriminator (PD) and its use are defined in 3GPP TS 24.007 [xx]. The protocol discriminator in the header (see 3GPP TS 24.007 [xx]) of a plain 5G mobility management message is encoded as "1110".
* * * Next Change * * * *

8.5.0.3
PDU session identity
Bits 5 to 8 of the first octet of every 5G session management message contain the PDU session identity IE. The PDU session identity and its use to identify a message flow are defined in 3GPP TS 24.007 [xx].
Editor's note:
The definition of the PDU session identity in 3GPP TS 24.007 [xx] is FFS.
* * * Next Change * * * *

8.5.0.4
Extended protocol discriminator
Bits 1 to 8 of the second octet of every 5G session management message contain the extended protocol discriminator (EPD) IE. The extended protocol discriminator and its use are defined in 3GPP TS 24.007 [xx].
Editor's note:
The definition of the extended protocol discriminator in 3GPP TS 24.007 [xx] is FFS.
* * * Next Change * * * *

8.5.0.5
Session procedure transaction identity
Bits 1 to 8 of the third octet of every 5G session management message contain the session procedure transaction identity (SPTI) IE. The SPTI allows distinguishing different bi-directional messages flows for a given EPD and a given access type. Messages flows for a given EPD transported over different access types use different set of SPTIs, e.g. one set for 3GPP access and one set for non-3GPP access. Such a message flow is called a transaction. The session procedure transaction identity is released when the procedure over an access type is completed.
Editor's note:
The definition and usage of the session procedure transaction identity are FFS.
* * * Next Change * * * *

8.5.0.6
Message type

The message type IE and its use are defined in 3GPP TS 24.007 [xx].
Editor's note:
The values of message type for 5G SM messages are FFS.
* * * End of Change * * * *
