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	Reason for change:
	The priority request validation subclause in its current state considers an MCPTT client SIP INVITE request or SIP re-INVITE request containing an application/vnd.3gpp.mcptt-info+xml MIME body which contains an emergency-ind element set to a value of "true" and an alert-ind element set to a value of false as an invalid combination. 
For an MCPTT emergency group call request message or MCPTT emergency private call request message as defined in stage 2 and specified in stage 3, emergency-ind and alert-ind are always contained in a MCPTT client request for an emergency call.
For an MCPTT emergency group call cancel request message or MCPTT emergency private call cancel request message as defined in stage 2 and specified in stage 3, emergency-ind is always present and alert-ind may or may not be present depending upon whether the client wants to cancel the alert in addition to cancelling the emergency call.

	
	

	Summary of change:
	Subclause 6.3.3.1.17 is modified so as to only consider an emergency call request (XML element emergency-ind="true") to be valid if the request also contains an alert indication (XML element alert-ind).
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***** Next change *****
6.3.3.1.17
Validate priority request parameters

This subclause is referenced from other procedures. This procedure validates the combinations of <emergency-ind>, <imminentperil-ind> and <alert-ind> in the application/vnd.3gpp.mcptt-info+xml MIME body included in:
1)
a SIP INVITE request or SIP re-INVITE request; or

2)
the body "URI" header field of the SIP URI included in the application/resource-lists MIME body which is pointed to by a "cid" URL located in the Refer-To header of a SIP REFER request;
Upon receiving a SIP request as specified above with the <emergency-ind> element set to a value of "true", the controlling MCPTT function shall only consider the following as valid combinations:

1)
<imminentperil-ind> not included and <alert-ind> included
.

Upon receiving a SIP request as specified above with the <emergency-ind> element set to a value of "false", the controlling MCPTT function shall only consider the following as valid combinations:

1)
<imminentperil-ind> not included and <alert-ind> not included; or

2)
<imminentperil-ind> not included and <alert-ind> included.

Upon receiving a SIP request as specified above with the <imminentperil-ind> element included the controlling MCPTT function shall only consider the request as valid if both the <emergency-ind> and <alert-ind> are not included.

If the combination of the <emergency-ind>, <imminentperil-ind> or <alert-ind> indicators is invalid, the controlling MCPTT function shall send a SIP 403 (Forbidden) response with the warning text set to "150 invalid combinations of data received in MIME body" in a Warning header field as specified in subclause 4.4.
