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[bookmark: _GoBack]1. Introduction
Stage 2 has agreed on the trasnport of different types of payload transparently through AMF. This includes 5G SM messages, SMS, and potentially other types of payload such as location services-related and others. The protocol means to achieve this goal is the stage 3 issue. This paper discusses the options for the tranpsrent transport of payload thorugh AMF and proposes the way forward. 
The discussion in this paper is limited to standalone 5G SM messages. The 5G SM messages embedded in (initial) 5G MM messages are not disucssed in this paper because they do not use the same transport mechanism.
2 NAS message transport in EPS
EPS supports the NAS message transport functionality. EPS NAS provides for the following NAS message transport functionalities in 3GPP TS 24.301 [3]:
· Transport of SMS inside the EMM messages in EMM-CONNECTED mode:
· DOWNLINK NAS TRANSPORT and UPLINK NAS TRANSPORT
· Transport of generic (application) payload inside the EMM messages in EMM-CONNECTED mode:
· DOWNLINK GENERIC NAS TRANSPORT and UPLINK GENERIC NAS TRANSPORT
· Transport of SMS inside the EMM messages in EMM-IDLE mode:
· CONTROL PLANE SERVICE REQUEST
· Security-protected ESM messages (in EMM-CONNECTED mode) are sent with pre-pended EMM security header and passed transparently to the ESM layer in the MME
To support the NAS message transport, several types of the payload containers have been specified:
· Generic data container
· NAS message container
· ESM message container
· User data container (for user data over control plane, which is not applicable to 5GS, but still another container)

3. NAS transport in 5GS
It seems obvious that the variety of procedures and containers for NAS transport available in EPS NAS is not needed in 5GS NAS. There are basically two reasonable options:
Option 1: 
Use the same message/procedure for all NAS transport, including 5G SM and SMS. Define a “payload Type” IE to differentiate between the types of payload being transported, e.g. “5G SM payload”, “SMS” etc. This option is shown in Figure 1.

Option 2: 
Define:
· Separate message/procedure for NAS transport of 5G SM messages (Figure 2); and
· Separate message/procedure for NAS transport of another payload, such as SMS, generic payload etc. Define a “payload Type” IE to differentiate between the types of payload being transported (Figure 1 where the Payload Type cannot be “5G SM”)
In either option, there would always be a need for additional information associated with the payload transported in the 5G MM message.
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Figure 1: Generic NAS transport 
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Figure 2: NAS SM transport 



4. Discussion
Option 1 provides the benefit of a single 5G MM procedure for transport of any kind of non-5G MM payload, including 5G SM signalling. This is in the spirit of decoupling the AMF and SMF functionalities and of the modular design of 5GS.  
Option 2 separates the transport of SM signalling into a separate procedure. Some may see this beneficial because this procedure needs more specification work than the transport of other types of payload. 
In terms of specification work and implementation complexity, there does not seem to be substantial difference between the two approaches. It is a choice between specifying multiple payload container types vs. specifying multiple message types. 
Conclusion
It is proposed to agree on the conclusion and to document it appropriately in the TR 24.890. Option 1 is implemented in the p-CR in C1-172143. Option 2 is implemented in the p-CR in C1-172144.












  

