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Introduction

This contribution identifies some issues discovered as a result of working through the procedures for initial Registration, configuration and service authorisation in order to generate test cases for RAN5.
Issues
1. HTTP Proxy configuration

In TS 24.382 it is specified that the UE is configured with the HTTP proxy FQDN and home HTTP proxy port and a TLS tunnel authentication method but these don’t seem to exist in any of the configuration management documents.

2. TLS Key/certificate configuration

It is unclear how the certificate or the pre-shared Key gets configured for TLS.

3. SIP/IMS Registration
In TS 24.379 the MCPTT Client behaves differently when registering based upon whether there is integrity protection enabled or confidentiality protection enabled however the enabling of this is indicated in the MCPTT Service Configuration Document. The UE obtaining the MCPTT Service Configuration Document requires sending a SIP SUBSCRIBE request to the CMS and in IMS an IMS REGISTRATION is required before any other SIP requests can be sent by the UE. 

This seems to require that the UE must first perform an initial IMS registration and then obtain the configuration management documents before it can send a SIP REGISTER containing the authorization

token and that this SIP REGISTER is therefore a refresh and cannot be an initial REGISTER (the UE must always register before including the authorization token in the SIP REGISTER). 
TS 24.379 procedures only include the UE Registering with an authorization token not the case when it registers without the authorization token but with the media feature tags required for MCPTT.

4. Integrity and confidentiality protection configuration

Since the authorization token is also included in the SIP SUBSCRIBE request which presumably needs to be protected the UE needs to know whether integrity protection enabled or confidentiality protection enabled before it subscribes to the configuration management documents. This would seem to necessitate the indications of whether integrity protection and confidentiality protection are enabled being included in the MCPTT UE initial configuration managed object or that the previous values from the previous configuration are used.
Additionally, if there is there is integrity protection enabled or confidentiality protection enabled then keys are required from the KMS so the UE must communicate with the KMS to obtain keys prior to sending a SIP REGISTER request or SIP SUBSCRIBE request containing the authorization token, however this does not seem to be documented in any stage 3 document

.

Proposal

CT1 is requested to discuss the above issues and to determine how to address them. Completion of test cases by RAN 5 requires resolution of these issues. CRs can be brought to the next meeting to update the specifications
