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5.2.1.3
Policy on access type used for XCAP
The policy on access type used for the XCAP enables HPLMN control of access used for XCAP messages.
The policy on access type used for the XCAP can be set to one of the following values:
a)
any access type;

b)
3GPP accesses only;

c)
EPC via WLAN IP-CAN only;

d)
 Non-seamless WLAN offload only;

e)
3GPP accesses preferred, non-seamless WLAN offload as secondary; and
f)
3GPP accesses preferred, EPC via WLAN IP-CAN as secondary.
The UE may support the policy on access type used for the XCAP.

If the UE supports the policy on access type used for the XCAP:

a)
when the UE needs to send an XCAP request:

1)
if the policy on access type used for the XCAP is set to "any access type", the UE shall send XCAP requests from an IP address associated with a bearer of any access;
2)
if the policy on access type used for the XCAP is set to "3GPP accesses only":

A)
the UE shall attempt to obtain a PDP context for XCAP as specified in 3GPP TS 24.008 [x] or a EPS bearer context for XCAP as specified in 3GPP TS 24.301 [y];

B)
if the UE obtains the PDP context for XCAP or the EPS bearer context for XCAP, the UE shall send XCAP requests from an IP address associated with the obtained PDP context for XCAP or the obtained EPS bearer context for XCAP; and

C)
if the UE cannot obtain the PDP context for XCAP or the EPS bearer context for XCAP, the UE shall not send XCAP request;

3)
if the policy on access type used for the XCAP is set to "EPC via WLAN IP-CAN only":

A)
the UE shall attempt to associate with a WLAN as specified in 3GPP TS 24.302 [u] and the UE shall attempt to obtain a PDN connection for XCAP as specified in 3GPP TS 24.302 [u], or 3GPP TS 24.244 [v];

B)
if the UE obtains the PDN connection for XCAP, the UE shall send XCAP requests from an IP address associated with the PDN connection for XCAP; and

C)
if the UE cannot obtain the PDN connection for XCAP, the UE shall not send XCAP request;

4)
if the policy on access type used for the XCAP is set to "Non-seamless WLAN offload only":

A)
the UE shall attempt to associate with a WLAN as specified in 3GPP TS 24.302 [u];

B)
if the UE associates with a WLAN and the WLAN is either untrusted non-3GPP access or the UE established NSWO via TWAN, the UE shall send XCAP requests from an IP address associated with the WLAN; and

C)
if the UE cannot associate with a WLAN or the UE associates with TWAN and NSWO is not available, the UE shall not send XCAP request;
5)
if the policy on access type used for the XCAP is set to "3GPP accesses preferred, non-seamless WLAN offload as secondary":
A)
the UE shall attempt to obtain a PDP context for XCAP as specified in 3GPP TS 24.008 [x] or a EPS bearer context for XCAP as specified in 3GPP TS 24.301 [y];

B)
if the UE obtains the PDP context for XCAP or the EPS bearer context for XCAP, the UE shall send XCAP requests from an IP address associated with the obtained PDP context for XCAP or the obtained EPS bearer context for XCAP; and

C)
if the UE cannot obtain the PDP context for XCAP or the EPS bearer context for XCAP:

i)
the UE shall attempt to associate with a WLAN as specified in 3GPP TS 24.302 [u];
ii)
if the UE associates with a WLAN and the WLAN is either untrusted non-3GPP access or the UE established NSWO via TWAN, the UE shall send XCAP requests from an IP address associated with the WLAN; and
iii)
if the UE cannot associate with a WLAN or the UE associates with TWAN and NSWO is not available, the UE shall not send XCAP request; and

6)
if the policy on access type used for the XCAP is set to "3GPP accesses preferred, EPC via WLAN IP-CAN as secondary":
A)
the UE shall attempt to obtain a PDP context for XCAP as specified in 3GPP TS 24.008 [x] or a EPS bearer context for XCAP as specified in 3GPP TS 24.301 [y];

B)
if the UE obtains the PDP context for XCAP or the EPS bearer context for XCAP, the UE shall send XCAP requests from an IP address associated with the obtained PDP context for XCAP or the obtained EPS bearer context for XCAP; and

C)
if the UE cannot obtain the PDP context for XCAP or the EPS bearer context for XCAP:

i)
the UE shall attempt to associate with a WLAN as specified in 3GPP TS 24.302 [u] and the UE shall attempt to obtain a PDN connection for XCAP as specified in 3GPP TS 24.302 [u], or 3GPP TS 24.244 [v];
ii) if the UE obtains the PDN connection for XCAP, the UE shall send XCAP requests from an IP address associated with the PDN connection for XCAP; and
iii)
if the UE cannot obtain the PDN connection for XCAP, the UE shall not send XCAP request; and
b)
the UE may support being configured with the policy on access type used for the XCAP using one or more of the following methods: 
a)
the EFXCAPConfigData  file described in 3GPP TS 31.102 [15B];

b)
the EFXCAPConfigData file described in 3GPP TS 31.103 [15A]; and

c)
the AccessForXCAP node of 3GPP TS 24.424 [22].
If the UE is configured with both the AccessForXCAP node of 3GPP TS 24.424 [22] and the EFXCAPConfigData file described in 3GPP TS 31.102 [15B] or 3GPP TS 31.103 [15A], then the EFXCAPConfigData file shall take precedence.

NOTE:
Precedence for files configured on both the USIM and ISIM is defined in 3GPP TS 31.103 [15A].
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B.2
Procedures at the UE

The XCAP connection parameters policy consists of zero or more XCAP connection parameters policy parts.

The XCAP connection parameters policy part consists of an access identifier and an XCAP connection parameters reference. The XCAP connection parameters reference refer to an instance of the <X> interior node specified in OMA-TS-XDM_Core-V1_1-20080627-A [14].

The UE may support the XCAP connection parameters policy.
If the UE supports the XCAP connection parameters policy:

1)
if the UE intends to send an XCAP request using an access identified by an access identifier of a XCAP connection parameters policy part, the UE shall send the XCAP request according to the XCAP connection parameters referenced by the XCAP connection parameters reference of the XCAP connection parameters policy part; and

2)
the UE may support being configured with the XCAP connection parameters policy using one or more of the following methods: 
a)
the EFXCAPConfigData file described in 3GPP TS 31.102 [15BC];

b)
the EFXCAPConfigData file described in 3GPP TS 31.103 [15A]; and 

c)
in the XCAP_conn_params_policy node of 3GPP TS 24.424 [22]
If the UE is configured with both XCAP_conn_params_policy node of 3GPP TS 24.424 [22] and the EFXCAPConfigData file described in 3GPP TS 31.102 [15B] or 3GPP TS 31.103 [15A], then the EFXCAPConfigData file shall take precedence.

NOTE:
Precedence for files configured on both the USIM and ISIM is defined in 3GPP TS 31.103 [15A].


If the UE does not support the XCAP connection parameters policy, in order to manipulate XCAP resources stored on the XCAP server, a UE can be configured with parameters describing a connection to be used for XCAP. Connection parameters can be configured as specified in appendix C in OMA-TS-XDM_Core-V1_1-20080627-A [14].

