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4.X
Provision and handling of local emergency numbers
It is a UE implementation option to support the procedures of this subclause.
If the UE supports the procedures of this subclause and if the Policy indicator in the WLAN provided additional emergency numbers policy IE provided through registration procedures over 3GPP access is set to "MS shall not ignore additional emergency numbers provided via WLAN for detection of emergency calls via 3GPP access ", then the UE shall follow the requirements of this subclause. If the Policy indicator in the WLAN provided additional emergency numbers policy IE provided through registration procedures over 3GPP access is set to "MS ignores additional emergency numbers provided via WLAN" or if the WLAN provided additional emergency numbers policy IE is not provided to the UE, the UE shall ignore the rest of this subclause.
Once the UE has a secure connection to a PLMN through non-3GPP access, the UE can be provided, or can obtain, local emergency numbers in the following ways:-
-
When the UE is connected to a PLMN through trusted non-3GPP access, the local emergency numbers is provided through ANQP, within the ANQP payload. The signalling protocol and methods for use of ANQP is as specified in IEEE 802.11-2012 [57]. See also Annex I.
-
When the UE is connected to a PLMN through untrusted non-3GPP access, local emergency numbers can be provided through DNS query or through EAP-AKA'
Editor's Note: (WID: SEW2-CT, CR#0608): When using DNS to obtain the list of local emergency numbers, the signalling and methods to obtain the local emergency numbers and the structure of the local emergency numbers when using DNS are FFS.

Editor's Note: (WID: SEW2-CT, CR#0608): When using EAP-AKA' to obtain the list of local emergency numbers, the signalling and methods to obtain the local emergency numbers and the structure of the local emergency numbers over EAP-AKA' FFS.

Upon receving the local emergency numbers indicated above:-
-
if the UE is connected to a PLMN through non-3GPP access and also registered to same PLMN through 3GPP access, then
-
if the Policy indicator in the WLAN provided additional emergency numbers policy IE provided through registration procedures over 3GPP access is set to "MS shall not ignore additional emergency numbers provided via WLAN for detection of emergency calls via 3GPP access ", then provide these local emergency numbers to upper layers for the detection of UE initiated emergency call, see 3GPP TS 24.229 [67];
-
if the Policy indicator in the WLAN provided additional emergency numbers policy IE provided through registration procedures over 3GPP access is set to " MS ignores additional emergency numbers provided via WLAN"; or 
-
if the MS ignores additional emergency numbers provided via WLAN IE is not available then do not provide these local emergency numbers to upper layers. or
-
if the UE is connected to a PLMN through non-3GPP access and also registered to another PLMN through 3GPP access, then:-
-
!!!! FFS !!!
Editor's Note: (WID: SEW2-CT, CR#0608): The handling of these local emergency numbers in the case where the PLMN the UE is connected to through non-3GPP access is different from the PLMN UE is registered to over 3GPP access, is FFS.

-
if the UE is connected to a PLMN through non-3GPP access only, then provide these local emergency numbers to upper layers for the detection of UE initiated emergency call, see 3GPP TS 24.229 [67].
The local emergency numbers, received in any of the methods indicated above, shall be deleted at switch off or removal of the USIM.
* * * next change * * * 
Annex I (normative):
Definition of the Emergency Call Number field's contents

I.1
General

The Emergency Call Number field is a variable-length UTF-8 (see RFC 3629 [34]) formatted field. The purpose of this field is to encode emergency number(s) for use within the country where the field is received.

This subclause describes the formating of the Emergency Call Number field used in the Emergency Call Number ANQP-element specified in IEEE 802.11-2012 [57].

I.2
Formating

I.2.1
General

For the purposes of aiding in detection of emergency call number and assigning the emergency type, the Emergency Call Number field can contain an emergency call number and one or more emergency call labels.

The emergency call number and one or more emergency call labels are encoded as a namespace specific strings for the namespace identifier equal to 3gpp (see RFC 5279 [x]). This specification further defines the namespace identifier equal to sos-anqp and parameters. 

I.2.2
ABNF for the urn:3gpp:sos-anqp namespace and its parameters

Table I.2.2-1 contains the ABNF (RCF 2234 [y]) for the urn:3gpp:sos-anqp namespace and its parameters.

EXAMPLE:
urn:3gpp:sos-anqp:100:sos.fire:sos.police

Table I.2.2-1: Syntax of urn:3gpp:sos-anqp
emergency-information
= "urn:3gpp:sos-anqp" *(":" mcc (":" mnc ) 1*(":" number *(":" label )))

mcc






= "mcc" DIGIT DIGIT (DIGIT)


; exactly 2 or 3 digits

mnc






= "mnc" DIGIT DIGIT (DIGIT)


; exactly 2 or 3 digits

label






= "sos" *("." sub-label)

number





= DIGIT*DIGIT







; at least one DIGIT

sub-label




= let-dig [ *let-dig-hyp let-dig ]

let-dig-hyp




= let-dig / "-"

let-dig





= ALPHA / DIGIT

ALPHA






= %x41-5A / %x61-7A





; A-Z / a-z

Editor's note: [WI: SEW2-CT, CR#0599] the 3GPP namespace registry will need to register the sos-anqp NID.
NOTE:
While the syntax of tabel I.2.2-1 allows for many different sub-labels following "sos", when originating an emergency IMS session (see TS 24.229 [67]) based on detecting a match with dialed digits, the SIP INVITE will only contain one of the following service URNs: "urn:service:sos", "urn:service:sos.police", "urn:service:sos.ambulance", "urn:service:sos.fire", "urn:service:sos.marine", "urn:service:sos.mountain".

I.2.3
Semantics

According to the ABNF in table I.2.2-1:

-
"urn:3gpp:sos-anqp" is a valid expression: this expression indicates to the UE to overwrite any previously received list with emergency numbers with an empty list;

-
"urn:3gpp:sos-anqp:mcc222:112:sos.police:sos.ambulance:115:sos.fire" is a valid expression: this expression indicates to the UE that in the country with MCC 222:

1)
112 is an emergency number with category police and ambulance; and

2)
115 is an emergency number with category fire; or

-
"urn:3gpp:sos-anqp:mccXY:mncABC:110" is a valid expression: this expression indicates to the UE that the PLMN with MCC XY and MNC AB, 110 is an emergency number.

* * * end of change * * * 
