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1. Introduction
While services provided by the ESM entity of the CM sublayer are well-focused on the bearer context and PDN connection management (i.e. session management), the services provided by EMM sublayer encompass several independent categories as follows:

· Registration management via the EMM specific procedures;

· Connection management via the EMM connection management procedures;

· Security/identification via the EMM common procedures; and

· Encapsulated/protocol message transport via the EMM connection management procedures.

The MME deals with the RM/CM mainly because it is an access point to the EPC, thus it ensures that the UE is registered to the EPC (RM) and the signalling connection with the UE is valid (CM). Furthermore, as the UE moves around and the change in the registration context becomes necessary, re-registration is triggered. On the other hand, the MME deals with the security procedures because it is the security anchor point, and the reason for the MME’s task of message transport is that the MME has or can have the signalling connection with the UE, thus other entities in the core contact the MME for message transport.

When it comes to 5GS, the skeleton of TR 24.890 currently includes two components: MM and SM. We would like to use the skeleton as the starting point: at least there will be MM sublayer and SM sublayer in the 5GS. Let us denote these sublayers as 5GMM and 5GSM for clarity.

As described earlier, since ESM entity is well-designed to deal with session management only, it seems natural that 5GSM sublayer becomes the successor of the ESM entity/CM sublayer. However, the 5G version of the EMM sublayer requires further consideration.
In short, what needs to be considered in the sublayer design for the successor of the EMM sublayer is one of the general concepts of the 5GS: access dependency minimization. The 5GS architecture is defined with a converged access-agnostic core network with a common AN - CN interface which integrates different 3GPP and non-3GPP access types. With this principle in mind, the reference point between the UE and the AMF, i.e. N1, is decided to be supported irrespective of the access type (3GPP or untrusted non-3GPP) through which the UE is connecting. See the architecture figure below for reference.
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Figure 1: Non-roaming architecture (Figure 4.2.7.2.1-1 of TS 23.501)
Functions performed by MM can now be categorized as follows:

· Common aspects:
· A UE simultaneously connected to the same 5G core network of a PLMN over 3GPP access and non-3GPP access shall be served by a single AMF if the selected N3IWF is located in the same PLMN as the 3GPP access.
· The AMF assigns a single Temporary Identifier to the UE. The Temporary Identifier is assigned upon the first successful registration of the UE, and is valid over any of both 3GPP and Non 3GPP access for the UE.
· N1 NAS signalling over standalone non-3GPP accesses shall be protected with the same security mechanism applied for N1 over a 3GPP access.
· Dedicated RM, CM per access network:
· … the UE is successfully registered to an access (e.g. a 3GPP access or a non-3GPP access respectively) and the UE registers to a second access …

· This implies that the UE can initiate registration via each of the access network.

· The CM states for the UE that successfully registered via non-3GPP access is FFS.

· This implies that there will be dedicated CM for non-3GPP access.
Observation 1: Security, identification aspects are common to both access networks, whereas RM/CM are dedicated to each of the access networks.

With the observation above, we propose:

Proposal 1: To have a dedicated common sublayer, namely N1 sublayer, dealing with security termination and identification.

Furthermore, the N1 sublayer can be used to transport a 5GMM (RM/CM) container, a 5GSM container, and/or an encapsulated message.
Figure 2 shows an overview of the interaction among N1 sublayer, 5GMM sublayer, 5GSM sublayer, and lower layer reflecting observations and proposals made above.
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Figure 2: Interaction among sublayers in L3 and AS layer
2. Reason for Change
The TR should reflect the findings described in the previous section.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890.
* * * First Change * * * *

6
N1 sublayer
6.1
Overview

6.1.1
General
Once an N1 NAS signalling connection is established over the N1 reference point, the UE and the AMF can initiate an N1 elementary procedure by sending an N1 NAS message. The N1 NAS message includes the header, and may or may not include a 5GS mobility management (5GMM) container, or a 5GS session management (5GSM) container, or both. 

The header of the N1 NAS message includes information necessary for the proper routing within the 5GC, i.e. it allows to distinguish whether 5GMM and/or 5GSM container(s) are contained in the N1 NAS message. 5GMM and 5GSM container(s) are carried inside N1 NAS messages, and the purpose of such an N1 NAS message is to deliver a 5GMM or a 5GSM container(s) or both. Furthermore, the N1 NAS messages can also be used to deliver encapsulated messages (e.g. SMS message).

N1 NAS messages sent by the UE are processed in the AMF that is responsible of the header of the N1 NAS messages. If the N1 NAS message contains a 5GMM container, the 5GMM container is handled in the AMF. If the N1 NAS message contains a 5GSM container, the AMF transparently forwards the 5GSM container to the SMF, and the 5GSM container is processed by the SMF. 

On the other hand, a 5GSM container initiated by the SMF is first sent to the AMF which transparently forwards it to the UE in an N1 NAS message. A 5GMM container initiated by the AMF is sent to the UE via an N1 NAS message. 5GMM and 5GSM containers delivered to the UE are processed in the UE.

The N1 reference point between the UE and the AMF is supported in both cases where the UE is accessing the 5GC via 5G-RAN and untrusted non-3GPP access network/N3IWF (see [x] 3GPP TS 23.501). Therefore, irrespective of the type of an access network (5G-RAN or untrusted non-3GPP access network/N3IWF) that the UE is camping in, the UE and the 5GC shall use the same 5GMM or 5GSM container for initiating a certain elementary procedure (e.g. the same registration request for initiating the registration procedure, the same PDU session establishment request for initiating the PDU session establishment procedure).

Editor’s note:
Access network-specific elementary procedures can be identified during the study.
The main function of the N1 sublayer is to support N1 NAS security protection and delivery of 5GMM and 5GSM containers and encapsulated messages.
All the N1 elementary procedures can only be performed if an N1 NAS signalling connection has been established. Else, the N1 sublayer has to initiate the establishment of an N1 NAS signalling connection.

6.1.2
Types of N1 procedures
Depending on how they can be initiated, three types of N1 procedures can be distinguished:

1)
N1 identification procedures
Editor's note: FFS according to the results of the works in SA2.

2)
N1 security procedures
Editor's note: FFS according to the results of the works in SA2 and SA3.

3)
N1 transparent transport procedures:


Initiated by the network and used to carry a 5GMM container, a 5GSM container, and/or an encapsulated message. The procedures belonging to this type are:


Initiated by the network:

-
downlink transparent transport.


Initiated by the UE:

-
uplink transparent transport.
6.1.3
N1 sublayer states

6.1.4
Security

6.2
N1 procedures
6a
Mobility management sublayer
This clause will analyse the mobility management aspects (see 3GPP TS 23.501 [2] subclause 5.3, 5.4 and 3GPP TS 23.502 [3] subclause 4.2).
6a.1
NAS mobility functions in IDLE, INACTIVE and ACTIVE mode

This sub-clause will describe the CT1 relevant aspects of intra-RAT mobility in IDLE, INACTIVE and ACTIVE mode.

6a.2
NAS mobility management procedures

This sub-clause will describe the signalling procedures for NAS mobility management between the UE and the AMF.

7
Session management sublayer
This clause will analyse the session management aspects between the UE and the SMF (see 3GPP TS 23.501 [2] subclause 5.6 and 3GPP TS 23.502 [3] subclause 4.3).
7.1
NAS session management states

This sub-clause will describe CT1 relevant aspects of session management states at the UE and the SMF.

7.2
NAS session management procedures

This sub-clause will describe the signalling procedures for session management between the UE and the SMF.

* * * Next Change * * * *

10
5G System core network impact on services, network functions and capabilities

This clause will describe the impacts on services, network functions and capabilities, e.g., specific services (PWS, SMS over NAS, emergency services, LCS, MPS), access control, security, IMS, QoS, network sharing, congestion and overload control, charging.
10.1
Specific services

10.1.1
Public warning system

This sub-clause will describe the necessary work to support PWS (see 3GPP TS 23.501 [2] subclause 5.16.1 and 3GPP TS 23.502 [3] subclause 4.13.2).

10.1.2
SMS over NAS

This sub-clause will describe the necessary work to support SMS over NAS (see 3GPP TS 23.501 [2] subclause 5.16.2 and 3GPP TS 23.502 [3] subclause 4.13.3).

10.1.3
Emergency services

This sub-clause will describe the necessary work to support emergency services (see 3GPP TS 23.501 [2] subclause 5.16.4 and 3GPP TS 23.502 [3] subclause 4.13.5).

10.1.4
Location services

This sub-clause will describe the necessary work to support LCS (see 3GPP TS 23.501 [2] Annex B and 3GPP TS 23.502 [3] subclause 4.13.7).

10.1.5
Multimedia priority services

This sub-clause will describe the necessary work to support MPS (see 3GPP TS 23.501 [2] subclause 5.16.5 and 3GPP TS 23.502 [3] subclause 4.13.6).

10.2
Access control

This sub-clause will describe the CT1 relevant access control aspects to support 5GS.



10.3
Quality of service

This sub-clause will describe the CT1 relevant QoS aspects to support 5GS (see 3GPP TS 23.501 [2] subclause 5.7).

10.4
IM CN subsystem

This sub-clause will describe the CT1 relevant IMS aspects to support 5GS (see 3GPP TS 23.501 [2] subclause 5.16.3 and 3GPP TS 23.502 [3] subclause 4.13.4).

10.5
Network sharing

This sub-clause will describe the CT1 relevant network sharing aspects to support 5GS (see 3GPP TS 23.501 [2] subclause 5.18).

10.6
Congestion and overload Control

This sub-clause will describe the CT1 relevant congestion and overload control aspects to support 5GS (see 3GPP TS 23.501 [2] subclause 5.19).

10.7
Charging

This sub-clause will describe the CT1 relevant charging aspects to support 5GS.
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