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1. Introduction
This paper attempts to discuss the coordination between 5G MM and 5G SM functions from stage 3 protocol implementation perspective. Based on the dicusssion, it propose to cover the coordination between 5G MM and 5G SM functions into TR 24.890.
2. Reason for Change
2.1 Assumption

In this paper, it assumes that terminologies (including "Registration Management", "Connection Management", "Reachability Management" and "Mobility Management") used in stage 2 are treated as a general terminology "Mobility Management".
In this paper, all 5G SM messages can only be initiated after the NAS security protection was activated.

2.2 General

The 5G System (5GS) architecture reference model defined in TS 23.501 shows that the 5G MM functions and the 5G SM functions are located in different core netwrok control plane (CP) functions: AMF and SMF.
As indicated in TS 23.501, the AMF can provide below functionality:
"-
Transparent proxy for routing SM messages."

The key word "Transparent proxy " means the AMF needs not to intepret and inspect the content of the received SM messages from the UE via N1 interface and then directly forwards it to the SMF via N11 interface, i.e. the SM messages are a "black box" for the AMF.
Stage 2 also described the relationship between the AMF and the SMF in a very high general way in TS 23.501, including:

"-
AMF handles the Registration Management and Connection Management part of NAS signalling exchanged with the UE. SMF handles the Session management part of NAS signalling exchanged with the UE."

"-
RM/CM NAS messages and SM NAS messages and the corresponding procedures are decoupled, so that the NAS routing capabilities inside AMF can easily know if one NAS message should be routed to a SMF, or locally processed in the AMF."

"-
The SMF indicates to AMF when a PDU session has been released.

-
Upon successful PDU session establishment, AMF stores the identification of serving SMF of UE and SMF stores the identification of serving AMF of UE."

From protocol implementation perspective, stage 3 need to study the coordination between 5G MM and 5G SM functions, especailly to evaluate whether the transparent proxy for routing SM messages at AMF can really work or not. As per worked in EPC for coordination between EMM and ESM, it will take stage 2 requrements as well as stage 3 implementation specific aspects into account.
We believe that the funtion separation between the AMF and SMF in 5GS architecture does not mandate the coordination between 5G MM and 5G SM shall be tranparant. We would like to evaluate this based on the current situation in stage 2 on 5GS and the current principle worked in EPS.
2.3 Evaluation on coordination between 5G MM and 5G SM
(1) Whether a 5G SM procedure can be initiated without any 5G MM context?

From below stage 2 description provided in TS 23.502 for PDU Session Establishment procedure, it implies the 5G SM procedure cannot be initiated without 5G MM context. This is the same as in EPS.

"The procedure assumes that the UE has already registered on the AMF thus the AMF has already retrieved the user subscription data from the UDM."

Proposal #1: 5G SM procedure cannot be initiated without any 5G MM context.
(2) Whether the piggybacking of a 5G SM message into a 5G MM message is supported?

From below stage 2 information provided in TS 23.501 and TS 23.502, the door is open for stage 3 to have a decision on this.
"It is possible to transmit an SM NAS message together with an RM/CM NAS message. 

NOTE:
Whether this implies encapsulating the SM NAS message in an RM/CM NAS message or not is FFS and should be defined at stage 3. "

"Editor's note:
The possibility to piggyback a PDU session Establishment request at the same time as sending a Registration request is FFS."

In EPS, the piggybacking of an ESM message into an EMM message was supported and worked very well. Hence, we cannot see any reason that this cannot be supported in 5GS, typically considering the data over NAS will be supported in 5GS as well.

If piggybacking is supported, the AMF needs to handling both the 5G MM procedure and 5G SM procedure in parallel. In the case of the UE piggybacks a PDU Session Establishment Request message into a Registration Request message and the UE wants to provide a DNN to the network during this initial NAS procedure, CT1 needs to study whether the similar way to include an APN in the EPS attach procedure will be followed (DDN cannot be sent without security protection). If yes, the AMF should make sure the NAS security was succesfully activated before forwarding the PDU Session Establishment Request message the SMF.

Proposal #2: Stage 3 support the piggybacking of a 5G SM message into a 5G MM message.
Proposal #3: In case of piggybacking a 5G SM message into an initial 5G MM message, the AMF needs to activate the NAS security protection before forwarding the SM message to the SMF.
(3) Whether a 5G SM procedure can be initiated when there is a ongoing 5G MM procedure?

In EPS, except ESM message piggybacking, all ESM message shall be suspended during ongoing EMM procedures. One of main reason is: the serving CN nodes may be changed during the UE mobility and the ESM message may be routed to a wrong CN node or cannot be handled by CN if an ESM message was sent during the EMM procedure (e.g. TAU with the serving MME and/or S-GW changed). We believe the same limitation should be applied to 5GS as well. This can be decided by stage 3 without any stage 2 inputs.

Proposal #4: Except piggybacking cases, the 5G SM procedure is suspended during ongoing 5G MM procedures
 (4) Whether the results of 5G MM procedure and 5G SM procedure are linked?
From below stage 2 description provided in TS 23.501, one can see the result (success or failure) of 5G MM procedure and 5G SM procedure are decoupled. This is different from EPS due to, e.g., there is no "default PDU session" defined in 5GS.

"-
AMF can decide whether to accept the RM/CM part of a NAS request without being aware of the possibly concatenated SM part of the same NAS signalling contents."

However, for the case of the UE piggybacks a PDU Session Establishment Request message into an initial Registration Request message, CT1 needs to study how to handle the ongoing SM procedure in case of AMF decides to reject the initial registration request. One reasonable handling is: the AMF will abort the ongoing SM procedure if it decides to reject the initial registration request and the UE will abort the ongoing SM procedure if received the reject message from the AMF.
Proposal #5: The results of 5G MM procedure and 5G SM procedure are decoupled
Proposal #6: If the AMF rejects the initial registration request , the AMF and the UE abort the piggybacked SM procedure.
(5) Whether the AMF needs to know the PDU session ID(s)?

From below stage 2 procedural description given in the Registration procedure and the Service Request procedure in TS 23.502, the answer is Yes. 

We believe the PDU session ID for a PDU session takes the similar role as EPS bearer identity for an EPS bearer context. However, in 4G EPC, the EPS bearer identity is a pure ESM IE which is only inlcuded in the ESM message, typically included in the header part of every ESM message. This is a big difference in 5GS. The PDU session ID is a key information of an SM context for a served UE. At least from this point, the UE’s SM context is not tranparant to the AMF.

In Registration procedure:

"If old AMF holds information about active PDU Sessions, the old AMF includes SMF information including SMF identities and PDU session identities."

In Service Request procedure:

"1.
UE to (R)AN: MM NAS Service Request (PDU session ID(s), security parameters, PDU session status)."

"If the Service Request is triggered for user data, the UE includes the PDU session ID(s) in NAS Service Request message to indicate the PDU session(s) that the UE needs to use "

(6) Whether the AMF needs to know the PDU session status?
From below stage 2 procedural description given in the Registration procedure and the Service Request procedure in TS 23.502, the answer is Yes.
This is similar as in EPC in which the EMM sublayer of MME needs to know the EPS bearer contexts status of a UE. The PDU session status is a key information of an SM context for a served UE. At least from this point, the UE’s SM context is not tranparant to the AMF.
In Registration procedure:

"1.
UE to (R)AN: AN message (AN parameters, Registration Request (Registration type, Subscriber Permanent Identifier or Temporary User ID, Security parameters, NSSAI, UE 5GCN Capability, PDU session status))."

"The PDU session status indicates the available (previously established) PDU sessions in the UE."

"The AMF verifies PDU session status from the UE with the available SMF information. In case the AMF has changed the available SMF information has been received from the old AMF. The AMF requests the SMF to release any network resources related to PDU sessions that are not active in the UE.

"22.
AMF to UE: Registration Accept (Temporary User ID, Registration area. Mobility restrictions, PDU session status, NSSAI, Periodic registration update timer).

In Service Request procedure:

"1.
UE to (R)AN: MM NAS Service Request (PDU session ID(s), security parameters, PDU session status)."

"Based on the PDU session status, the AMF may initiate PDU session release procedure if the PDU session is not available in the UE."

Based on above (5) and (6), we could have:

Observation #1: The AMF needs to store related SM contexts (e.g. PDU session ID and PDU session status) per UE.
(7) Whether the AMF needs to know the type of 5G SM messages?

There are three (3) 5G SM procedures (including "PDU Session Establishment", "PDU Session Modification" and "PDU Session Release") described in stage 2 TS 23.502. From protocol implementation perspective, stage 3 need to define three (3) different message types for 5G SM procedures and to include the message type in the header of each 5G SM message.
If following what stage 2 stated that "Transparent proxy for routing SM messages", the AMF cannot read the header of all SM messges and as a result, it cannot know the message type. As a result, the problem is: from above (6), the AMF needs to store the current PDU session status per UE. If the AMF does not know the type of SM message initiated, it cannot update the PDU session status for a UE. During a successful PDU Session Establishment procedure, the AMF will mark the status of the new PDU session as active. During a failed PDU Session Establishment procedure or a PDU Session Release procedure, the AMF will mark the status of PDN session as inactive. One way to achieve this is to define the separate N11 signallings for the SMF to inform the PDU session status for a UE. Obviously, this creates N11 signalling load very much.
As per TS 23.502, the PDU session ID is not included in the Registration Request message. In case of the UE initiates a PDU Session Establishment procedure following the Registration Request message, the UE generates a new PDU Session ID and includes it in the PDU Session Establishment Request message sent to the AMF (e.g. in the header of this message). Upon receipt of this message, the AMF needs firstly to know its message type and if it is a PDU Session Establishment Request message, then the AMF will extract the PDU session ID from this message to perform below action before deciding to forward it to an SMF.
"2.
The AMF determines that the message corresponds to a request for a new PDU Session based on the PDU Session ID that is not used for any existing PDU Session(s) of the UE. The AMF selects an SMF as described in TS 23.501 [2], clause 6.3.2. "

Observation #2: The AMF needs to know the messge type of 5G SM messages before forwarding it to the SMF.
3. Conclusions

Based on discussion given in section 2, the conclusions of this paper include :
Proposal #1: 5G SM procedure cannot be initiated without any 5G MM context.
Proposal #2: Stage 3 support the piggybacking of a 5G SM message into a 5G MM message.
Proposal #3: In case of piggybacking a 5G SM message into an initial 5G MM message, the AMF needs to activate the NAS security protection before forwarding the SM message to the SMF.
Proposal #4: Except piggybacking cases, the 5G SM procedure is suspended during ongoing 5G MM procedures
Proposal #5: The results of 5G MM procedure and 5G SM procedure are decoupled
Proposal #6: If the AMF rejects the initial registration request , the AMF and the UE abort the piggybacked SM procedure.
Observation #1: The AMF needs to store related SM contexts (e.g. PDU session ID and PDU session status) per UE.
Observation #2: The AMF needs to know the messge type of 5G SM messages before forwarding it to the SMF.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890.
* * * First Change * * * *

6
Mobility management
This clause will analyse the mobility management aspects (see 3GPP TS 23.501 [2] subclause 5.3, 5.4 and 3GPP TS 23.502 [3] subclause 4.2).
6.x
Coordination between the protocols for 5G mobility management and 5G session management
A 5G session management (SM) message can be piggybacked in a 5G mobility management (MM) message. To this purpose, the 5G SM messages can be transmitted in an information element in the 5G MM messages. In this case, the UE, the AMF and the SMF execute the 5G MM procedure and the 5G SM procedure in parallel. In the case of a 5G SM message is piggybacked in an initial 5G MM message, the AMF sends the 5G SM message to the SMF after the secure exchange of NAS messages was established between the AMF and the UE. The success of the 5G MM procedure is not dependent on the success of piggybacked 5G SM procedure. In the case of a 5G SM procedure is piggybacked in an initial Registration procedure, if the initial Registration procedure fails, the SM procedure also fails.
Except for piggybacking in an initial Registration procedure, the UE can only initiate the 5G SM procedure when there is a 5G MM context established at the UE and the AMF can only proceed the 5G SM procedure initiated by the SMF when there is a 5G MM context established at the AMF.
Except for piggybacking in a 5G MM procedure, during 5G MM procedures the UE and the AMF shall suspend the transmission of 5G SM messages.
Editor's note: Which type of procedure will be included as 5G MM procedure is FFS.
* * * End of Change * * * *

