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1. Introduction
This P-CR creates the MCData CF procedures for SDS via the signalling plane.
2. Reason for Change
This P-CR creates the MCData CF procedures for SDS via the signalling plane.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.282 version 0.2.0
* * * Begin Changes * * * *

9.2.2.4.1
Originating controlling MCData function procedures

This subclause describes the procedures for sending a SIP MESSAGE from the controlling MCData function and is initiated by the controlling MCData function as a result of an action in subclause 9.2.2.4.2.
The controlling MCData function:

1)
shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)
shall include an Accept-Contact header field containing the g.3gpp.mcdata.sds media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6] in the outgoing SIP MESSAGE request;

3)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" along with parameters "require" and "explicit" according to IETF RFC 3841 [6] ] in the outgoing SIP MESSAGE request;
4)
shall copy the following MIME bodies in the received SIP MESSAGE request into the outgoing SIP MESSAGE request by following the guidelines in subclause 6.x:

a)
application/vnd.3gpp.mcdata-info+xml MIME bodyl

b)
application/vnd.3gpp.mcdata-signalling MIME body; and
c)
application/vnd.3gpp.mcdata-payload MIME body
5)
in the application/vnd.3gpp.mcdata-info+xml MIME body:
a)
shall set the <mcdata-request-uri> element set to the MCData ID of the terminating user; and

b)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP MESSAGE request was set to a value of "group-sds", shall set the the <mcdata-calling-group-id> element to the group identity;
6)
shall set the Request-URI to the public service identity of the terminating participating MCData function associated to the MCData user to be invited;
7)
shall copy the public user identity of the calling MCData user from the P-Asserted-Identity header field of the incoming SIP MESSAGE request into the P-Asserted-Identity header field of the outgoing SIP MESSAGE request;
8)
shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"; and
9)
shall send the SIP MESSAGE request according to according to rules and procedures of 3GPP TS 24.229 [4].
9.2.2.4.2
Terminating controlling MCData function procedures

Upon receipt of a "SIP MESSAGE request for standalone SDS for controlling MCData function", the controlling MCData function:
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
2)
if the SIP MESSAGE does not contain

a)
an application/vnd.3gpp.mcdata-info+xml MIME body;

b)
an application/vnd.3gpp.mcdata-signalling MIME body; and
c)
an application/vnd.3gpp.mcdata-payload MIME body;
shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "1xx expected MIME bodies not in the request" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;
3)
shall decode the contents of the application/vnd.3gpp.mcdata-signalling MIME body contained in the SIP MESSAGE;

4)
if the application/vnd.3gpp.mcdata-signalling MIME body contains a SDS SIGNALLING PAYLOAD message with a SDS disposition request type IE, shall store the value of the Conversation ID IE and the value of the Message ID IE in the SDS SIGNALLING PAYLOAD message;

NOTE:
The controlling MCData function uses the Conversation ID and Message ID for correlation with disposition notifications.

5)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is set to a value of "one-to-one-sds" and the SIP MESSAGE request:

a)
does not contain an application/resource-lists MIME body or contains an application/resource-lists MIME body with more than one <entry> element, shall return a SIP 403 (Forbidden) response with the warning text set to "1xx unable to determine targeted user for one-to-one SDS" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below; and 

b)
contains an application/resource-lists MIME body with exactly one <entry> element, shall send a SIP MESSAGE request to the MCData user identified in the <entry> element of the MIME body, as specified in subclause 9.2.2.4.1;
6)
if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is set to a value of "group-sds":

a)
shall retrieve the group document associated with the group identity in the SIP MESSAGE request by following the procedures in subclause 6.3.x, and shall continue with the remaining steps if the procedures in subclause 6.3.x were successful;
b)
if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "1xx group is disabled" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;

c)
if the <list> element of the <list-service> element in the group document does not contain an <entry> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIMEbody  in the SIP MESSAGE request, shall send a SIP 403 (Forbidden) response with the warning text set to "1xx user is not part of the MCData group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;
d)
if the <list-service> element contains a<mcdata-allow-short-data-service> element in the group document set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to "1xx short data service not allowed for this group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;
e)
if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", shall send a SIP 488 (Not Acceptable) response with the warning text set to "1xx SDS services not enabled for this group" in a Warning header field as specified in subclause 4.x and shall not continue with the rest of the steps;
f)
if the MCData server group SDS procedures in subclause 11.1 indicate that the user identified by the MCData ID:

i)
is not allowed to initiate group MCData communications on this group identity, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response, with warning text set to "1xx user not authorised to transmit data on this group identity" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause; and
ii)
is not allowed to initiate group MCData communications on this group identity due to message size, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "1xx user not authorised for MCData communications on this group identity due to message size" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;
Editor's Note: Bullet g) below is subject to modification based upon potential clarifications in SA6.
g)
if the MCData server group SDS procedures in subclause 11.2 indicate that the user identified by the MCData ID:

i)
is not allowed to initiate group SDS MCData communications via the signalling plane due to exceeding auto-send size, shall reject the SIP MESSAGE request by sending a SIP 403 (Forbidden) response with the warning text set to "1xx data size greater than auto-send size" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause; and
ii)
is not allowed to initiate group SDS MCData communications via the signalling plane due to exceeding auto-receive size, shall reject the SIP MESSAGE request by sending a SIP 403 (Forbidden) response with the warning text set to "1xx data size greater than auto-receive size" in a Warning header field as specified in subclause 4.x, and shall not continue with the rest of the steps in this subclause;
h)
the originating user identified by the MCData ID is not affiliated to the group identity contained in the SIP MESSAGE request, as specified in subclause 6.x.x, shall return a SIP 403 (Forbidden) response with the warning text set to "1xx user is not affiliated to this group" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below;
Editor's Note: Check for affiliation and affiliation procedures still need to be provided. 
j)
shall determine targeted group members for MCData communications by following the procedures in subclause 6.3.y; 
k)
if the procedures in subclause 6.3.y result in no affiliated members found in the selected MCData group, shall return a SIP 403 (Forbidden) response with the warning text set to "1xx no users are affiliated to this group" in a Warning header field as specified in subclause 4.x, and skip the rest of the steps below; and
l)
shall send SIP MESSAGE requests to the targeted group members identified in step j) above by following the procedure in subclause 9.2.2.4.1;
7)
shall generate a SIP 202 (Accepted) response in response to the "SIP MESSAGE request for standalone SDS for controlling MCData function"; and 
8)
shall send the SIP 202 (Accepted) response towards the originating participating MCData function according to 3GPP TS 24.229 [5].
* * * End Changes * * * *

