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1. Introduction

In CT#75, CT approved the new Rel-15 work item on CT aspects on 5G System – Phase 1 [1].
In addition, RAN2 has discussed an access control mechanism for NR and provided some preliminary agreements and considerations on the access control mechanism for NR to CT1 [2]. 
This paper aims at discussing the feasibility and CT1 impacts of the access control mechanism for 5G System considered by RAN2.

2. Discussion

2.1 Unified access barring mechanism for NR
In the RAN2’s LS [2], RAN2 agreed: 

· to aim to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE

· that the unified access barring mechanism needs to be forward compatible in order to cope with future use cases/scenarios
· to aim to specify an access barring mechanism for NR that is applicable for all RRC states in NR
E-UTRAN has various access control mechanisms to control accesses from different services, applications and devices (i.e. ACB, ACB skip, SSAC, EAB and ACDC). Different mechanisms make UE complexity higher and increase signalling overhead in system information. Therefore, RAN2 considers one unified access barring mechanism for 5G System that can cover all the cases and scenarios defined in E-UTRAN.
From UE and network point of view, it is clear that if possible, one access control mechanism which can cover all the cases and scenarios for 5G System is highly desirable.
Observation 1: if possible, one access control mechanism which can cover all the cases and scenarios for 5G System is highly desirable.
In the RAN2’s LS [2], RAN2 wanted to specify an access barring mechanism for NR that is applicable for all RRC states in NR.
Currently, RRC_IDLE, RRC_INACTIVE and RRC_ACTIVE have been discussed in RAN2 and SA2. From NAS point of view, RRC_INACTIVE and RRC_ACTIVE are the CONNECTED mode (CM-CONNECTED). For the legacy access control mechanisms, most of the mechanisms are applied in only IDLE mode except, SSAC according to the stage 1 requirements. So, whether the access control is applied in both IDLE and CONNECTED mode should be discussed with full scenarios/use cases and be made the decision in SA1 first.
Observation 2: Whether the access control is applied in both IDLE and CONNECTED mode should be discussed and be made the decision in SA1.
2.2 “Access category” concept of the access control mechanism for 5G System
In the RAN2’s LS [2], RAN2 also considers a framework where the each access attempt is mapped onto an “access category” based on e.g.: 
-
the application triggering the access
-
services (e.g. MMTEL voice, MMTEL video, SMS)

-
call types (e.g. emergency access, high priority access)

-
device/subscription indicators (e.g. low priority UEs)

-
signalling procedure(s) (e.g. NAS procedures, RRC procedures)
-
etc.
The access barring parameters broadcast by the RAN would be “access category” specific (but agnostic to applications, services, call types …). The UE performs the subsequent access barring check taking only the above-mentioned “access category” into account. In other words, the access barring check and the corresponding barring parameters are unified.
In this approach, it is assumed that the network broadcasts the access barring parameters on the “access category” basis and the upper layer(s) determines an access category based on some criteria above and provides it to RRC. Then, the RRC performs the access barring check based on the corresponding access category.
Considering the legacy access control mechanisms, 
(1) Specific services (e.g. MMTEL voice, MMTEL video, SMS) and call types can be mapped onto a specific access category by NAS. 
(2) For signalling procedure(s), NAS procedures can be mapped onto a specific access category by NAS and RRC procedures can be mapped onto a specific access category by RRC independently. NAS procedures can be generally divided into mobility management and session management procedures and the session management procedures are usually performed in connected mode. In the legacy access control mechanisms, most of the mechanisms are applied in only IDLE mode except, SSAC according to the stage 1 requirements. So, whether the access control is applied for the whole procedures or applied for the only some procedures should be discussed in SA1 as well.
(3) For device/subscription indicators, “low priority” indicator and “delay tolerant” RRC establishment cause have been used for congestion control and overload control in E-UTRAN. For 5G system, they can be used for access control and can be mapped onto a specific access category by NAS.
(4) Regarding general applications and services, they can be also mapped onto an access category by NAS based on some related information (e.g. App-ID or APN) from the upper layer(s).

(5) For applying other criteria for access category, they can be further discussed but this should be done based on the stage 1 requirement.
To fulfil this unified access control framework with access category, it would be a reasonable approach that some access attempts would be mapped onto a specific (common) access category while other access attempts would be mapped onto a general access category. So, a specific (common) access category can be handled in all UEs and networks in the same manner but a general access category can be handled differently in UEs and networks. The detailed mechanisms can be made based on the clear stage 1 requirements.
Obviously, the feedback and requirements from SA1 need to be provided and considered about this issue. 
Therefore, it seems that the upper layer(s) is able to identify the access attempt which can be mapped onto a corresponding access category but the detailed mechanism should be further investigated and discussed in CT1 based on the clear stage 1 requirements.

Proposal 1: For high-level principle point of view, it seems that the upper layer(s) is able to identify the access attempt which can be mapped onto a corresponding access category but the detailed mechanism should be further investigated and discussed in CT1 based on the clear stage 1 requirements.
2.3 RAN2’s questions about CT1 aspects on the access control mechanism 
In the RAN2’s LS [2], RAN2 asked some questions to CT1:
1. Whether it is possible for upper layer (application layer or Non-Access Stratum) to correctly identify each access attempt so that it can be mapped onto a corresponding access category
2. Whether determination of access categories can have the same meaning regardless of different network operators, i.e., standardized values. However, definition of operator-specific access categories in addition to the standardized ones may be further discussed.
3. The feasibility of applying this unified access barring mechanism in network slices scenario.
Regarding Q1, as we analysed above, the upper layer(s) is able to identify the access attempt which can be mapped onto a corresponding access category but the detailed mechanism should be further investigated and discussed in CT1.
Regarding Q2, some common or specific access categories can have the same meaning regardless of different network operators while other general access categories can have the different meaning among different network operators. How to handle the operator-specific access categories and the standardized ones should be discussed in SA1 rather than CT1.
Regarding Q3, the network slicing aspect has been discussed in SA2 to fulfil the stage1 requirement. According to the current stage 2 requirements, the followings have been captured in TS 23.501:

· A single UE can simultaneously be served by one or more Network Slice instances via a 5G-AN. 

· An S-NSSAI (Single Network Slice Selection Assistance information) identifies a Network Slice.

· The S-NSSAI can have standard values or PLMN-specific values.

· The NSSAI is a collection of S-NSSAIs (Single Network Slice Selection Assistance Information). Each S-NSSAI assists the network in selecting a particular Network Slice Instance.

· A UE can be configured by the HPLMN with NSSAI. When a UE Registers with a PLMN, the UE shall provide to the network in RRC and NAS layer either the Configured-NSSAI, the Accepted NSSAI or sub-set of those, if stored in the UE.

· The NSSAI is used to select the AMF, whereas, the S-NSSAI is used to assist the selection of a Network Slice instance.

So far, SA2 has a consensus that the UE is not aware of the network slice to which the UE is associated or connected. The network decides the network slice to which the UE is associated or connected based on the NSSAI information provided by the UE. However, there should be requirements on access control per network slice to be discussed in SA1.
Therefore, the feasibility of applying the unified access barring mechanism in network slicing scenarios should be investigated in SA1 (or in SA1 with SA2) first.
Proposal 2: To specify the access control for 5G System in CT1, there should be the related requirements in SA1. So, CT1 can provide some high-level feedback about Q1 for RAN2 for the present, while SA1 can provide the feedback about Q2 and Q3 for RAN2 with their requirements. 
3. Conclusion

In summary, it proposes CT1 to discuss the following observations and to adopt the proposal below as a way forward.
Observation 1: if possible, one access control mechanism which can cover all the cases and scenarios for 5G System is highly desirable.
Observation 2: Whether the access control is applied in both IDLE and CONNECTED mode should be discussed and be made the decision in SA1.

Proposal 1: For high-level principle point of view, it seems that the upper layer(s) is able to identify the access attempt which can be mapped onto a corresponding access category but the detailed mechanism should be further investigated and discussed in CT1 based on the clear stage 1 requirements. 
Proposal 2: To specify the access control for 5G System in CT1, there should be the related requirements in SA1. So, CT1 can provide some high-level feedback about Q1 for RAN2 for the present, while SA1 can provide the feedback about Q2 and Q3 for RAN2 with their requirements. 
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