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1. Introduction

The contribution introduces media plane procedures for on-network standalone SDS over media plane – CF procedures.
2. Reason for Change

Requirements and procedures in 3GPP TS 23.582
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.582 v0.2.0.

* * * First Change * * * *

6.3.1
Standalone SDS via media plane

Editor's note: The procedures in this subclause are preliminary and will require updates.

6.3.1.1
General


The MCData Controlling Function plays a key role in anchoring the media between the otiginating MCData client and the terminating MCData client. Hence MCData Controlling Function maintains a MSRP session with all the active MCData clients.

The procedures in subclause 6.3.1.2 and subclause 6.3.1.3 are applicable for both, one-to-one and group standalone SDS using media plane.
6.3.1.2
Establishing MSRP session





6.3.1.2.1
MSRP session establishment with Originating MCData Client

To establish the MSRP connection with the Origianting MCData Client, the MCData CF perfroms below procedures:
1.
shall act as an MSRP client and establishing TLS connection according to the rules and procedures as described in IETF RFC 4975 [p];

2.
shall act as an MSRP client to send MSRP SEND requests according to the rules and procedures described in IETF RFC 6135 [q];
3.
shall act as an "passive" endpoint according to the rules and procedures described in IETF RFC 6135 [q]; 

4.
shall establish the MSRP connection with each MCData client identified in the 3GPP TS 24.282 [r] subclause 9.2.3.4, according to the rules and procedures described in IETF RFC 6135 [q];
5.
as a passive endpoint, shall wait for MSRP SEND request on established MSRP connection, to bind the MSRP connection to the MSRP session according to the rules and procedures of IETF RFC 4975 [p] and IETF RFC 6135 [q].

6.3.1.2.2
MSRP session establishment with Terminating MCData Client

To establish the MSRP connection with the Terminating MCData Client, the MCData CF perfroms below procedures:
1.
shall act as an MSRP client and establishing TLS connection according to the rules and procedures as described in IETF RFC 4975 [p];

2.
shall act as an MSRP client to send MSRP SEND requests according to the rules and procedures described in IETF RFC 6135 [q];
3.
shall act as an "actpass" endpoint according to the rules and procedures described in IETF RFC 6135 [q]; 

4.
shall establish the MSRP connection with each MCData client identified in the 3GPP TS 24.282 [r] subclause 9.2.3.4, according to the rules and procedures described in IETF RFC 6135 [q];
5.
as a active endpoint, shall send a empty MSRP SEND request on each established MSRP connection, to bind the MSRP connection to the MSRP session according to the rules and procedures of IETF RFC 4975 [p] and IETF RFC 6135 [q].

6.3.1.3
Handling of received MSRP messages

Upon receiving a MSRP SEND request from the originating Participating Function, the Controlling function:

1.
shall generate and send a MSRP 200 response for the received MSRP SEND request to the originating Participating Function, according to the rules and procedures of IETF RFC 4975 [p]; and

2.
shall forward the received MSRP SEND request to each MCData client with which a successful MSRP connection was established in subclause 9.2.3.4, according to the rules and procedures of IETF RFC 4975 [p]. Following clarifications apply to the generated MSRP SEND request:
a.
shall modify the To-Path header according to the MSRP URI received in the answer SDP from the MCData client in accordance with rules and procedures of IETF RFC 4975 [p];
b.
shall modify the From-Path header to the MCData Controlling Function’s own MSRP URI, according to the rules and procedures of IETF RFC 4975 [p];

Editor's Note: SDS Signalling payload shall be p2p protected based on configuration, which will be achieved using MSRP over TLS. Further clarification on use to TLS, if any, is FFS
Editor's Note: SDS Data payload shall be e2e protected if needed, which will be achieved using the e2e encryption mechanisms which are FFS.
