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BACKGROUND

In the past two years, approximately 90% of U.S. consumers received calls from individuals attempting to commit some type of robocalling fraud.  This has led to 1.4 million complaints to the FCC. 
Prior to the formation of the FCC Robocalling Strike Force, several entrepreneurs tested and offered different ideas and implementations to alleviate the robocalling problem. The industry has acknowledged there is no single lasting solution to the problem.  Despite the innovation and variety of approaches tested, most of the same solution providers agree that a solid and enhanced identity delivery service should be at the core of any solution. Eighty-eight [88] percent of consumers indicate they will answer a call if the displayed name of the caller were reliable. 

To empower the consumer, the first step is to adopt a service such as eCNAM that integrates reliable identity information with the intelligence of reputation and risk analytics.  Consumers are in no position to do online research for every incoming call they receive. Therefore, consumers need eCNAM to be the vehicle that brings together the information they need. The proposed eCNAM service will:

· Deliver an untruncated name,
· Deliver a basic set of data elements (e.g., name, call category), and
· Relay the results of analytics – if applicable - to the user in a human readable format and with simple semantics. 

The content and the format of the results are determined by the carrier and its partners, based on the user subscription.
SA1 has defined service requirements for eCNAM in TS 22.173.

SERVICE OVERVIEW
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1. SIP Invite sent to eCNAM subscriber.
2. Network element designated by carrier (e.g., AS) checks subscriber’s profile for proper handling.

3. The eCNAM service logic will retrieve additional data elements associated with the verified calling number from authoritative telecom sources and potential analytics sources. Examples of such data elements include an address, type of business or postal code.
a. Some of the queries are private queries (outside scope of proposed work).
b. eCNAM does not require any changes or extensions to the Call-Info header format.
4. At the AS, data is aggregated, formatted and transmitted to the UE.
a. Extended name is placed in display-name field.  

b. Additional data is placed in Call-Info headers.
c. The eCNAM service presentation and delivery of the name and additional data will align with the presentation status of the calling number in the Privacy header; i.e., no data will be delivered for anonymous calling numbers.
PROPOSAL
Agree the WID in document C1-17xxxx. 

Specify protocols to fulfill the SA1 requirements including the capabilities described in the above steps 2-4.
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