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1. Introduction
This P-CR updates the MCData SDS client procedures.
2. Reason for Change
This P-CR updates the MCData SDS client procedures in the following way:

-
add more detail on how the MCData client handles SDS messages with or without disposition request, in line with the proposed TLV MCData signalling protocol and TLV MCData payload protocol.

-
move the detail of building the SIP MESSAGE into a generic subclause

-
remove the ability to send an optional set of users with a group-id within a group standalone SDS request. This functionality has been queried by SA6 to SA1 in S6-170204,  and it is the understanding that SA6 will remove this functionality in line with the LS in S1-171443 (S6-170213) from SA1.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.282 version 0.2.0
* * * Begin Changes * * * *

9.2.1.2
Handling of received SDS messages with or without disposition requests

When a MCData client has received a SIP request containing:

-
an application/vnd.3gpp.mcdata-signalling MIME body as specified in subclause E.1; and
-
an application/vnd.3gpp.mcdata-payload MIME body as specified in subclause E.2
the MCData Client:
1)
shall decode the contents of the application/vnd.3gpp.mcdata-signalling MIME body;
2)
shall decode the contents of the application/vnd.3gpp.mcdata-payload MIME body;
3)
if the SDS SIGNALLING PAYLOAD message contains a new Conversation ID, shall instantiate a new conversation with the Message ID in the SDS SIGNALLING PAYLOAD identifying the first message in the conversation thread;

4)
if the SDS SIGNALLING PAYLOAD message contains an existing Conversation ID and:

a)
if the SDS SIGNALLING PAYLOAD message does not contain an InReplyTo Message ID, shall use the Message ID in the SDS SIGNALLING PAYLOAD to identify a new message in the existing conversation thread; and
b)
if the SDS SIGNALLING PAYLOAD message contains an InReplyTo Message ID, shall associate the message to an existing message in the conversation thread as identified by the Message ID in the SDS SIGNALLING PAYLOAD;
5)
shall identify the number of Payload IEs  in the DATA PAYLOAD message from the Number of Payloads IE in the DATA PAYLOAD message;
6)
if the SDS SIGNALLING PAYLOAD message does not contain an Application identifier IE:

a)
shall determine that the payload contained in the DATA PAYLOAD message is for user consumption 
b)
may notify the MCData user; and
c)
shall render the contents of the Payload IE(s) to the MCData user; and
7)
if the SDS SIGNALLING PAYLOAD message contains an Application identifier IE:

a)
shall determine that the payload contained in the DATA PAYLOAD message is not for user consumption,
b)
shall not notify the MCData user;
c)
if the Application identifier value is unknown, shall discard the SDS message; and
d)
if the Application identifier value is known, shall deliver the contents of the Payload IE(s) to the identified application;





NOTE 1:
The actions taken when the payload contains application data not meant for user consumption or contains command instructions are based upon the contents of the payload. If thepayload content is addressed to a non-MCData application that is not running, the MCData client starts the local non-MCData application and delivers the payload to that application.

NOTE 2:
User consent is not required before accepting the data.
8)
may store the message payload in local storage along with the Conversation ID, Message ID, InReplyTo Message ID and Date and Time;
9)
if the received SDS SIGNALLING PAYLOAD message contains a SDS disposition request type IE  shall follow the procedures in subclause 12.2.1.1;



* * * Next Change * * * *
9.2.2.2
MCData client procedures
9.2.2.2.1
MCData client originating procedures

Editor's Note: Security related aspects (e.g. encryption of payload and signalling data and delivery of the encryption key) will need to be added to this subclause or reference to another subclause.

The MCData client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6] with the clarifications given below.

The MCData client:
1)
shall build the SIP MESSAGE request as specified in subclause 6.2.4.1;






2)
shall follow the rules specified in subclause 6.x for the handling of MIME bodies in a SIP message when processing the remaining steps in this subclause;
3)
if a one-to-one standalone SDS message is to be sent:

a)
shall insert in the SIP MESSAGE request an application/resource-lists+xml MIME body with the MCData ID of the target MCData user, according to rules and procedures of IETF RFC 4826 [9]; and

b)
shall insert in the SIP MESSAGE request an application/vnd.3gpp.mcdata-info+xml MIME body with a <request-type> element set to a value of "one-to-one-sds";
4)
if a group standalone SDS message is to be sent, 
shall insert in the SIP MESSAGE request an application/vnd.3gpp.mcdata-info+xml MIME body with:

a)
the <request-type> element set to a value of "group-sds";
b)
the <mcdata-request-uri> element set to the MCData group identity; and
c)
the <mcdata-client-id> element set to the MCData client ID of the originating MCData client; and

5)
shall generate a standalone SDS message as specified in subclause 6.2.2.1; and


6)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [5].

* * * End Changes * * * *

