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***** First change *****
5.1.2A.1.6
Abnormal cases
In the event the UE receives a 504 (Server Time-out) response containing:

1)
a P-Asserted-Identity header field set to a value equal to a URI:

a)
from the Service-Route header field value received during registration; or

b)
from the Path header field value received during registration; and

NOTE 1:
If there are multiple registration flows associated with the registration, then the UE has received from the P-CSCF during registration multiple sets of Path header field and Service-Route header field values. The Path header field value and Service-Route header field value corresponding to the flow on which the 504 (Server Time-out) response was received are checked.
2)
a Content-Type header field set according to subclause 7.6 (i.e. "application/3gpp-ims+xml"), independent of the value or presence of the Content-Disposition header field, independent of the value or presence of Content-Disposition parameters,

then the following treatment is applied:

a)
if the 504 (Server Time-out) response includes an IM CN subsystem XML body as described in subclause 7.6 with the <ims-3gpp> element, including a version attribute, with the <alternative-service> child element:

A)
with the <type> child element set to "restoration" (see table 7.6.2); and

B)
with the <action> child element set to "initial-registration" (see table 7.6.3);


then the UE:

-
shall initiate S-CSCF restoration procedures by performing an initial registration as specified in subclause 5.1.1.2; and

-
may provide an indication to the user based on the text string contained in the <reason> child element of the <alternative-service> child element of the <ims-3gpp> element.

NOTE 2:
If the UE has discovered multiple P-CSCF addresses and has information that the P-CSCF was unable to forward the request resulting in sending back the 504 (Server Time-out) response, when starting the initial registration it is appropriate for the UE to select a P-CSCF address different from the one used for the registration binding on which the 504 (Server Time-out) response was received.
When sending a request from a contact address that has been previously registered (or via a registration flow if the multiple registration mechanism is used) which is bound to a public user identity by registration which used a P-CSCF address, and:

-
if timer F expires in the "Trying" state of non-INVITE client transaction as described in IETF RFC 3261 [26];

-
if a fatal transport error is reported by the transport layer in the "Trying" state of non-INVITE client transaction as described in IETF RFC 3261 [26];

-
if timer B expires in the "Calling" state of INVITE client transaction as described in IETF RFC 6026 [163]; or

-
if a fatal transport error is reported by the transport layer in "Calling" state of INVITE client transaction as described in IETF RFC 6026 [163];

then the UE shall:

1)
if the multiple registration mechanism is not used:

A)
consider the contact address as not bound to any public user identity;

B)
void; and
C)
initiate an initial registration as specified in subclause 5.1.1.2 using a P-CSCF different than the P-CSCF using which the contact address was registered; and

2)
if the multiple registration mechanism is used, declare the registration flow dead as defined in RFC 5626 [92] and remove the P-CSCF address from the list of P-CSCF addresses discovered during the procedures described in subclause 9.2.1.

NOTE 3:
When a fatal transport error occurs, further steps might be necessary to restore the transport layer, possibly including re-establishment of an IP-CAN bearer.

