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1. Introduction
It was observed that EMM cause value #15 (No suitable cells in tracking area) is used very often in the field. For many cases in which the network decides to reject the UE’s request due to reasons other than any standardized reject causes, but to avoid the abnormal case handling at UE side, #15 is used by the network. One reason for #15 used very often is that it can conduct the UE to move out of the current forbidden TA and also to attempt to re-obtain services in other neighbor TAs and LAs immediately. This is a simple and feasible way for the network to perform a location area based access control. These rejection cases are varied in the field, some of them are temporary and some of them are semi-permanent. However, from UE perspective, it is not aware of these varied rejection cases and hence the UE’s behaviour is the same.
This discussion paper attempts to analyze the potential problems for existing handling for EMM cause #15 and to seek feasible enhancement on it.

2. Discussion
Upon receipt of EMM cause #15, the UE will perform below typical actions:
(1) The UE shall store the current TAI in the list of "forbidden tracking areas for roaming" and shall remove the current TAI from the stored TAI list if present.
(2) The UE shall search for a suitable cell in another tracking area or in another location area.
For (1), once a TAI was stored in the lists of "forbidden tracking areas for roaming", it is only erased when the UE is switched off or when the UICC containing the USIM is removed, and periodically (with a period in the range 12 to 24 hours). This does mean the UE cannot re-obtain any services (except emergency services) in this TA for very long time (at least 12h and up to 24h if no switch-off and no USIM removal). In case of the network uses #15 just to temporarily reject the request from the UE due to, e.g. short-time M&O for a forbidden TA, and the UE is allowed to obtain services in this forbidden TA again after short time elapsed (e.g. up to 15m), the current UE behaviour cannot meet this requirement.
For (2), it is likely that the current TA is the only available TA and no other available TA and LA can be selected by the UE, e.g. the UE is located in the central of current TA without any overlapped coverage with other TAs and LAs. In this situation, the UE also cannot re-obtain any services (except emergency services) for very long time (based on the UE mobility range and speed). In case of the network uses #15 just to temporarily reject the request from the UE due to, e.g. short-time M&O for a forbidden TA, and the UE is allowed to obtain services in this forbidden TA again after short time elapsed (e.g. up to 15m), the current UE behaviour cannot meet this requirement.
One may argue that the network can reject UE’s request with EMM cause #22 (Congestion) and provide a back-off timer T3346 value to the UE. However, as per specification, the UE will not store the current TA in the list of "forbidden tracking areas for roaming" and hence the UE can still normal camp on the current serving cell. In case of there are other suitable cells in the neighbor TAs or LAs, this will delay the UE to re-obtain services. Another big drawback is: it prevents the UE’s access in 2G/3G as well.
After going through all other EMM causes defined in the specification, no EMM cause can meet this requirement.

The above discussion can apply to 2G/3G as well.
3. Proposal
One feasible way is to enhance the existing handling for #15 if the network decides to use #15 for many varied rejection cases (including temporary and semi-permanent). Based on local configuration and operator policies, the network clearly knows whether the current rejection is for temporary and semi-permanent cause when it decides to use #15. Hence, the network can provide additional rejection information together with #15 to the UE. 
There are two alternatives to provide additional rejection information together with #15:

(1) For temporary rejection, the network provides a specific back-off timer value for the current forbidden TA.
(2) For temporary rejection, to re-use existing extended EMM cause IE to provide a temporary rejection indication.
At the UE side, for Alt #1, the UE will:

· temporary store the current TAI in the list of "forbidden tracking areas for roaming" and start an EMM back-off timer with value provided by the network for this TA;

· search for a suitable cell in another tracking area or in another location area;

· remove this TA from forbidden TA list when this back-off timer expires or is stopped; and
· if the timer value indicates zero or deactivated, or NAS reject message is not integrity protected, the legacy handling will apply.

At the UE side, for Alt #2, the UE will:

· temporary store the current TAI in the list of "forbidden tracking areas for roaming" and start an implementation dependent timer for this TA;
· search for a suitable cell in another tracking area or in another location area;

· remove this TA from forbidden TA list when this implementation dependent timer expires or is stopped; and

· if other values than temporary rejection indication included in the extended EMM cause IE, the legacy handling will apply.

For rejection cases other than temporary rejection, the legacy handling will apply, i.e. the network will not provide any additional rejection information together with #15 to the UE.
The drawback of Alt #2 is the mismatch of back-off time for the forbidden TA between the UE implementation dependent timer and the network temporary rejection. Hence Alt #1 is preferred.

4. Proposal
It proposes CT1 to discuss the issue and proposed solutions in this paper. Once CT1 decide to resolve this issue and a solution is preferred, we would be volunteer to provide CR for either Alt #1 or Alt #2 presented in section 3 in the next CT1 meeting.

