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	Reason for change:
	In 23.167, Annex J.2, SA2 has introduced (through S2-166858) the following requirement on UE to store up to ten local emergency numbers.
-
The list of downloaded emergency numbers shall be deleted at country change. The mobile equipment shall be able to store up to ten local emergency numbers received from the network.

C1-170625 provided an analysis and proposed ways to meet the above Stage 2 requirements and this CR is to enact the discussed proposals. In particular, the proposed changes are that:-

-
there be only one Local Emergency Numbers List in the UE regardless if whether those local emergency numbers are provided by NW over 3GPP access or non-3GPP access.

-
the format of the Local Emergency Numbers List provided over non-3GPP access is the same format as that provided over 3GPP access.

-
the local emergency numbers stored in the UE is valid in the networks of the country where the Local Emergency Numbers List was provided.



	
	

	Summary of change:
	1.
A new subclause is introduced to specify the provisioning and handling of the list of local emergency numbers.

2.
The Local Emergency Numbers List is carried in the ANQP payload (when provided through ANQP) and its format is set to same as that in 24.008.



	
	

	Consequences if not approved:
	The Local Emergency Numbers List will not be available over non-3GPP access and its usability and handling will not be defined.
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	Other comments:
	


* * * first change * * * 
4.X
Provision and handling of local emergency numbers list
Once the UE has a secure connection to a PLMN through non-3GPP access, the UE can be provided, or can obtain, a Local Emergency Numbers List in any of the following ways:-
· When the UE is connected to a PLMN through trusted non-3GPP access, the Local Emergency Numbers List is provided through ANQP, within the ANQP payload. The signalling protocol and methods for use of ANQP is as specified in IEEE 802.11-2012 [57]. The structure and definition of this Local Emergency Number Lists is detailed in Annex H.
· When the UE is connected to a PLMN through untrusted non-3GPP access, the Local Emergency Numbers List is provided through DNS query.

Editor's Note: (WID: SEW2-CT, CR#0608): When using DNS to obtain the list of local emergency numbers, the signalling and methods and structure of the Local Emergency Numbers List are FFS.
When provided by the network, the UE shall store the contents of the Local Emergency Numbers List in its local memory. The UE shall be able to store up to ten local emergency numbers received from the network. The Local Emergency Numbers List stored in the UE shall be replaced upon each receipt of the Local Emergency Numbers List from the network. 
Whilst the Local Emergency Number Lists can be provided to the UE through trusted non-3GPP access or through untrusted non-3GPP access or through any of the 3GPP accesses (see 3GPP TS 24.301 [10] and 3GPP TS 24.008 [46]), there is only one Local Emergency Numbers List stored in the UE, regardless whether these local emergency numbers were received over a 3GPP or non-3GPP access.

The UE shall use the stored Local Emergency Numbers List received from the network in addition to the emergency numbers stored on the USIM or user equipment to detect that the number dialled is an emergency number. The emergency number(s) in the stored Local Emergency Number List are valid only in the networks of the country where the Local Emergency Number List was provided.
Editor's Note: (WID: SEW2-CT, CR#0608): It is FFS how to resolve the situations where the MCC of the PLMN the UE is connectd to through non-3GPP access is different from the MCC where the UE and the non-3GPP access point is physically located.
Editor's Note: (WID: SEW2-CT, CR#0608): It is FFS how the network determines the location of the UE and provides the pertinent Local Emergency Numbers List.
The stored Local Emergency Numbers List shall be deleted at switch off and removal of the USIM.
* * * next change * * * 
Annex H (normative):
Definition of generic container for ANQP payload
H.1
General

This subclause describes the structure and contents of the generic container used as the payload in the 3GPP Cellular Network ANQP-element specified in IEEE 802.11-2012 [57].
H.2
General structure

H.2.1
Structure

The general structure of the generic container is shown in figure H.2.1-1.
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Figure H.2.1-1 – Structure of IEEE 802.11-2012 Generic Container
H.2.2
Generic container User Data (GUD)

Indicates the protocol version of the generic container

00000000
Version 1 

00000001


To

11111111
Reserved

H.2.3
User Data Header Length (UDHL)

Indicates the number of octets in the generic container after the UDHL. This indication is encoded in binary format.
H.2.4
Information Elements

H.2.4.1
Information Element Identity (IEI)

Indicates the information element identity. The following values for IEI are defined in this version of the specification:
00000000
PLMN List

00000001
PLMN List with S2a connectivity

00000002
Local Emergency Number List
00000003

To

11111111
Reserved

H.2.4.2
PLMN List IE
The PLMN List information element is used by the network to indicate the PLMNs that can be selected from the WLAN. The format of the PLMN List information element coded according to 3GPP TS 24.007 [48] subclause 11.2.2.1 is shown in figure H.2.4.2-1.
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Figure H.2.4.2-1: PLMN List information element

The "Number of PLMNs" (octet 3) contains the number of PLMN information items in the list. Bit 7 of octet 3 is the most significant bit and bit 0 of octet 3 the least significant bit.
The format of the PLMN information item according to 3GPP TS 24.007 [48] subclause 11.2.2.1 is shown in figure H.2.4.2-2:
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Figure H.2.4.2-2: PLMN information item of the PLMN List IE

Table H.2.4.2-1 shows the coding of the MCC and MNC in the PLMN information item.
Table H.2.4.2-1: PLMN information item of PLMN List IE
	MCC, Mobile country code (octet X, octet X+1 bits 1 to 4)

The MCC field is coded as in ITU-T Rec. E212 [63], Annex A. 

MNC, Mobile network code (octet X+2, octet X+1 bits 5 to 8).

The coding of this field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. For PCS 1900 for North America, Federal Regulation mandates that a 3-digit MNC shall be used. However a network operator may decide to use only two digits in the MNC over the radio interface. In this case, bits 5 to 8 of octet X+1 shall be coded as "1111". Mobile equipment shall accept MNC coded in such a way.


H.2.4.3
PLMN List with S2a Connectivity IE

The PLMN List with S2a connectivity information element is used by the WLAN to indicate the PLMNs to which the WLAN provides S2a connectivity. 
The format of the PLMN List with S2a Connectivity information element is identical to the format of the PLMN List information element defined in subclause H.2.4.2.
H.2.4.X
Local Emergency Number List IE
See subclause 10.5.3.13 in 3GPP TS 24.008 [46].
* * * end of change * * * 
