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	Reason for change:
	GSMA RiLTE has requested in the LS C1-161928 (Doc#134), the possibility to enable in the UE operator configuration for the timeout period for liveness check, the rekeying-time parameter and the NAT keep alive timer.

	
	

	Summary of change:
	Add to the ANDSF MO an new Untrusted_WLAN node which covers the timeout period for liveness check, the rekeying-time parameter and the NAT keep alive timer.
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***** 1st change *****
4.1.x
Untrused WLAN

The Untrusted_WLAN node contains parameter for an untrusted WLAN connection. This node can be configured in the UE by the HPLMN only and is used to establishing a connection with an untrusted WLAN.

The UE shall ignore any node which is a descendant of the Untrusted_WLAN node and is not supported by the UE.
***** 2nd change *****
4.2.x
Untrusted_WLAN
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Figure 4.2.x: Untrusted_WLAN

***** 3nd change *****
5.x
Untrusted WLAN
5.x.1
ANDSF/Untrused_WLAN/NATKeepAliveTime
The NATKeepAliveTime leaf contains value in seconds for controlling the NAT keep alive time as specified in 3GPP TS 24.302 [4].
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace
-
Values: <time in seconds>
5.x.2
ANDSF/Untrused_WLAN/LivenessCheckPeriod
The LivenessCheckPeriod leaf contains value in minutes for controlling the periodic liveness check as specified in 3GPP TS 24.302 [4].
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace
-
Values: <time in minutes>
5.x.3
ANDSF/Untrused_WLAN/RekeyingTime
The RekeyingTime leaf contains a value in hours, which is used by the UE to rekey IKE_SA and IPsec_SA as specified in 3GPP TS 24.302 [4].
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace
-
Values: <time in hours>
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