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1. Private Call and Group call scenarios where 200 OK from the called user contains the called user MCPTT ID. This needs to go into SIP INFO.

2. Specifically for Group Call, to act on this information for <on-network-required> users where the controller must know that these particular users are on the call for the condition to be met.

3. For 2), when considering calls to temporary groups, to have these considerations in the non-controller also for the constituent group(s).

4. For calls to temporary groups, when initiating a call on a group in the non-controller will send the <mcptt-called-party-id> containing the constituent group and the <floor-state> back to the controller (currently in 200 OK).

5. For calls to temporary groups where a user in a constituent group on the non-controller joins an on-going pre-arranged group call or a chat call. This 200 OK to the SIP INVITE from the controller had <mcptt-called-party-id> containing the constituent group and <floor-state> followed by sending a SIP INFO containing a floor request (if the information of the current user was cached). The consequence now is that there are two SIP INFO request sent. The first one replaces the <mcptt-called-party-id> and <floor-state> that was sent in the 200 (OK) and the second one is the existing SIP INFO containing a floor-request.

6. The case where the UE in a partner system calls a temporary group when the controller is located in the primary system. Some changes are required to the procedures.
NOTE: The example signalling flow in Annex becomes incorrect because it incorrectly shows a body in the SIP 200 (OK) and does not include the use of SIP INFO instead. It is cumbersome to change these signalling flows, thus this CR shall not make any changes to the signallimg flows.

Additionally a number of bugs have been found in TS 24.379 that need fixing:

1. CR#0100 agreed at CT1#98 in Osaka was not implemented correctly into specification.

2. An indication that the user accepted the call (in the case of manual commencement mode) has not been provided to the application layer for private call.

3. The handling of the timer TNG1 does not fully take into account the case of temporary group session for the untrusted mutual aid model.
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	Other comments:
	This mirror CR is not exactly the same as the Rel-13 CR because it adds a missing requirement that was not in Rel-13 that the commencement mode used by the user is sent back in the response to the private call invitation, to the MCPTT server. Note that the XML semantic changes for this functionality are implemented by CR#0233 (tdoc: C1-170670).


***** Next change *****
6.2.3.1.1
Automatic commencement mode for private calls

When performing the automatic commencement mode procedures, the MCPTT client:

1)
shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;

3)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 200 (OK) response;

4)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 200 (OK) response;

5)
shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer according to IETF RFC 4028 [7]. The "refresher" parameter in the Session-Expires header field shall be set to "uas";
6)
shall, if the incoming SIP INVITE request contains a Replaces header field, include in the SDP answer in the SIP 200 (OK) response to the SDP offer the parameters used for the pre-established session identified by the contents of the Replaces header field;
7)
shall, if the incoming SIP INVITE request does not contain a Replaces header field, include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
NOTE:
In the case of a new emergency call where the terminating client is using a pre-established session, the SIP INVITE request containing a Replaces header is used to replace the pre-established session.

8)
shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
9)
shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4];
10)
shall, if the incoming SIP INVITE request contains a Replaces header field, release the pre-established session identified by the contents of the Replaces header field; and
11)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.2.

When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].

***** Next change *****
6.2.x
Generating SIP INFO requests

6.2.x.1
Generating a SIP INFO request in the dialog of a group call

The MCPTT client shall generate a SIP INFO request according to rules and procedures of 3GPP TS 24.229 [4] and IETF RFC 6086 [64].

The MCPTT client:
1)
shall include the Info-Package header field set to g.3gpp.mcptt-info; and
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the Content-Disposition header field set to "Info-Package". The application/vnd.3gpp.mcptt-info+xml MIME body:
a)
shall contain an <mcptt-called-party-id> element set to the MCPTT ID of the called MCPTT user; and
b)
shall contain an <mcptt-calling-group-id> element set to the MCPTT Group ID received in the group call invitation.
6.2.x.2
Generating a SIP INFO request in the dialog of a private call

The MCPTT client shall generate a SIP INFO request according to rules and procedures of 3GPP TS 24.229 [4] and IETF RFC 6086 [64].

The MCPTT client:
1)
shall include the Info-Package header field set to g.3gpp.mcptt-info; and
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the Content-Disposition header field set to "Info-Package". The application/vnd.3gpp.mcptt-info+xml MIME body:
a)
shall contain an <mcptt-calling-user-id> element set to the MCPTT ID of the calling MCPTT user;

b)
shall contain an <mcptt-called-party-id> element set to the MCPTT ID of the called MCPTT user; and
c)
if the MCPTT user manually accepted the call, shall include an <acceptance-conf> element set to a value of "true".
***** Next change *****
6.3.3.3
Handling of the acknowledged call setup timer (TNG1)

When the controlling MCPTT function receives a SIP INVITE request to initiate a group session and there are members of the group document retrieved from the group management server that are affiliated and are marked as <on-network-required> as specified in 3GPP TS 24.381 [31], then the controlling MCPTT function shall start timer TNG1 (acknowledged call setup timer) with a timer value as described in Annex B.2.1, prior to sending out SIP INVITE requests inviting group members to the group session.
When the controlling MCPTT function:

1)
has received all SIP 200 (OK) responses to the SIP INVITE requests, from all affiliated and <on-network-required> members;

2)
for a temporary group session where an untrusted mutual aid relationship exists, has received the SIP 200 (OK) response from the non-controlling MCPTT function of an MCPTT group where the previously received SIP 183 (Session Progress) indicated that there were <required> group members; and
3)
has verified that the MCPTT-ID contained in the SIP-INFO request that was received after each SIP 200 (OK) response matches the MCPTT ID of the <on-network-required> member; 
then the controlling MCPTT function:

-
shall stop timer TNG1 (acknowledged call setup timer) and if the local counter of the number of SIP 200 (OK) responses received from invited members is greater than or equal to the value of the <on-network-minimum-number-to-start> element of the group document, the controlling MCPTT function shall send a SIP 200 (OK) response to the initiating MCPTT client.

NOTE 1:
MCPTT clients that are affiliated but are not <on-network-required> members that have not yet responded will be considered as joining an ongoing session when the controlling MCPTT function receives SIP 200 (OK) responses from these MCPTT clients.

After expiry of timer TNG1 (acknowledged call setup timer) and the local counter of the number of SIP 200 (OK) responses received from invited members is less than the value of the <on-network-minimum-number-to-start> element of the group document, then the controlling MCPTT function shall wait until further responses have been received from invited clients and the value of the local counter of the number of SIP 200 (OK) responses received from invited members is equal to the <on-network-minimum-number-to-start>, before continuing with the timer TNG1 expiry procedures in this subclause.

After expiry of timer TNG1 (acknowledged call setup timer) and the local counter of the number of SIP 200 (OK) responses received from invited members is greater or equal to the value of the <on-network-minimum-number-to-start> element of the group document, the controlling MCPTT function shall execute the steps described below:

1)
if the <on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members> element configured in the group document for the action on expiry of the timer is set to "proceed" indicating that the controlling MCPTT function should proceed with the setup of the group call, then the controlling MCPTT function:

a)
shall perform the following actions:

i)
generate a SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.2 before continuing with the rest of the steps;

ii)
include in the SIP 200 (OK) response the warning text set to "111 group call proceeded without all required group members" in a Warning header field as specified in subclause 4.4;

iii)
include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
iv)
interact with the media plane as specified in 3GPP TS 24.380 [5]; and

NOTE 2:
Resulting media plane processing is completed before the next step is performed.

v)
send a SIP 200 (OK) response to the inviting MCPTT client according to 3GPP TS 24.229 [4];

b)
when a SIP 200 (OK) response to a SIP INVITE request is received from an invited MCPTT client the controlling MCPTT function may send an in-dialog SIP MESSAGE request to the MCPTT client that originated the group session with the text "group call proceeded without all required group members";

c)
when the controlling MCPTT function receives a SIP BYE request from an invited MCPTT client, shall take the actions specified in subclause 6.3.3.2.4 and may send an in-dialog SIP MESSAGE request to the MCPTT client that originated the group session with the text "group call proceeded without all required group members"; and

d)
shall generate a notification package as specified in subclause 6.3.3.4 and send a SIP NOTIFY request according to 3GPP TS 24.229 [4] to the MCPTT clients which have subscribed to the conference state event; and

2)
if the <on-network-action-upon-expiration-of-timeout-for-acknowledgement-of-required-members> element configured in the group document for the action on expiry of the timer is set to "abandon" indicating that the controlling MCPTT function should abandon the setup of the group call, then the controlling MCPTT function shall:

a)
send a SIP 480 (Temporarily Unavailable) response to the MCPTT client that originated the group session with the warning text set to "112 group call abandoned due to required group members not part of the group session" in a Warning header field as specified in subclause 4.4;

b)
for each confirmed dialog at the controlling MCPTT function, send a SIP BYE request towards the MCPTT clients invited to the group session in accordance with 3GPP TS 24.229 [4] and interact with the media plane as specified in 3GPP TS 24.380 [5]; and

c)
for each non-confirmed dialog at the controlling MCPTT function, send a SIP CANCEL request towards the MCPTT clients invited to the group session in accordance with 3GPP TS 24.229 [4].

If the controlling MCPTT function receives a final SIP 4xx, 5xx or 6xx response from an affiliated and <on-network-required> group member prior to expiry of timer TNG1 (acknowledged call setup timer) and based on policy, the controlling MCPTT function decides not to continue with the establishment of the group call without the affiliated and <on-network-required> group member, then the controlling MCPTT function:

NOTE 3:
It is expected that this action is taken if the policy is to abandon the call on expiry of timer TNG1 (acknowledged call setup timer).

1)
shall stop timer TNG1 (acknowledged call setup timer); and

2)
shall forward the final SIP 4xx, 5xx or 6xx response towards the inviting MCPTT client with the warning text set to "112 group call abandoned due to required group member not part of the group session" in a Warning header field as specified in subclause 4.4.

If:

1)
the controlling MCPTT function receives a final SIP 4xx, 5xx or 6xx response from an affiliated and <on-network-required> group member prior to expiry of timer TNG1 (acknowledged call setup timer);

2)
the local counter of the number of SIP 200 (OK) responses received from invited members is greater than or equal to the value of the <on-network-minimum-number-to-start> element of the group document; and
3)
based on policy, the controlling MCPTT function decides to continue with the establishment of the group call without the affiliated and <on-network-required> group member;

then the controlling MCPTT function:

NOTE 4:
It is expected that this action is taken if the policy is to proceed with the call on expiry of timer TNG1 (acknowledged call setup timer).
1)
if all other invited clients have not yet responded, shall continue running timer TNG1 (acknowledged call setup timer); and

2)
if all other invited clients have responded with SIP 200 (OK) responses, shall

a)
stop timer TNG1 (acknowledged call setup timer);

b)
generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.2 before continuing with the rest of the steps;

c)
include in the SIP 200 (OK) response the warning text set to "111 group call proceeded without all required group members" in a Warning header field as specified in subclause 4.4;

d)
include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
e)
interact with the media plane as specified in 3GPP TS 24.380 [5]; and

NOTE 5:
Resulting media plane processing is completed before the next step is performed.

f)
send a SIP 200 (OK) response to the inviting MCPTT client according to 3GPP TS 24.229 [4].

***** Next change *****
6.3.4.1.3
Sending a SIP INFO request containing a floor request
This subclause is referenced from other procedures.

The non-controlling MCPTT function shall generate a SIP INFO request according to rules and procedures of 3GPP TS 24.229 [4] and IETF RFC 6086 [64].

The non-controlling MCPTT function:

1)
shall include the Info-Package header field set to g.3gpp.mcptt-floor-request;
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-request-uri> set to the temporary MCPTT group ID and the <mcptt-calling-group-id> element with the constituent MCPTT group ID; and
3)
shall include an application/vnd.3gpp.mcptt-floor-request+xml MIME body with the Content-Disposition header field set to "Info-Package". For each current speaker the application/vnd.3gpp.mcptt-floor-request+xml MIME body shall be populated as follows:

a)
the <floor-type> element set to "general" or "dual" as described in subclause F.5.3;
b)
the SSRC of the MCPTT client with the permission to send media in the <ssrc> element;

c)
the actual floor priority in the <floor-priority> element;

d)
the MCPTT ID of the MCPTT user with the permission to send media in the <user-id> element;

e)
the queueing capability in the <queueing-capability> element of the <track-info> element;

f)
the participant type in the <participant-type> in the <track-info> element;

g)
one or more <floor-participant-reference> elements in the <track-info> element in the same order as the would appear in the Track Info field as specified in 3GPP TS 24.380 [5] subclause 8.2.3.13; and

h)
if available, additional information in the <floor-indicator> element.

***** Next change *****
6.3.4.1.x
Generating a SIP INFO request due to group call
This subclause is referenced from other procedures.

The non-controlling MCPTT function shall generate a SIP INFO request according to rules and procedures of 3GPP TS 24.229 [4] and IETF RFC 6086 [64].

The non-controlling MCPTT function:
1)
shall include the Info-Package header field set to g.3gpp.mcptt-info in the SIP INFO request; and
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body in the SIP INFO request with the Content-Disposition header field set to "Info-Package". The application/vnd.3gpp.mcptt-info+xml MIME body shall include:
a)
an <mcptt-called-party-id> element set to the constituent MCPTT group ID; and

b)
a <floor-state> element set to the state of the floor.
***** Next change *****
6.3.4.2.2.2
Sending a SIP 200 (OK) response

When sending a SIP 200 (OK) response, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate the SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the Session-Expires header field and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uac";

3)
shall include the option tag "timer" in a Require header field;

4)
shall include the public service identity of the non-controlling MCPTT function in the P-Asserted-Identity header field;

5) shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag; and
b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";
6)
shall include the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4; and
7)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23].

***** Next change *****
10.1.1.2.1.2
Client terminating procedures

In the procedures in this subclause:
1)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and
2)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.
Upon receipt of an initial SIP INVITE request, the MCPTT client shall follow the procedures for termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.

The MCPTT client:

1)
may reject the SIP INVITE request if either of the following conditions are met:

a)
MCPTT client does not have enough resources to handle the call; or

b)
any other reason outside the scope of this specification;

and skip the rest of the steps;
2)
if the SIP INVITE request is rejected in step 1), shall respond toward participating MCPTT function either with appropriate reject code as specified in 3GPP TS 24.229 [4] and warning texts as specified in subclause 4.4.2 or with SIP 480 (Temporarily unavailable) response not including warning texts if the user is authorised to restrict the reason for failure and skip the rest of the steps of this subclause;

NOTE:
If the SIP INVITE request contains an emergency indication or imminent peril indication, the MCPTT client can by means beyond the scope of this specification choose to accept the request.
3)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];
4)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP INVITE request for an MCPTT emergency group call and:

i)
should display the MCPTT ID of the originator of the MCPTT emergency group call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;

ii)
should display the MCPTT group identity of the group with the emergency condition contained in the <mcptt-calling-group-id> element; and

iii)
if the <alert-ind> element is set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information;
b)
shall set the MCPTT emergency group state to "MEG 2: in-progress";
c)
shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril"; and

d)
shall set the MCPTT imminent peril group call state to "MIGC 1: imminent-peril-gc-capable"; otherwise
5)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP INVITE request for an MCPTT imminent peril group call and:

i)
should display the MCPTT ID of the originator of the MCPTT imminent peril group call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
should display the MCPTT group identity of the group with the imminent peril condition contained in the <mcptt-calling-group-id> element; and

b)
shall set the MCPTT imminent peril group state to "MIG 3: in-progress";

6)
may display to the MCPTT user the MCPTT ID of the inviting MCPTT user;

7)
shall perform the automatic commencement procedures specified in subclause 6.2.3.1.2 if one of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service setting at the invited MCPTT client for answering the call is set to automatic commencement mode; or

b)
SIP INVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service setting at the invited MCPTT client for answering the call is set to manual commencement mode, yet the invited MCPTT client allows the call to be answered with automatic commencement mode;
8)
shall perform the manual commencement procedures specified in subclause 6.2.3.2.2 if one of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service setting at the invited MCPTT client for answering the call is to use manual commencement mode; or

b)
SIP INVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service setting at the invited MCPTT client for answering the call is set to automatic commencement mode, yet the invited MCPTT client allows the call to be answered with manual commencement mode;
9)
when the SIP 200 (OK) response to the SIP INVITE request is sent, may subscribe to the conference event package as specified in subclause 10.1.3.1; and
10)
upon receiving a SIP ACK to the SIP 200 (OK) response and the SIP 200 (OK) response contained a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149":
a)
shall generate a SIP INFO request as specified in subclause 6.2.x.1; and

b)
shall send the SIP INFO request towards the MCPTT server as specified in 3GPP TS 24.229 [4].
,
***** Next change *****
10.1.1.4.1.1
INVITE targeted to an MCPTT client

This subclause describes the procedures for inviting an MCPTT user to an MCPTT session. The procedure is initiated by the controlling MCPTT function as the result of an action in subclause 10.1.1.4.2 or as the result of receiving a SIP 403 (Forbidden) response as described in this subclause.

The controlling MCPTT function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.3.1.2;

2)
shall set the Request-URI to the public service identity of the terminating participating MCPTT function associated to the MCPTT user to be invited.;

NOTE 1:
How the controlling MCPTT function finds the address of the terminating MCPTT participating function is out of the scope of the current release.

NOTE 2:
If the terminating MCPTT user is part of a partner MCPTT system, then the public service identity can identify an entry point in the partner network that is able to identify the terminating participating MCPTT function.
3)
shall set the P-Asserted-Identity header field to the public service identity of the controlling MCPTT function;
4)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP INVITE request:

a)
the <mcptt-request-uri> element set to the MCPTT ID of the terminating user; and

b)
the <mcptt-calling-group-id> element set to the group identity;

NOTE 3:
The <mcptt-calling-user-id> is already included in the MIME body as a result of calling subclause 6.3.3.1.2 in step 1).
5)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 6.3.3.1.1;
6)
if the in-progress emergency state of the group is set to a value of "true" the controlling MCPTT function:
a)
shall include a Resource-Priority header field populated with the values for an MCPTT emergency group call as specified in subclause 6.3.3.1.19;

b)
if the received SIP INVITE request contained an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true":

i)
shall include in the outgoing SIP INVITE request in the application/vnd.3gpp.mcptt-info+xml MIME body an <emergency-ind> element set to a value of "true"; and
ii)
if the <alert-ind> element is set to "true" in the received SIP INVITE request and the requesting MCPTT user and MCPTT group are authorised for the initiation of MCPTT emergency alerts as determined by the procedures of subclause 6.3.3.1.13.1, shall populate the application/vnd.3gpp.mcptt-info+xml MIME body and the application/vnd.3gpp.location-info+xml MIME body as specified in subclause 6.3.3.1.12. Otherwise, shall set the <alert-ind> element to a value of "false"; and

c)
if the in-progress imminent peril state of the group is set to a value of "true" shall include in the application/vnd.3gpp.mcptt-info+xml MIME body an <imminentperil-ind> element set to a value of "false";
7)
if the in-progress emergency state of the group is set to a value of "false" and the in-progress imminent peril state of the group is set to a value of "true", the controlling MCPTT function:
a)
shall include a Resource-Priority header field populated with the values for an MCPTT imminent peril group call as specified in subclause 6.3.3.1.19; and
b)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "true";
8)
if:

a)
an MCPTT GKTP document exists for the group identity contained in the <mcptt-request-uri> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request; and

b)
the MCPTT GKTP document contains a <MKFC-GKTPs> element;

then:

a)
for each instance of <GKTP> element of the <MKFC-GKTPs> element of the MCPTT GKTP document:

i)
shall perform the procedure in subclause 6.3.3.6.2 to re-generate an I_MESSAGE; and

ii)
if the procedure in subclause 6.3.3.6.2 was successful, shall include the I_MESSAGE in a <GKTP> element of the <MKFC-GKTPs> element of an application/vnd.3gpp.mcptt-info+xml MIME body included in the outgoing SIP INVITE request; and
9)
shall send the SIP INVITE request towards the terminating network in accordance with 3GPP TS 24.229 [4].

Upon receiving a SIP 183 (Session Progress) response containing a Require header field with the option tag "100rel" and containing a P-Answer-State header field with the value "Unconfirmed" in response to the SIP INVITE request the controlling MCPTT function:

1)
shall send a SIP PRACK request towards the MCPTT client according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response for the SIP INVITE request the controlling MCPTT function:

1)
shall send a SIP ACK request towards the MCPTT client according to 3GPP TS 24.229 [4];

2)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

3)
shall send a SIP NOTIFY request to all participants with a subscription to the conference event package as specified in subclause 10.1.3.4; and

4)
shall increment the local counter of the number of SIP 200 (OK) responses received from invited members, by 1.
NOTE 4:
The notifications above could be sent prior to the SIP 200 (OK) response being sent to the inviting MCPTT client. These notifications received by MCPTT clients that are group members do not mean that the group session will be successfully established.
NOTE 5:
The procedures executed by the controlling MCPTT function prior to sending a response to the inviting MCPTT client are specified in subclause 10.1.1.4.2.
Upon receiving a SIP INFO request within the dialog of the SIP INVITE request shall send a SIP 200 (OK) response to the SIP INFO request towards the MCPTT client, according to 3GPP TS 24.229 [4].
10.1.1.4.1.2
INVITE targeted to the non-controlling MCPTT function of an MCPTT group

The controlling MCPTT function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.3.1.2;

2)
shall set the Request-URI to the public service identity of the non-controlling MCPTT function serving the group identity of the MCPTT group owned by the partner MCPTT system;

3)
shall set the P-Asserted-Identity to the public service identity of the controlling MCPTT function;
4)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP INVITE request:
a)
the <mcptt-request-uri> element set to the group identity of the MCPTT group hosted by the non-controlling MCPTT function in the partner MCPTT system; and

b)
the <mcptt-calling-group-id> element set to the group identity of the group served by the controlling MCPTT function;
5)
shall include the Recv-Info header field set to g.3gpp.mcptt-floor-request;

6)
if:

a)
an MCPTT GKTP document exists for the group identity contained in the <mcptt-request-uri> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request; and

b)
the MCPTT GKTP document contains a <MKFC-GKTPs> element;

then:

a)
for each instance of <GKTP> element of the <MKFC-GKTPs> element of the MCPTT GKTP document:

i)
shall perform the procedure in subclause 6.3.3.6.2 to re-generate an I_MESSAGE; and

ii)
if the procedure in subclause 6.3.3.6.2 was successful, shall include the I_MESSAGE in a <GKTP> element of the <MKFC-GKTPs> element of an application/vnd.3gpp.mcptt-info+xml MIME body included in the outgoing SIP INVITE request;
7)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 6.3.3.1.1; and

8)
shall send the SIP INVITE request towards the partner MCPTT system in accordance with 3GPP TS 24.229 [4].

Upon receiving SIP 403 (Forbidden) response for the SIP INVITE request, if according to local policy and if:

1)
the response contains a Warning header field with the MCPTT warning code "128"; and

2)
the response contains a P-Refused-URI-List header field and an application/resource-lists+xml MIME body as specified in IETF RFC 5318 [36];

NOTE 1:
The application/resource-lists+xml MIME body contains MCPTT IDs identifying MCPTT users in a partner MCPTT system that needs to be invited to the prearranged group call in case of group regrouping using interrogating method as specified in 3GPP TS 23.179 [3] subclause 10.6.2.4.2.

then the controlling MCPTT function:

1)
shall check if the number of members of the MCPTT group exceeds the value contained in the <on-network-max-participant-count> element of the group document as specified in 3GPP TS 24.381 [31]. If exceeded, the controlling MCPTT function shall invite only <on-network-max-participant-count> members from the application/resource-lists+xml MIME body; and

NOTE 2:
The <on-network-max-participant-count> element indicates the maximum number of participants allowed in the prearranged group session It is operator policy that determines which participants in the application/resource-lists+xml MIME body are invited to the group call.

2)
shall invite MCPTT users as specified in this subclause using the list of MCPTT IDs in URI-List.
Upon receiving a SIP 200 (OK) response for the SIP INVITE request the controlling MCPTT function:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;
NOTE 3:
The procedures executed by the controlling MCPTT function prior to sending a response to the inviting MCPTT client are specified in subclause 10.1.1.4.2.
2)
if at least one of the invited MCPTT clients has subscribed to the conference package, shall subscribe to the conference event package in the non-controlling MCPTT function as specified in subclause 10.1.3.4.3; and

3)
if the SIP 200 (OK) response contained a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", shall wait for a SIP INFO request due to group callfrom the non-controlling MCPTT function.

Upon receiving a SIP INFO request with an application/vnd.3gpp.mcptt-info+xml MIME body containing an <mcptt-called-party-id> element and a <floor-state> element, the controlling MCPTT function:

1)
shall send a SIP 200 (OK) response to the SIP INFO request to the non-controlling MCPTT function as specified in 3GPP TS 24.229 [4]; and
2)
if the <floor-state> element in the SIP INFO request is set to "floor-taken"shall wait for a SIP INFO request containing a floor request from the non-controlling MCPTT function.
Upon receiving a SIP INFO request containing a floor request where:

1)
the Request-URI contains an MCPTT session ID identifying an ongoing temporary group session; and
2)
the application/vnd.3gpp.mcptt-info+xml MIME body contains the <mcptt-calling-group-id> element with the MCPTT group ID of a MCPTT group invited to the temporary group session;

then the controlling MCPTT function:

1)
shall send a SIP 200 (OK) response to the SIP INFO request to the non-controlling MCPTT function as specified in 3GPP TS 24.229 [4]; and

2)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3.
***** Next change *****
10.1.1.4.2
Terminating Procedures

In the procedures in this subclause:

1)
MCPTT ID in an incoming SIP INVITE request refers to the MCPTT ID of the originating user from the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request;

2)
group identity in an incoming SIP INVITE request refers to the group identity from the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request;

3)
MCPTT ID in an outgoing SIP INVITE request refers to the MCPTT ID of the called user in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the outgoing SIP INVITE request;


4)
indication of required group members in a SIP 183 (Session Progress) response refers to the <required> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to "true" in a SIP 183 (Session Progress) sent by the non-controlling MCPTT function of an MCPTT group;
5)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

6)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.
Upon receipt of a "SIP INVITE request for controlling MCPTT function of an MCPTT group", the controlling MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and skip the rest of the steps;
NOTE 1:
if the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2, or for originating an MCPTT imminent peril group call as determined by subclause 6.3.3.1.13.5, the controlling MCPTT function can according to local policy choose to accept the request.
2)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;

3)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";
4)
if received SIP INVITE request includes an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element included or an <imminent-peril> element included, shall validate the request as described in subclause 6.3.3.1.17;
5)
shall retrieve the necessary group document(s) from the group management server for the group identity contained in the SIP INVITE request and carry out initial processing as specified in subclause 6.3.5.2;

6)
if the result of the initial processing in subclause 6.3.5.2 was:

a)
that authorization of the MCPTT ID is required at a non-controlling MCPTT function of an MCPTT group is required, perform the actions in subclause 6.3.3.1.13.7 and do not continue with the rest of the steps in this subclause; and
b)
that a SIP 3xx, 4xx, 5xx or 6xx response to the "SIP INVITE request for controlling MCPTT function of an MCPTT group" has been sent, do not continue with the rest of the steps in this subclause;
7)
shall perform the actions as described in subclause 6.3.3.2.2;
8)
shall maintain a local counter of the number of SIP 200 (OK) responses received from invited members and shall initialise this local counter to zero;
9)
shall determine if an MCPTT group call for the group identity is already ongoing by determining if an MCPTT session identity has already been allocated for the group call and the MCPTT session is active;
10)
if the SIP INVITE request contains an unauthorised request for an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2:
a)
shall reject the SIP INVITE request with a SIP 403 (Forbidden) response as specified in subclause 6.3.3.1.14; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
11)
if the SIP INVITE request contains an unauthorised request for an MCPTT imminent peril group call as determined by subclause 6.3.3.1.13.5, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the following clarifications:

a)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "false"; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;

12)
if a Resource-Priority header field is included in the SIP INVITE request: 

a)
if the Resource-Priority header field is set to the value indicated for emergency calls and the SIP INVITE request does not contain an authorised request for an MCPTT emergency call as determined in step 8) above and the in-progress emergency state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps; or
b)
if the Resource-Priority header field is set to the value indicated for imminent peril calls and the SIP INVITE request does not contain an authorised request for an MCPTT imminent peril call as determined in step 9) above and the in-progress imminent peril state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps;
13)
if the MCPTT group call is not ongoing then:

a)
if:

i)
the user identified by the MCPTT ID is not affiliated to the group identity contained in the SIP INVITE request as specified in subclause 6.3.6;

ii)
the group identity contained in the SIP INVITE request is not a constituent MCPTT group ID;
iii)
the received SIP INVITE request does not contain an emergency indication or imminent peril indication; or

iv)
the received SIP INVITE request is an authorised request for an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2 or MCPTT imminent peril group call as determined by steps subclause 6.3.3.1.13.5 and is determined to not be eligible for implicit affiliation as specified in subclause 9.2.2.3.6;

then shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4, and skip the rest of the steps below;
b)
if the user identified by the MCPTT ID is not authorised to initiate the prearranged group session as specified in subclause 6.3.5.4, shall send a SIP 403 (Forbidden) response with the warning text set to: "119 user is not authorised to initiate the group call" in a Warning header field as specified in subclause 4.4 and skip the rest of the steps below;
c)
if the received SIP INVITE request contains an an authorised request for an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2 or MCPTT imminent peril group call as determined by subclause 6.3.3.1.13.5 and the MCPTT user is eligible to be implicitly affiliated with the MCPTT group as determined as determined in step 13) a) iv) above, shall perform the implicit affiliation as specified in subclause 9.2.2.3.7;
d)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

e)
shall create a prearranged group session and allocate an MCPTT session identity for the prearranged group call, and shall handle timer TNG3 (group call timer) as specified in subclause 6.3.3.5;

f)
if the group identity in the "SIP INVITE request for controlling MCPTT function of an MCPTT group" is a TGI:

i)
shall for each of the constituent MCPTT groups homed on the primary MCPTT system:
A)
if the controlling MCPTT function does not own the MCPTT group identified by the MCPTT group ID, then generate a SIP INVITE request towards the MCPTT server that owns the MCPTT group identity by following the procedures in subclause 10.1.1.4.1.2; and

NOTE 2:
The MCPTT server that the SIP INVITE request is sent to acts as a non-controlling MCPTT function;
B)
if the controlling MCPTT function owns the MCPTT group identified by the MCPTT group ID then:
I)
determine the members to invite to the prearranged MCPTT group call as specified in subclause 6.3.5.5;

II)
invite each group member determined in step A) above, to the group session, as specified in subclause 10.1.1.4.1.1; and

III)
interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3; and

ii)
shall for each of the constituent MCPTT groups homed on the partner MCPTT system generate a SIP INVITE request for the MCPTT group identity homed on the partner MCPTT system as specified in subclause 10.1.1.4.1.2; and

g)
if the group identity in the SIP INVITE request for controlling MCPTT function of an MCPTT group is an MCPTT group ID:

i)
shall determine the members to invite to the prearranged MCPTT group call as specified in subclause 6.3.5.5;

ii)
if necessary, shall start timer TNG1 (acknowledged call setup timer) according to the conditions stated in subclause 6.3.3.3;
iii)
if the received SIP INVITE request includes an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element set to a value of "true":
A)
shall cache the information that this MCPTT user has initiated an MCPTT emergency call;
B)
if the received SIP INVITE contains an alert indication set to a value of "true" and this is an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 6.3.3.1.13.1, shall cache the information that this MCPTT user has initiated an MCPTT emergency alert; and

C)
if the in-progress emergency state of the group is set to a value of "false":

I)
shall set the value of the in-progress emergency state of the group to "true"; and

II)
shall start timer TNG2 (in-progress emergency group call timer) and handle its expiry as specified in subclause 6.3.3.1.16;
iv)
if the in-progress emergency state of the group is set to a value of "false" and if the received SIP INVITE request contains an imminent peril indication set to a value of "true", the controlling MCPTT function shall:
A)
shall cache the information that this MCPTT user has initiated an MCPTT imminent peril call; and

B)
if the in-progress imminent peril state of the group is set to a value of "false", shall set the in-progress imminent peril state of the group to a value of "true";
v)
shall invite each group member determined in step i) above, to the group session, as specified in subclause 10.1.1.4.1.1; and

vi)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3; and

14) if the MCPTT group call is ongoing then:

a)
if:

i)
the user identified by the MCPTT ID in the SIP INVITE request is not affiliated to the group identity contained in the SIP INVITE request as specified in subclause 6.3.6;
ii)
the group identity contained in the SIP INVITE request is not a constituent MCPTT group ID;
iii)
the received SIP INVITE request does not contain an emergency indication or imminent peril indication; or

iv)
the received SIP INVITE request is an authorised request for an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2 or MCPTT imminent peril group call as determined subclause 6.3.3.1.13.5 and is determined to not be eligible for implicit affiliation as specified in subclause 9.2.2.3.6;

then shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4, and skip the rest of the steps below;
b)
if the user identified by the MCPTT ID in the SIP INVITE request is not authorised to join the prearranged group session as specified in subclause 6.3.5.3, shall send a SIP 403 (Forbidden) response with the warning text set to "121 user is not allowed to join the group call" in a Warning header field as specified in subclause 4.4 and skip the rest of the steps below;

c)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

d)
if <on-network-max-participant-count> as specified in 3GPP TS 24.381 [31] is already reached:

i)
if, according to local policy, the user identified by the MCPTT ID in the SIP INVITE request is deemed to have a higher priority than an existing user in the group session, may remove a participant from the session by following subclause 10.1.1.4.4.3, and skip the next step; and

NOTE 3:
The local policy for deciding whether to admit a user to a call that has reached its maximum amount of participants can include the <user-priority> and the <participant-type> of the user as well as other information of the user from the group document as specified in 3GPP TS 24.381 [31]. The local policy decisions can also include taking into account whether the imminent-peril indicator or emergency indicator was received in the SIP INVITE request.

ii)
shall return a SIP 486 (Busy Here) response with the warning text set to "122 too many participants" to the originating network as specified in subclause 4.4 and skip the rest of the steps;
e)
if the received SIP INVITE request contains an an authorised request for an MCPTT emergency group call as determined by subclause 6.3.3.1.13.2 or MCPTT imminent peril group call as determined by subclause 6.3.3.1.13.5 and the MCPTT user is eligible to be implicitly affiliated with the MCPTT group as determined in step 14) a) iv) above, shall perform the implicit affiliation as specified in subclause 9.2.2.3.7;
f)
if the received SIP INVITE request includes an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element set to a value of "true":
i)
shall cache the information that this MCPTT user has initiated an MCPTT emergency call;
ii)
if the received SIP INVITE contains an alert indication set to a value of "true" and this is an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 6.3.3.1.13.1, shall cache the information that this MCPTT user has initiated an MCPTT emergency alert;
iii)
if the in-progress emergency state of the group is set to a value of "false":

A)
shall set the value of the in-progress emergency state of the group to "true";
B)
shall start timer TNG2 (in-progress emergency group call timer) and handle its expiry as specified in subclause 6.3.3.1.16; and

C)
shall generate SIP re-INVITE requests for the MCPTT emergency group call to the other call participants of the MCPTT group as specified in subclause 6.3.3.1.6;

iv)
if the in-progress imminent peril state of the group is set to a value of "true":

A)
for each of the other affiliated member of the group generate a SIP MESSAGE request notification of the MCPTT user's imminent peril indication as specified in subclause 6.3.3.1.11, setting the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "true"; and

B)
send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4]; and
v)
upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5];
g)
if the in-progress emergency state of the group is set to a value of "false" and if the SIP INVITE request contains an imminent peril indication set to a value of "true", the controlling MCPTT function:
i)
shall cache the information that this MCPTT user has initiated an MCPTT imminent peril call; and

ii)
if the in-progress imminent peril state of the group is set to a value of "false":

A)
shall set the in-progress imminent peril state of the group to a value of "true";

B)
shall generate SIP re-INVITE requests for the MCPTT imminent peril group call to the other call participants of the MCPTT group as specified in subclause 6.3.3.1.15; and

C)
upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

iii)
if the in-progress imminent peril state of the group is set to a value of "true":

A)
for each of the other affiliated member of the group generate a SIP MESSAGE request notification of the MCPTT user's imminent peril indication as specified in subclause 6.3.3.1.11, setting the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "true"; and

B)
send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4];
h)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.3.2.4.2;

i)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;

j)
shall include in the SIP 200 (OK) response with the warning text set to "123 MCPTT session already exists" as specified in subclause 4.4;
k)
if the received SIP re-INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCPTT emergency alert as specified in subclause 6.3.3.1.13.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
l)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
NOTE 4:
In this case, the request was for an imminent peril call but a higher priority MCPTT emergency call was already in progress on the group. Hence, the imminent peril call request aspect of the request is denied but the request is granted with emergency level priority.
m)
shall interact with media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 5:
Resulting media plane processing is completed before the next step is performed.

n)
shall send the SIP 200 (OK) response towards the inviting MCPTT client or inviting non-controlling MCPTT function according to 3GPP TS 24.229 [4];

o)
shall generate a notification to the MCPTT clients, which have subscribed to the conference state event package that the inviting MCPTT User has joined in the MCPTT group session, as specified in subclause 6.3.3.4;

NOTE 6:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

p)
shall send a SIP NOTIFY request to each MCPTT client according to 3GPP TS 24.229 [4];
q)
Upon receiving a SIP ACK to the above SIP 200 (OK) response and the SIP 200 (OK) response contained a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", shall follow the procedures in subclause 6.3.3.1.18; and
r)
shall not continue with the rest of the subclause.

Upon receiving a SIP 183 (Session Progress) response to the SIP INVITE request specified in subclause 10.1.1.4.1 containing a P-Answer-State header field with the value "Unconfirmed" as specified in IETF RFC 4964 [34], the timer TNG1 (acknowledged call setup timer) is not running, the controlling MCPTT function supports media buffering and the SIP final response is not yet sent to the inviting MCPTT client:

1)
shall generate a SIP 200 (OK) response to SIP INVITE request as specified in the subclause 6.3.3.2.3.2;

2)
shall include the warning text set to "122 too many participants" as specified in subclause 4,4 in the SIP 200 (OK) response, if the prearranged MCPTT group has more than <on-network-max-participant-count> members as specified in 3GPP TS 24.381 [31];

3)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;

4)
shall include a P-Answer-State header field with the value "Unconfirmed";
5)
if the SIP INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCPTT emergency alert as specified in subclause 6.3.3.1.13.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
6)
if the received SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
7)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 7:
Resulting user plane processing is completed before the next step is performed.

8)
shall send the SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4];

9)
shall generate a notification to the MCPTT clients, which have subscribed to the conference state event package that the inviting MCPTT User has joined in the MCPTT group session, as specified in subclause 6.3.3.4; and

NOTE 8:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

10)
shall send a SIP NOTIFY request to each MCPTT client according to 3GPP TS 24.229 [4].
Upon receiving a SIP 183 (Session Progress) response for a SIP INVITE request as specified in subclause 10.1.1.4.1.2 containing an indication of required group members, the timer TNG1 (acknowledged call setup timer) is running and all expected SIP INFO requests have been received from all <on-network-required> MCPTT users in the dialogs created by the SIP INVITE requests specified in subclause 10.1.1.4.1.1, then the controlling MCPTT function shall wait until the SIP INFO request has been received from the non-controlling function in the dialog created by the SIP INVITE request specified in subclause 10.1.1.4.1.2, before generating a SIP 200 (OK) response to the "SIP INVITE request for controlling MCPTT function of an MCPTT group".




If the timer TNG1 (acknowledged call setup timer) is running and the controlling MCPTT function:

1)
has received a SIP 183 (Session Progress) response for the SIP INVITE request as specified in subclause 10.1.1.4.1.2, containing an indication of required group members;

2)
has received a SIP INFO request with an application/vnd.3gpp.mcptt-info+xml MIME body containing an <mcptt-called-party-id> element and a <floor-state> element as specified in subclause 10.1.1.4.1.2, and the contents of the <mcptt-called-party> element matched to the constituent MCPTT group ID in the associated SIP INVITE request; and
3)
has received all expected SIP INFO requests sent within the dialog of SIP INVITE requests as specified in subclause 10.1.1.4.1, where the SIP INVITEs were sent to affiliated and <on-network-required> group members as specified in 3GPP TS 24.381 [31], where the SIP INFO request contained an <mcptt-called-party-id> element with an MCPTT ID that matched to the MCPTT ID in the associated SIP INVITE request;
then the controlling MCPTT function:

1)
shall stop timer TNG1 (acknowledged call setup timer) as described in subclause 6.3.3.3;

2)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.3.2 before continuing with the rest of the steps;
3)
shall include the warning text set to "122 too many participants" as specified in subclause 4.4 in the SIP 200 (OK) response, if all members were not invited because the prearranged MCPTT group has been exceeded the <on-network-max-participant-count> members as specified in 3GPP TS 24.381 [31];

4)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
5)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 9:
Resulting media plane processing is completed before the next step is performed.

6)
shall send a SIP 200 (OK) response to the inviting MCPTT client according to 3GPP TS 24.229 [4];

7)
shall generate a notification to the MCPTT clients, which have subscribed to the conference state event package that the inviting MCPTT user has joined in the MCPTT group session, as specified in subclause 6.3.3.4; and

NOTE 10:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

8)
shall send the SIP NOTIFY request to the MCPTT clients according to 3GPP TS 24.229 [4].

Upon:

1)
receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 10.1.1.4.1;
2)
the timer TNG1 (acknowledged call setup timer) is not running;

3)
the local counter of the number of SIP 200 (OK) responses received from invited members is equal to the value of the <on-network-minimum-number-to-start> element of the group document;
4)
the controlling MCPTT function supports media buffering; and
5)
the SIP final response has not yet been sent to the inviting MCPTT client;

the controlling MCPTT function according to local policy:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.2;

2)
shall include the warning text set to "122 too many participants" as specified in subclause 4.4 in the SIP 200 (OK) response, if all members were not invited because the prearranged MCPTT group has exceeded the <max-participant-count> members as specified in 3GPP TS 24.381 [31];

3)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
4)
if the SIP INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCPTT emergency alert as specified in subclause 6.3.3.1.13.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
5)
if the received SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
6)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 11:
Resulting media plane processing is completed before the next step is performed.

7)
shall send a SIP 200 (OK) response to the inviting MCPTT client according to 3GPP TS 24.229 [4];

8)
shall generate a notification to the MCPTT clients, which have subscribed to the conference state event package that the inviting MCPTT user has joined in the MCPTT group session, as specified in subclause 6.3.3.4; and

NOTE 12:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

9)
shall send the SIP NOTIFY request to the MCPTT clients according to 3GPP TS 24.229 [4].

Upon expiry of timer TNG1 (acknowledged call setup timer):

1)
if there is an outstanding SIP 200 (OK) responses to a SIP INVITE request as specified in subclause 10.1.1.4.1, sent to affiliated and <on-network-required> group member as specified in 3GPP TS 24.381 [31];
2)
if there is an outstanding SIP INFO request in the dialog of a SIP INVITE requests sent in subclause 10.1.1.4.1, still waiting to be received;
3)
there is an outstanding SIP 200 (OK) response to the SIP INVITE request sent to the non-controlling MCPTT function of an MCPTT group as specified in subclause 10.1.1.4.2; or
4)
there is an outstanding SIP INFO request in the dialog of the SIP INVITE requests sent in subclause 10.1.1.4.2 still waiting to be received;

then the controlling MCPTT function shall follow the procedures specified in subclause 6.3.3.3.
If timer TNG1 (acknowledged call setup timer) is running and a final SIP 4xx, 5xx or 6xx response is received from an affiliated and <on-network-required> group member as specified in 3GPP TS 24.381 [31], the controlling MCPTT function shall follow the relevant procedures specified in subclause 6.3.3.3.
If:

1)
timer TNG1 (acknowledged call setup timer) is not running;

2)
the local counter of the number of SIP 200 (OK) responses received from invited members is equal to the value of the <on-network-minimum-number-to-start> element of the group document; and
3)
a final SIP 4xx, 5xx or 6xx response is received from an invited MCPTT client;

then the controlling MCPTT function shall perform one of the following based on policy:

1)
send the SIP final response towards the inviting MCPTT client, according to 3GPP TS 24.229 [4], if a SIP final response was received from all the other invited MCPTT clients and the SIP 200 (OK) response is not yet sent; or

2)
remove the invited MCPTT client from the MCPTT session as specified in subclause 6.3.3.1.5, if a SIP final response other than 2xx or 3xx was received from all the invited MCPTT clients and the SIP 200 (OK) response is already sent. the controlling MCPTT function may invite an additional member of the prearranged MCPTT group as specified in subclause 10.1.1.4.1 that has not already been invited, if the prearranged MCPTT group has more than <on-network-max-participant-count> members as specified in 3GPP TS 24.381 [31], and all members have not yet been invited.
If the group identity in the "SIP INVITE request for controlling MCPTT function of an MCPTT group" is a TGI and constituent MCPTT groups were invited as specified in subclause 10.1.1.4.1.2 and,

1)
if all non-controlling MCPTT functions hosting the constituent MCPTT groups have responded with a SIP 2xx, SIP 3xx, SIP 4xx, SIP 5xx or SIP 6xx responses to the "SIP INVITE request for non-controlling MCPTT function of an MCPTT group"; and

2)
if all expected SIP INFO requests have been received;

then the controlling MCPTT function shall indicate to the media plane that all final responses are received.

NOTE 13:If the SIP 200 (OK) response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group included a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", the controlling MCPTT function expects that the non-controlling MCPTT functions sends a SIP INFO request due to group call.
NOTE 14:
If a SIP INFO request due to group call included the application/vnd.3gpp.mcptt-info+xml MIME body with the <floor-state> element set to "floor-taken", the controlling MCPTT function expects that the non-controlling MCPTT functions sends a further SIP INFO request containing a floor request.
Upon receiving a SIP ACK to the SIP 200 (OK) response sent towards the inviting MCPTT client, and the SIP 200 (OK) response included a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", the controlling MCPTT function shall follow the procedures in subclause 6.3.3.1.18.
***** Next change *****
10.1.1.5.1
Originating procedures

This subclause describes the procedures for inviting an MCPTT user to an MCPTT session. The procedure is initiated by the non-controlling MCPTT function of an MCPTT group as the result of an action in subclause 10.1.1.5.2 or subclause 10.1.1.5.5.

The non-controlling MCPTT function:

1)
shall invite the MCPTT clients as specified in subclause 6.3.4.1.2;

2)
shall include in each SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the controlling MCPTT function according to the procedures specified in subclause 6.3.4.1.1; and

3)
shall send each SIP INVITE request towards the terminating network in accordance with 3GPP TS 24.229 [4].

For each SIP 183 (Session Progress) response received to each SIP INVITE request sent to an MCPTT client, the non-controlling MCPTT function of an MCPTT group:

1)
For each SIP 183 (Session Progress) response containing the option tag "100rel", shall send a SIP PRACK request towards the MCPTT client according to 3GPP TS 24.229 [4]; and
2)
shall cache the received response;

For each SIP 200 (OK) response received to each SIP INVITE request sent to an MCPTT client, the non-controlling MCPTT function of an MCPTT group:

1)
shall send a SIP ACK request towards the MCPTT client according to 3GPP TS 24.229 [4];
2)
shall cache the SIP 200 (OK) response;

3)
shall start the SIP session timer according to rules and procedures of IETF RFC 4028 [7]; and

4)
if at least one of the participants has subscribed to the conference event package, shall send a SIP NOTIFY request to all participants with a subscription to the conference event package as specified in subclause 10.1.3.5.2.
On receipt of a SIP INFO request in the dialog of a SIP INVITE request sent to an invited MCPTT client, the non-controlling MCPTT function of an MCPTT group shall send a SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4].
On receipt of a SIP 3xx, 4xx, 5xx or 6xx response from an invited MCPTT client, the non-controlling MCPTT function of an MCPTT group:

1)
shall send an SIP ACK request towards the MCPTT client as specified in 3GPP TS 24.229 [4];

2)
shall remove the cached provisional responses received from the MCPTT client, if any cached provisional responses exists; and

3)
if the procedures are inititated by the receipt of the "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" as specified in subclause 10.1.1.5.2, shall cache the SIP 3xx, 4xx, 5xx or 6xx response.
***** Next change *****
10.1.1.5.2.2
Initiating a prearranged group call

Upon receipt of a "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" and if a prearranged group call is not ongoing, the non-controlling MCPTT function of an MCPTT group:

NOTE 1:
The Contact header field of the SIP INVITE request contains the "isfocus" feature media tag.

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

2)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

3)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

4)
if the partner MCPTT system does not have a mutual aid relationship with the primary MCPTT system identified by the contents of the P-Asserted-Identity, shall reject the "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" with a SIP 403 (Forbidden) response, with warning text set to "128 isfocus already assigned" in a Warning header field as specified in subclause 4.4, and shall not process the remaining steps;

5)
if a trusted mutual aid relationship exists between the partner MCPTT system and the primary MCPTT system and the procedure in 3GPP TS 23.179 [3] subclause 10.6.2.4.2 is supported:

a)
shall generate a SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4];

b)
shall retrieve the group members of the prearranged group identified by the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request, as specified in subclause 6.3.5.2;

c)
if the retrieval of group members was successful shall include a P-Refused-URI-List header field populated with affiliated members of the prearranged group in accordance with the IETF RFC 5318 [36]:

d)
if the retrieval of group members was not successful, shall include the warning text set to "128 isfocus already assigned" in a Warning header field as specified in subclause 4.4; and

e)
shall send the SIP 403 (Forbidden) response towards the controlling MCPTT function as specified in 3GPP TS 24.229 [4]; and

f)
shall not process the remaining steps;
6)
shall retrieve the group document from the group management server for the MCPTT group ID contained in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request and carry out initial processing as specified in subclause 6.3.5.2 and continue with the rest of the steps if the checks in subclause 6.3.5.2 succeed;

7)
shall cache the content of the SIP INVITE request, if received in the Contact header field and if the specific feature tags are supported;
8)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

9)
determine the members to invite to the prearranged MCPTT group call as specified in subclause 6.3.5.5;
10)
if the group document retrieved from the group management server contains <on-network-required> group members as specified in 3GPP TS 24.381 [31], shall send a SIP 183 (Session Progress) response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group as specified in subclause 6.3.4.2.2.1 and shall populate the response with an application/vnd.3gpp.mcptt-info+xml MIME body containing the <required> element set to "true".
11)
if the group document retrieved from the group management server does not contain any <on-network-required> group members as specified in 3GPP TS 24.381 [31], may, according to local policy, send a SIP 183 (Session Progress) response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group as specified in subclause 6.3.4.2.2.1;
12)
shall invite each group member determined in step 9) above, to the group session, as specified in subclause 10.1.1.5.1; and

13)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;
Unless a SIP response has been sent to the controlling MCPTT function as specified in step 10 or 11 above, the non-controlling MCPTT function of an MCPTT group shall wait for the first SIP provisional response or first SIP 200 (OK) response from one of the invited MCPTT clients, before sending a response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group.

Upon receiving the first 18x response to a SIP INVITE request sent to an invited MCPTT client as specified in subclause 10.1.1.5.1, not containing a P-Answer-State header field, and if a SIP 183 (Session Progress) response has not already been sent in response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate a SIP 183 (Session Progress) response as described in subclause 6.3.4.2.2.1; and

2)
shall forward the SIP 183 (Session Progress) response to the controlling MCPTT function according to 3GPP TS 24.229 [4].

Upon receiving the first 18x response to a SIP INVITE request sent to an invited MCPTT client as specified in subclause 10.1.1.5.1, containing a P-Answer-State header field with the value "Unconfirmed" as specified in IETF RFC 4964 [34], a SIP 183 (Session Progress) response has not already been sent in response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group and the non-controlling MCPTT function of an MCPTT group supports media buffering, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.4.2.2.2 before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.4.2.1;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3.5; and

NOTE 2:
Resulting media plane processing is completed before the next step is performed.

4)
shall send a SIP 200 (OK) response to the controlling MCPTT function according to 3GPP TS 24.229 [4].
If the group document does not contain any <on-network-required> group members as specified in 3GPP TS 24.381 [31], then upon receiving the first SIP 200 (OK) response to a SIP INVITE request sent to an invited MCPTT client as specified in subclause 10.1.1.5.1, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.4.2.2.2 before continuing with the rest of the steps;
2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.4.2.1;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3.5; and

NOTE 3:
Resulting media plane processing is completed before the next step is performed.

4)
shall send a SIP 200 (OK) response to the controlling MCPTT function according to 3GPP TS 24.229 [4].
If the group document contains <on-network-required> group member(s) as specified in 3GPP TS 24.381 [31], then the non-controlling MCPTT function of an MCPTT group:

1)
shall wait until all expected SIP INFO requests have been received from the <on-network-required> MCPTT clients in the dialogs created by the SIP INVITE requests as specified in subclause 10.1.1.5.1;

2)
for each SIP INFO request received, shall verify that the MCPTT ID contained in the <mcptt-called-party-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INFO request matches to the MCPTT ID of an <on-network-required> MCPTT user; and
3)
upon verification that all SIP INFO requests have been received from <on-network-required> MCPTT users:
a)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.4.2.2.2 before continuing with the rest of the steps;
b)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.4.2.1;
c)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3.5; and

NOTE 4:
Resulting media plane processing is completed before the next step is performed.
d)
shall send a SIP 200 (OK) response back to the controlling MCPTT function, according to 3GPP TS 24.229 [4].
Upon receiving a SIP ACK to the SIP 200 (OK) response sent to the controlling MCPTT function where the SIP 200 (OK) response contained a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", the non-controlling MCPTT function:

a)
shall generate a SIP INFO request due to group call as specified in subclause 6.3.4.1.x; and

b)
shall send the SIP INFO request to the controlling MCPTT function as specified in 3GPP TS 24.229 [4];
If all invited MCPTT clients have rejected SIP INVITE requests with a SIP 3xx, 4xx, 5xx or 6xx response, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate a SIP reject response as specified in 3GPP TS 24.229 [4];

2)
shall, from the list of reject response codes cached by the non-controlling MCPTT function of an MCPTT group, select the highest prioritized cached reject response code as specified in IETF RFC 3261 [24]; and

3)
shall send the reject response towards the controlling MCPTT function as specified in 3GPP TS 24.229 [4].
10.1.1.5.2.3
Joining an ongoing prearranged group call

Upon receipt of a "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" and if a prearranged group call is already ongoing, the non-controlling MCPTT function of an MCPTT group:

NOTE 1:
The Contact header field of the SIP INVITE request contains the "isfocus" feature media tag.

1)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not, reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

2)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

3)
if the partner MCPTT system does not have a mutual aid relationship to merged an ongoing prearranged call with the primary MCPTT system identified by the contents of the P-Asserted-Identity, shall reject the "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" with a SIP 403 (Forbidden) response, with warning text set to "128 isfocus already assigned" in a Warning header field as specified in subclause 4.4, and shall not process the remaining steps;

4)
shall cache the content of the SIP INVITE request, if received in the Contact header field and if the specific feature tags are supported;
5)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

6)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.4.2.2.2 before continuing with the rest of the steps;
7)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.4.2.1;
8)
shall instruct the media plane to initialise the switch to non-controlling mode as specified in 3GPP TS 24.380 [5] subclause 6.5.2.3;

NOTE 2:
Resulting media plane processing is completed before the next step is performed. The media plane indicates the state of the floor and if the state is "floor-taken", information about the current speaker.
9)
if the media plane provided information about the current speaker, cache the information about the current speaker(s); and
10)
shall send a SIP 200 (OK) response to the controlling MCPTT function according to 3GPP TS 24.229 [4];
Upon receiving a SIP ACK to the SIP 200 (OK) response sent to the controlling MCPTT function where the SIP 200 (OK) response contained a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149":

1)
shall generate a SIP INFO request due to group call as specified in subclause 6.3.4.1.x; and

2)
shall send the SIP INFO request to the controlling MCPTT function as specified in 3GPP TS 24.229 [4].
Upon receipt of a SIP 200 (OK) response to the SIP INFO request, the non-controlling MCPTT function of an MCPTT group:

1)
if information about a current speaker(s) is cached:

a)
shall generate a SIP INFO request containing a floor request as specified in subclause 6.3.4.1.3; and

b)
shall send the SIP INFO request to the controlling MCPTT function as specified in 3GPP TS 24.229 [4];
2)
shall instruct the media plane to finalise the switch to the non-controlling mode as specified in 3GPP TS 24.380 [5] subclause 6.3.5.3; and
3)
if at least one of the MCPTT clients in the pre-arranged group session has a subscription to the conference event package, shall subscribe to the conference event package from the controlling MCPTT function as specified in subclause 10.1.3.5.3.
***** Next change *****
10.1.1.5.5
Initiating a temporary group session

Upon receiving a "SIP INVITE request "SIP INVITE request for controlling MCPTT function of an MCPTT group" when a prearranged group session is not ongoing, the non-controlling MCPTT-function shall:

NOTE 1:
The difference between a "SIP INVITE request "SIP INVITE request for controlling MCPTT function of an MCPTT group" and a "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" is that the latter SIP INVITE request contains the isfocus media feature tag in the Contact header field.
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The non-controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

2)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

3)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

4)
shall retrieve the group document from the group management server for the MCPTT group ID contained in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request and carry out initial processing as specified in subclause 6.3.5.2 and continue with the rest of the steps if the checks in subclause 6.3.5.2 succeed;
NOTE 2:
If the checks are not succesful, the SIP response to the "SIP INVITE request "SIP INVITE request for controlling MCPTT function of an MCPTT group" is already sent in the subclause 6.3.5.2.

5)
shall cache the content of the SIP INVITE request;

6)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

7)
shall authorize the MCPTT user in the <mcptt-calling-user-identity> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the "SIP INVITE request for controlling MCPTT function of an MCPTT group" as specified in subclause 6.3.5.4, if the MCPTT user is unauthorized to initiated a pre-arranged group session the non-controlling MCPTT function shall send a SIP 403 (Forbidden) response with the warning text set to "119 user is not authorised to initiate the group call" in a Warning header field as specified in subclause 4.4.

8)
shall generate a SIP INVITE request to the controlling MCPTT function as specified in subclause 6.3.4.1.4; and

9)
shall send the SIP INVITE request to the controlling MCPTT function as specified in 3GPP TS 24.229 [4].

Upon receipt of a SIP 2xx response to the SIP INVITE request sent to the controlling MCPTT function as specified above, the non-controlling MCPTT function:

1)
shall send the SIP ACK request to the controlling MCPTT function as specified in 3GPP TS 24.229 [4];

2)
shall generate a SIP 200 (OK) to the "SIP INVITE request for controlling MCPTT function of an MCPTT group" as specified in 3GPP TS 24.229 populated as follows:

a)
shall include an SDP answer as specified in subclause 6.3.4.2.1 based on the SDP answer in the SIP 200 (OK) response;

b)
shall include the public service identifier of the non-controlling MCPTT function in the P-Asserted-Identity header field;
c)
shall include the warning text set to "148 MCPTT group is regrouped" in a Warning header field as specified in subclause 4.4; and
d)
shall send the SIP 200 (OK) request according to 3GPP TS 24.229;
NOTE 3:
As long as the MCPTT group is regrouped the floor control messages in the media plane includes a grouped regrouped indication as specified in 3GPP TS 24.380 [5].

3)
shall start acting as a non-controlling MCPTT function and interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.5;

4)
shall determine the members to invite to the prearranged MCPTT group call as specified in subclause 6.3.5.5; and

5)
shall invite each group member determined in step 2) above, to the group session, as specified in subclause 10.1.1.5.1.

Upon receipt of other final SIP responses with the exception of the SIP 2xx response to the INVITE request sent to the controlling MCPTT function as specified above, the non-controlling MCPTT function:

1)
shall send the SIP ACK response to the controlling MCPTT function as specified in 3GPP TS 24.229 [4]; and

2)
shall start acting as a controlling MCPTT function as specified in subclause 10.1.1.4 and invite members as specified in subclause 6.3.4.1.2.
NOTE 4:
Regardless if the controlling MCPTT function accepts or rejects the SIP INVITE request sent above the prearranged group session continues to be initiated with only the members of the group homed on the non-controlling MCPTT function of the group being invited to the group call.
The non-controlling MCPTT function shall handle SIP responses (other than the SIP 2xx response) to the SIP INVITE requests sent to invited members as specified in 3GPP TS 24.229.

Upon receipt of a SIP 2xx response to SIP INVITE requests sent to invited members in subclause 10.1.1.5.1, where the SIP 2xx response contains a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", the non-controlling MCPTT function:

1)
shall send the SIP ACK request as specified in 3GPP TS 24.229 [4];
2)
shall wait for receipt of a SIP INFO request from the invited member; and

3)
on receipt of the SIP INFO request as specified in subclause 10.1.1.5.1,  shall interact with the media plane as specified in 3GPP TS 24.380 [5].
***** Next change *****
10.1.2.2.1.6
MCPTT client receives a SIP INVITE request for an MCPTT group call 

This procedure is used for MCPTT emergency and MCPTT imminent peril calls when the MCPTT client is affiliated but not joined to the chat group.

In the procedures in this subclause:

1)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and
2)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.
Upon receipt of an initial SIP INVITE request, the MCPTT client:
1)
may reject the SIP INVITE request if either of the following conditions is met:

a)
MCPTT client does not have enough resources to handle the call; or

b)
any other reason outside the scope of this specification;

and skip the rest of the steps;
2)
if the SIP INVITE request is rejected in step 1), shall respond toward participating MCPTT function either with appropriate reject code as specified in 3GPP TS 24.229 [4] and warning texts as specified in subclause 4.4.2 or with SIP 480 (Temporarily unavailable) response not including warning texts if the user is authorised to restrict the reason for failure and skip the rest of the steps of this subclause;
NOTE 1:
if the SIP INVITE request contains an emergency indication or imminent peril indication, the MCPTT client can by means beyond the scope of this specification choose to accept the request.
3)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP INVITE request for an MCPTT emergency group call and:

i)
should display the MCPTT ID of the originator of the MCPTT emergency group call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;

ii)
should display the MCPTT group identity of the group with the emergency condition contained in the <mcptt-calling-group-id> element; and

iii)
if the <alert-ind> element is set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information;

b)
shall set the MCPTT emergency group state to "MEG 2: in-progress";
c)
shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril"; and

d)
shall set the MCPTT imminent peril group call state to "MIGC 1: imminent-peril-gc-capable"; otherwise
4)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP INVITE request for an MCPTT imminent peril group call and:

i)
should display the MCPTT ID of the originator of the MCPTT imminent peril group call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
should display the MCPTT group identity of the group with the imminent peril condition contained in the <mcptt-calling-group-id> element; and

b)
shall set the MCPTT imminent peril group state to "MIG 3: in-progress";
5)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

6)
shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];
7)
shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;
8)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 200 (OK) response;

9)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 200 (OK) response;

10)
shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer according to IETF RFC 4028 [7]. If no "refresher" parameter was included in the received SIP INVITE request the "refresher" parameter in the Session-Expires header field shall be set to "uas", otherwise shall include a "refresher" parameter set to the value received in the Session-Expires header field the received SIP INVITE request;
11)
shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
12)
shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
13)
 shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4]; and
14)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
Upon receipt of a SIP ACK to the SIP 200 (OK) response sent towards the MCPTT server, the MCPTT client:
1)
shall generate a SIP INFO request as specified in subclause 6.2.x.1; and

2)
shall send the SIP INFO request towards the MCPTT server as specified in 3GPP TS 24.229 [4].
***** Next change *****
10.1.2.5.1.2
Initiating a chat group session
Upon receipt of a "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" and if a chat group call is not ongoing, the non-controlling MCPTT function of an MCPTT group:

NOTE 1:
The Contact header field of the SIP INVITE request contains the "isfocus" feature media tag.

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

2)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not, reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

3)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

4)
if the partner MCPTT system does not have a mutual aid relationship with the primary MCPTT system identified by the contents of the P-Asserted-Identity, shall reject the "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" with a SIP 403 (Forbidden) response, with warning text set to "128 isfocus already assigned" in a Warning header field as specified in subclause 4.4, and shall not process the remaining steps;

5)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

6)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.4.2.2.2 before continuing with the rest of the steps;
7)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.4.2.1;
8)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3.5; and
NOTE 2:
Resulting media plane processing is completed before the next step is performed.

9)
shall send a SIP 200 (OK) response to the controlling MCPTT function according to 3GPP TS 24.229 [4].
Upon receiving a SIP ACK to the SIP 200 (OK) response sent to the controlling MCPTT function where the SIP 200 (OK) response contained a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149":
1)
shall generate a SIP INFO request due to group call as specified in subclause 6.3.4.1.x; and

2)
shall send the SIP INFO request to the controlling MCPTT function as specified in 3GPP TS 24.229 [4].
10.1.2.5.1.3
Joining an ongoing chat group call

Upon receipt of a "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" and if a chat group call is already ongoing, the non-controlling MCPTT function of an MCPTT group:

NOTE 1:
The Contact header field of the SIP INVITE request contains the "isfocus" feature media tag.

1)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

2)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

3)
if the partner MCPTT system does not have a mutual aid relationship with the primary MCPTT system identified by the contents of the P-Asserted-Identity, shall reject the "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" with a SIP 403 (Forbidden) response, with warning text set to "128 isfocus already assigned" in a Warning header field as specified in subclause 4.4, and shall not process the remaining steps;

4)
shall cache the content of the SIP INVITE request, if received in the Contact header field and if the specific feature tags are supported;
5)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

6)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.4.2.2.2 before continuing with the rest of the steps;

7)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.4.2.1;
8)
shall instruct the media plane to initialise the switch to the non-controlling mode as specified in 3GPP TS 24.380 [5] subclause 6.5.2.3;
NOTE 2:
Resulting media plane processing is completed before the next step is performed. The media plane indicates the state of the floor and if the state is "floor-taken", information about the current speaker(s).
9)
if the media plane provided information about the current speaker(s), cache the information about the current speaker(s); and
10)
shall send a SIP 200 (OK) response to the controlling MCPTT function according to 3GPP TS 24.229 [4].

Upon receiving a SIP ACK to the SIP 200 (OK) response sent to the controlling MCPTT function where the SIP 200 (OK) response contained a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149":

1)
shall generate a SIP INFO request due to group call as specified in subclause 6.3.4.1.x; and

2)
shall send the SIP INFO request to the controlling MCPTT function as specified in 3GPP TS 24.229 [4].
Upon receipt of a SIP 200 (OK) response to the SIP INFO request, the non-controlling MCPTT function of an MCPTT group:

1)
if information about a current speaker(s) is cached:

a)
shall generate a SIP INFO request containing a floor request as specified in subclause 6.3.4.1.3; and

b)
shall send the SIP INFO request to the controlling MCPTT function as specified in 3GPP TS 24.229 [4];
2)
shall instruct the media plane to finalise the switch to the non-controlling mode as specified in 3GPP TS 24.380 [5] subclause 6.3.5.3; and

3)
if at least one of the MCPTT clients in the chat group session has a subscription to the conference event package, shall subscribe to the conference event package from the controlling MCPTT function as specified in subclause 10.1.3.5.3.
***** Next change *****
11.1.1.2.1.2
Client terminating procedures

Upon receipt of an initial SIP INVITE request, the MCPTT client shall follow the procedures for termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.
The MCPTT client:

1)
may reject the SIP INVITE request if any of the following conditions are met:

a)
MCPTT client is already occupied in another session and the number of simultaneous sessions exceeds <MaxCall>, the maximum simultaneous MCPTT session for private call, as specified in TS 24.384 [50];

b)
MCPTT client does not have enough resources to handle the call; or
c)
any other reason outside the scope of this specification;

otherwise, continue with the rest of the steps.

NOTE:
If the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function can choose to accept the request.
2)
if the SIP INVITE request is rejected in step 1), shall respond toward participating MCPTT function either with appropriate reject code as specified in 3GPP TS 24.229 [4] and warning texts as specified in subclause 4.4.2 or with SIP 480 (Temporarily unavailable) response not including warning texts if the user is authorised to restrict the reason for failure according to <allow-failure-restriction> as specified in 3GPP TS 24.384 [50] and skip the rest of the steps of this subclause;

3)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP INVITE request for an MCPTT emergency private call and:

i)
should display the MCPTT ID of the originator of the MCPTT emergency private call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
if the <alert-ind> element is set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information; and
b)
shall set the MCPTT emergency private priority state to "MEPP 2: in-progress" for this private call;
4)
if the SDP offer of the SIP INVITE request contains an "a=key-mgmt" attribute field with a "mikey" attribute value containing a MIKEY-SAKKE I_MESSAGE:

a)
shall extract the MCPTT ID of the originating MCPTT from the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.179 [46];

b)
shall convert the MCPTT ID to a UID as described in 3GPP TS 33.179 [46];

c)
shall use the UID to validate the signature of the MIKEY-SAKKE I_MESSAGE as described in 3GPP TS 33.179 [46];
d)
if authentication verification of the MIKEY-SAKKE I_MESSAGE fails, shall reject the SIP INVITE request with a SIP 488 (Not Acceptable Here) response as specified in IETF RFC 4567 [47], and include warning text set to "136 authentication of the MIKEY-SAKE I_MESSAGE failed" in a Warning header field as specified in subclause 4.4; and

e)
if the signature of the MIKEY-SAKKE I_MESSAGE was successfully validated:

i)
shall extract and decrypt the encapsulated PCK using the terminating user's (KMS provisioned) UID key as described in 3GPP TS 33.179 [46]; and

ii)
shall extract the PCK-ID, from the payload as specified in 3GPP TS 33.179 [46];

NOTE:
With the PCK successfully shared between the originating MCPTT client and the terminating MCPTT client, both clients are able to use SRTP/SRTCP to create an end-to-end secure session.
5)
may check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

6)
may display to the MCPTT user the MCPTT ID of the inviting MCPTT user;

7)
shall perform the automatic commencement procedures specified in subclause 6.2.3.1.1 if one of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service setting at the invited MCPTT client for answering the call is set to automatic commencement mode;
b)
SIP INVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service setting at the invited MCPTT client for answering the call is set to manual commencement mode, yet the invited MCPTT client is willing to answer the call with automatic commencement mode; or

c)
SIP INVITE request contains a Priv-Answer-Mode header field with the value of "Auto"; and
8)
shall perform the manual commencement procedures specified in subclause 6.2.3.2.1 if either of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service setting at the invited MCPTT client for answering the call is set to manual commencement mode; or

b)
SIP INVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service setting at the invited MCPTT client for answering the call is set to automatic commencement mode, yet the invited MCPTT client allows the call to be answered with manual commencement mode.
Upon receipt of a SIP ACK to the SIP 200 (OK) response that was sent towards the MCPTT server due to the execution of the procedures in subclause 6.2.3.1.1 or subclause 6.2.3.2.1, the MCPTT client:
1)
shall generate a SIP INFO request as specified in subclause 6.2.x.2; and

2)
shall send the SIP INFO request towards the MCPTT server as specified in 3GPP TS 24.229 [4].
11.1.1.2.1.3
Client terminating procedures for reception of SIP re-INVITE request

This subclause covers both on-demand session and pre-established sessions.
Upon receipt of a SIP re-INVITE request for an existing private call session, the MCPTT client shall:
1)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP re-INVITE request to upgrade this call to an MCPTT emergency private call and:

i)
should display the MCPTT ID of the originator of the MCPTT emergency private call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
if the <alert-ind> element is set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information; and
b)
shall set the MCPTT emergency private priority state to "MEPP 2: in-progress" for this private call;
2)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "false":

a)
should display to the MCPTT user an indication that this is a SIP re-INVITE request to downgrade this emergency private call to a normal priority private call and:

i)
should display the MCPTT ID of the sender of the SIP re-INVITE request contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
if the <alert-ind> element is set to "false" should display to the MCPTT user an indication that the MCPTT emergency alert is cancelled;

iii)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body including an <originated-by> element:

A)
should display to the MCPTT user the MCPTT ID contained in the <originated-by> element of the MCPTT user that originated the MCPTT emergency alert; and

B)
if the MCPTT ID contained in the <originated-by> element is the MCPTT ID of the receiving MCPTT user, shall set the MCPTT emergency alert state to "MPEA 1: no-alert";
b)
shall set the MCPTT emergency private priority state to "MEPP 1: no-emergency" for this private call; and
c)
if the MCPTT emergency private call state of the call is set to "MEPC 3: emergency-call-granted", shall set the MCPTT emergency private call state of the call to "MEPC 1: emergency-pc-capable";
3)
may check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

4)
may display to the MCPTT user the MCPTT ID of the inviting MCPTT user if not done so in step 1 or step 2 above;

NOTE 1:
As this is a re-INVITE for an existing MCPTT private call session, there is no attempt made to change the answer-mode from its current state.

5)
shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];
6)
if the SIP re-INVITE request was received within an on-demand session, shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
7)
if the SIP re-INVITE request was received within a pre-established session, shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session;
NOTE 2:
The SIP re-INVITE request can be received within an on-demand session or a pre-established session. If the SIP re-INVITE request is received within a pre-established session, the media-level section for the MCPTT speech media stream and the media-level section of the media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
8)
shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
9)
shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4]; and
10)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
Upon receipt of a SIP ACK to the SIP 200 (OK) response sent towards the MCPTT server the MCPTT client:
1)
shall generate a SIP INFO request as specified in subclause 6.2.x.2; and

2)
shall send the SIP INFO request towards the MCPTT server as specified in 3GPP TS 24.229 [4].
***** Next change *****
11.1.1.4.1
Originating procedures

This subclause describes the procedures for inviting an MCPTT user to an MCPTT session. The procedure is initiated by the controlling MCPTT function as the result of an action in subclause 11.1.1.4.2
The controlling MCPTT function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.3.1.2;
NOTE 1:
As a result of calling subclause 6.3.3.1.2, the <mcptt-calling-user-id> containing the calling user's MCPTT ID is copied into the outgoing SIP INVITE.

2)
if the received SIP INVITE request contains an authorised request for an MCPTT emergency private call as determined by subclause 6.3.3.1.13.2:

a)
shall set the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "true";
b)
if the received SIP INVITE request contains an alert indication set to a value of "true" and this is an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 6.3.3.1.13.1, perform the procedures specified in subclause 6.3.3.1.12; and

c)
if the received SIP INVITE request did not contain an alert indication or contains an alert indication set to a value of "true" and is not an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 6.3.3.1.13.1, shall set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "false";
3)
shall copy the MCPTT ID of the MCPTT user listed in the MIME resources body of the incoming SIP INVITE request, into the <mcptt-request-uri> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the outgoing SIP INVITE request;
4)
shall set the Request-URI to the public service identity of the terminating participating MCPTT function associated to the MCPTT user to be invited;
NOTE 2:
How the controlling MCPTT function finds the address of the terminating MCPTT participating function is out of the scope of the current release.

NOTE 3:
If the terminating MCPTT user is part of a partner MCPTT system, then the public service identity can identify an entry point in the partner network that is able to identify the terminating participating MCPTT function.
5)
shall copy the public user identity of the calling MCPTT user from the P-Asserted-Identity header field of the incoming SIP INVITE request into the P-Asserted-Identity header field of the SIP INVITE request;
6)
shall include a Resource-Priority header field populated with the values for an MCPTT emergency private call as specified in subclause 6.3.3.1.19, if either of the following conditions is met:

a)
if the received SIP INVITE request contains an authorised request for an MCPTT emergency private call as determined in step 2 above; or

b)
the originating MCPTT user is in an in-progress emergency private call state with the targeted MCPTT user;
7)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 6.3.3.1.1;

8)
shall send the SIP INVITE request towards the core network according to 3GPP TS 24.229 [4]; and

9)
shall start a private call timer with a value set to the configured max private call duration for the user.
Upon receiving SIP 200 (OK) response for the SIP INVITE request the controlling MCPTT function:

1)
shall send a SIP ACK request to the SIP 200 (OK) response according to 3GPP TS 24.229 [4];
2)
shall cache the contact received in the Contact header field; and
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
Upon receiving a SIP INFO request within the dialog of the SIP INVITE request, the controlling MCPTT function shall send a SIP 200 (OK) response to the SIP INFO request, according to 3GPP TS 24.229 [4].
Upon expiry of the private call timer, the controlling MCPTT function shall follow the procedure for releasing private call session as specified in subclause 11.1.4.4.

11.1.1.4.2
Terminating procedures

In the procedures in this subclause:

1)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

2)
alert indication in an incoming SIP INVITE request refers to the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.
Upon receiving of a "SIP INVITE request for controlling MCPTT function of a private call" the controlling MCPTT function:

1)
shall check whether the public service identity contained in the Request-URI is allocated for private call and perform the actions specified in subclause 6.3.7.1 if it is not allocated and skip the rest of the steps;

2)
shall perform actions to verify the MCPTT ID of the inviting MCPTT user in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request, and authorise the request according to local policy, and if it is not authorised the controlling MCPTT function shall return a SIP 403 (Forbidden) response with the warning text as specified in "Warning header field" and skip the rest of the steps;

3)
shall validate that the received SDP offer includes at least one media stream for which the media parameters and at least one codec or media format is acceptable by the controlling MCPTT function and if not, reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
4)
if received SIP INVITE request includes an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element included, shall validate the request as described in subclause 6.3.3.1.17;
5)
if the received SIP INVITE request contains an unauthorised request for an MCPTT emergency private call as determined by subclause 6.3.3.1.13.2:

a)
shall reject the SIP INVITE request with a SIP 403 (Forbidden) response as specified in subclause 6.3.3.1.14; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
6)
if a Resource-Priority header field is included in the received SIP INVITE request and if the Resource-Priority header field is set to the value indicated for emergency calls, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the remaining steps if neither one of the following conditions are true:

a)
the SIP INVITE request does not contain an authorised request for an MCPTT emergency call as determined in step 4 above; or

b)
the originating MCPTT user is not in an in-progress emergency private call state with the targeted MCPTT user;
7)
if the SIP INVITE request contains an emergency indication set to a value of "true" and the originating MCPTT user is not in an in-progress emergency private call state with the targeted MCPTT user:

a)
shall cache the information that this MCPTT user has initiated an MCPTT emergency private call to the targeted user; and

b)
shall cache the information that this MCPTT user is in an in-progress emergency private call state with the targeted MCPTT user;

8)
shall perform actions as described in subclause 6.3.3.2.2;

9)
shall allocate an MCPTT session identity for the MCPTT private call session; and

10)
shall invite the MCPTT user listed in the MIME resource-lists body of received SIP INVITE request as specified in subclause 11.1.1.4.1.

Upon receiving a SIP 180 (Ringing) response and if the SIP 180 (Ringing) response or the SIP final response has not yet been sent to the inviting MCPTT client, the controlling MCPTT function:

1)
shall generate a SIP 180 (Ringing) response to the SIP INVITE request and send the SIP 180 (Ringing) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response for the SIP INVITE request where the SIP 200 (OK) response contains a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", and if the SIP final response has not yet been sent to the inviting MCPTT client the, controlling MCPTT function shall wait for the receipt of a SIP INFO request.
Upon receipt of a SIP INFO request in the dialog of a SIP INVITE request sent to the invited MCPTT client as specified in subclause 11.1.1.4.1, containing an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-called-party-id> element set to the MCPTT ID of the invited user and the SIP dialog was established by a SIP INVITE request with a <session-type> element set to the value of "private", the controlling MCPTT function:
1)
shall generate a SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.3.2 before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.2;
3)
if the received SIP INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCPTT emergency alert as specified in subclause 6.3.3.1.13.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
NOTE 1:
This is the case when the MCPTT user's request for an MCPTT emergency private call was granted but the request for the MCPTT emergency alert was denied.
4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

NOTE 2:
Resulting media plane processing is completed before the next step is performed.

5)
shall send a SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4].
Upon receiving a SIP ACK to the SIP 200 (OK) response sent towards the inviting MCPTT client, where the SIP 200 (OK) response was sent with a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", the controlling MCPTT function shall follow the procedures in subclause 6.3.3.1.18.

The controlling MCPTT function shall forward any other SIP response that does not contain SDP, including any MIME bodies contained therein, along the signalling path to the originating network according to 3GPP TS 24.229 [4].
***** End changes *****
