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	Reason for change:
	Stage 1 for mmtel supplementary services (TS 22.173) has been updated in Rel 14 with the following requirement:

For IMS supplementary services requiring authorization by user authentication, the service experience for the user shall be consistent with the procedures defined in TS 22.030 [14] for password based supplementary service management.
This CR introduces the corresponding password subscription option in Stage 3 for the communication barring services.

	
	

	Summary of change:
	- In subclause 4.3.1, the subscription option for the password protection is added
- In subclause 4.5.0, the impacts of this subscription option on the service configuration and the password management are added .
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***** Next change *****
4.3.1
Provision/withdrawal
The ACR/CB service shall be provided after prior arrangement with the service provider.

The ACR/CB service shall be withdrawn at the served user's request or for administrative reasons.
The communication barring services can be offered with a subscription option "control of barring services". If offered, the subscriber selects one value for the "control of barring services". This subscription option is part of the communication barring profile for the served user. The subscription option is shown in table 4.3.1-1.
Table 4.3.1-1: Subscription option for barring services

	Subscription option
	Value

	control of barring services
	by subscriber using a password
________________________

by the service provider


If the subscriber at provisioning time for the subscription option "control of barring services" selected the value "by subscriber using a password", the service provider provisions an initial password for all communication barring services. Subsequently, the user can change the communication barring password at any time. The procedure to register a new communication barring password over the Ut interface is specified in 3GPP TS 24.623 [6]. The procedure to register a new communication barring password using the SIP based configuration is specified in 3GPP TS 24.238 [20].
If the subscriber at provision time has selected the value "by the service provider", then an attempt to register a new communication barring password will be rejected as specified in 3GPP TS 24.623 [6] for Ut interface and 3GPP TS 24.238 [20] for SIP based user configuration.
If the service provider does not offer the subscription option "control of barring services", the subscriber can manipulate the barring settings without using a password.
The subscription option "control of barring services" described in this specification corresponds to the "control of supplementary service" option defined in 3GPP TS 24.623 [6] for Ut interface and in 3GPP TS 24.238 [20] for SIP based user configuration.
***** Next change *****
4.5.0
General

Configuration of supplementary services by the user should: 

-
take place over the Ut interface using XCAP as enabling protocol as described in 3GPP TS 24.623 [6]; or

-
use SIP based user configuration as described in 3GPP TS 24.238 [20].

NOTE:
Other possibilities for user configuration, such as web-based provisioning or pre-provisioning by the operator are outside the scope of the present document, but are not precluded 

If the subscription option "control of barring services" is set to "by subscriber using a password", the subscriber needs to provide a password when manipulating the barring supplementary service.
If the subscription option "control of barring services" is set to "by the service provider", the barring supplementary service cannot be manipulated by the subscriber. The manipulation of the barring supplementary service has to be performed by the service provider. An attempt to manipulate the barring supplementary service over Ut interface will be rejected as specified in 3GPP TS 24.623 [6]. An attempt to manipulate the barring supplementary service using SIP based configuration will be rejected as specified in 3GPP TS 24.238 [20].
For password handling, when the UE is using the Ut interface for service configuration, the UE shall follow the procedures specified in 3GPP TS 24.623 [6]. The UE can learn that a password is required by finding a "password-required" attribute set to "true" in both the <incoming-communication-barring> and the <outgoing-communication-barring> elements.
For password handling, when the UE is using the SIP based user configuration, the UE shall follow the procedures specified in 3GPP TS 24.238 [20].
The enhancements to the XML schema for use over the Ut interface are described in subclause 4.9.
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