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1. Overall Description:

This LS is to provide response to CT1 questions related to MCData TS 23.282. 

Question 1: Feature Capabilities

For MCPTT in CT1, we defined one media feature tag and one IMS Communication Service Identifier (ICSI) From reading TS 24.282, there seems to be separate functional architectures for certain MCData services which seems to indicate that deployments may not require all features and services, so CT1's reading is that we would require feature tags and ICSIs for each service capability. However, enhanced-status seems to be a capability based up on SDS and is more suited to an IMS Application Reference Identifier (IARI). Please confirm CT1's understanding
Can you also confirm that when including a service identifier in each SDS and FD for conversation management, that this is a MCData service identifier that is inserted in application signalling, not SIP signalling.

[SA6 Response] MCData service is not a single service but services suite consisting of sub-services in Rel-14: short data service (SDS) and file distribution (FD). More sub-services e.g., data streaming may be specified in future releases. And MCData features include: conversation management, transmission and reception control, communication release and enhanced status. How ICSI and IARIs are defined is not in SA6 scope and upto CT1 to decide.
Question 2: Intention of media plane transfer

The flows for SDS and FD transfer via the media plane provide the view of a separate signalling plane and a separate media plane. CT1 intends to provide the signalling plane protocol using IMS SIP as was done for MCPTT. For the media plane, CT1 has yet to come up with a decision, but it is assumed that the application/sdp will carry the media description related to the chosen media protocol. If you have a different view, please let us know.
[SA6 Response] SA6 has discussed signalling control plane protocol to be SIP but did not discuss protocols for media plane. It is upto CT1 to decide on the protocols for media plane.
Question 3: Security

CT1 has the understanding that the application protocol for MCData will have 3 parts. One part which is common for MC services that contains things like MCData ID, MCData Group ID, alert-indication, etc. Another part is the signalling control data that is related to MCData. The other part is the actual payload that is delivered to the MCData user. It is CT1's understanding that the hop-by-hop protection is required for the generic MC signalling data and the MCData signalling data. CT1 understands that the media will also traverse the MCData server. However has SA6 and S3 come to a common understanding on whether the payload is end-to-end encrypted?

[SA6 Response] SA6 relies on outcome from SA3 work for security considerations.

Question 4: SDS/FD applicability for groups

TS 23.282 indicates that SDS/FD for groups can be sent to a Group Id with the possibility of identifying certain members of that group that should be sent the data, and this seems to align (in some with the pre-arranged group model that was done for MCPTT). CT1 has the following questions

a) Can a Group SDS/FD session be established as a chat group session?

[SA6 Response] SA6 has not discussed which group models are applicable. Specification may be updated to bring more clarity in the future meetings.

b) Can it be assume that if one of the group members of the SDS/FD session leaves a session, that the member can still re-join the session (as long as it has not been terminated)?

[SA6 Response] Yes, re-joining the session should be possible. Specification may be updated in the future meetings.
Question 5: Data Streaming

TS 23.282 has a reference architecture for DS, but no flows or procedures. Assuming that Rel-14 is frozen can you confirm that Data Streaming is not in Rel-14 scope?

[SA6 Response] Yes, data streaming is not in Rel-14 scope.

Question 6: Applicability to Partner Systems

TS 23.282 (unlike TS 23.379) does not have flows related to Partner systems. Is this because there was no time to specify or is it because partner systems are not applicable for MCData communications?

[SA6 Response] Partner systems are applicable for MCData communication, however, it is not specified in Rel-14 due to lack of time. The conclusions from FS_MCSMI study item, may have an impact on the functionality of partner systems.
Question 7: Common Features

CT1 understands that common features are documented in TS 23.280 and are also mentioned in each individual MC TS. However there are some features such as Temporary Regrouping in TS 23.282 which have configuration defined, but no normative subclause to support it. Is it expected that SA6 will create a subclause for this in TS 23.282, or the configuration should not be present in this release or CT1 assumes that common features not mentioned are "automatically in scope"?

NOTE to CT1: Temporary Regrouping in a primary system only will still require support of the non-controlling function.

[SA6 Response] TS 23.282 does not specify temporary regrouping as there is nothing specific to MCData. It is in the scope of MCData however it is based on the common feature as available in TS 23.280.

Question 8: Split of Participating Function and Controlling Function functionality
For MCPTT, TS 23.179 had a clear split documented of what the PF and CF functions were. However, in TS 28.282, this is not mentioned. For example, there is a view that Transmission Control and Reception Control involves some checks at the PF and the CF. The view is that the originating PF will do some initial checks such as "permission to transmit data" and "data size for a single request", however additionally further checks (e.g. auto-send, mandatory-download, etc) are required at the CF. Additionally, the understanding is that  the PF stores messages, conversation view and message disposition history (see next question), but that is not made clear in Stage 2. Can the split of PF and CF be made clearer?
[SA6 Response] Both the PF and CF functions have roles in MCData transactions and SA6 plans to clarify this aspect in TS 23.282 for Rel-14.

Question 9: Storage of messages and storage of disposition history

Please confirm that each message related to a conversation, the "conversation view" (i.e. message thread) and the disposition history are all stored at the PF of the user.

[SA6 Response] See response to Question 8.

Question 10: Identification of conversations and messages

Can it be assumed that each conversation is identified by a unique identifier (e.g. UUID URN as described in IETF RFC 4122)? Is it correct that each message only needs to be uniquely identified within the scope of a single conversation? Can this be made clearer in Stage 2?

[SA6 Response] Correct, universally unique identifier for conversation identifier identifies a series of related MCData transactions. Transaction identifier identifies a MCData transaction within a conversation. It is upto CT1 to decide whether universally unique identifier is as described in RFC 4122.
Question 11: Disposition for SDS

Please can you confirm the following understanding for disposition requests and disposition notifications (delivery and read)?

· For standalone messaging (unidirectional), use SIP signalling for disposition request and disposition notifications (delivery and read).

· For session-based messaging (bi-directional), use media plane for disposition request and disposition notifications (delivery and read) – "in-band"

· For session-based messaging, when the session is terminated, use signalling plane for disposition notifications (delivery and read) – "out-of-band"

[SA6 Response] CT1 understanding is correct.

Question 11: Download Completed Request and Notification for FD

There seems a mixture of concepts in TS 23.282. While subclauses 7.5.2.4 and 7.5.2.5 (for 1-to-1 and Group FD via HTTP) and subclause 7.5.2.6 (1-to-1 FD via media plane) talk about "download completion request/notification", subclause 7.5.2.7 (group FD via media plane) seems to go back into using "SDS terminology" like delivery/read disposition. This seems to be just an error in the documentation. Please confirm.
[SA6 Response] There is no read report for FD. There is an error in the current version of MCData TS but it will be fixed in new version .

Question 12: User consent

For MCPTT, we had commencement modes for acceptance of the call. For MCData, from reading the Stage-2 TS, it appears that SDS has no user consent, but FD has the ability to allow user consent. Please confirm.
[SA6 Response] SDS has no user consent except for SDS session where as FD allows user consent for non-mandatory download scenario. However this is not analogous to MCPTT commencement modes.
Question 13: Termination of a conversation

CT1 understands that there is a difference between the termination of a conversation and the termination of communication. For example, a new message thread can be started for an existing conversation id or for a new conversation id. What seems to be missing is how a client or server indicates the termination of a conversation, i.e. this conversation can no longer be used for further messaging.

[SA6 Response] We have not addressed in Rel-14 currently. Potential topic in SA6 for future meeting.

Question 14: "Maximum Amount of Time that a MCData user can transmit in a single request" 
It is not clear how this configuration parameter and the functionality associated to it is supposed to work. Questions and observations below:

a) Assuming that the server starts a timer when receiving a data transfer request, it is assumed that such a timer cannot apply to SDS transfer via the signalling plane, because the data is sent in its entirety in the signalling control protocol? 
[SA6 Response] CT1 understanding is correct.

b) For SDS, it seems that this parameter can only be applied to SDS transfer via the media plane. Please confirm.

[SA6 Response] CT1 understanding is correct.

c) What is the significance of "in a single request"? For example considering SDS, can this parameter be applied to a single request within a SDS session?
[SA6 Response]  There is no significance of time factor in SDS standalone request. Maximum Amount of Time parameter is applicable to a single request within a SDS session.

d) If applied to a single request in a 1-to-1 SDS session, it is assumed that the session will be terminated on the expiry of the timer (unless the session life is extended).
[SA6 Response] Agree with CT1 view.

e) If applied to a single request in a group SDS session, what is the intended behaviour? Is it the intention that the user is removed from the group session, or that the group session ends or that this functionality is not applicable to group sessions?

[SA6 Response] No, the user is not removed from the group session but only the transmission is stopped from that user in the group session.
f) CT1 assumes that this parameter also applies to FD using HTTP and FD via the media plane. Please confirm.
[SA6 Response] CT1 understanding is correct.
Question 15: Transmission Control and Reception Control

There are many questions on Transmission Control from CT1. Please see below:
a) For MCPTT, for group calls, off-network allows a UE to act as a floor arbitrator. For MCData, it was not clear whether transmission control applies to off-network as well as on-etwork
[SA6 Response] For off-network only signalling plane SDS is in scope for Rel-14 and hence it is always auto-send.
b) Please confirm that Auto-send is only applicable to SDS
[SA6 Response] CT1 understanding is correct.
c) CT1 has some difficulty understanding the point of having "Auto-receive" unless the intention is that different servers are checking "Auto-send" and "Auto-receive". For example the PF on the uplink checks "Auto-send" and the PF on the downlink checks "Auto-receive".
[SA6 Response] The point of auto-receive is to allow completion of the data delivery to the end users as most convenient for the server/system. Transmit and Receive control are intended for all data services but at this stage only SDS and FD are complete. The intended normal operation is that the user is notified of the data available for them and they then choose to download it if and when they need it (within a validity time). It may be preferable for the system to make the download when convenient for the system and this is auto-receive. SA6 has decided that SDS will always be auto-received. Also a size limit is configured, below which data is auto-received ready for the user when they chose to use it. It should be available by implementation choice (not specified by 3GPP) to use auto-receive for other convenience reasons for the system.
d) Please confirm that Mandatory Download is implicit for SDS and the only option for SDS, and FD can be with mandatory download or without mandatory download.

[SA6 Response] CT1 understanding is correct.

e) For Send Data without mandatory download, it is assumed that this applicable to FD and is not applicable to SDS
[SA6 Response] CT1 understanding is correct.

f) Is mandatory download applicable for groups (the current text refers to one-to-one procedures only)?

[SA6 Response] Mandatory download is applicable to groups and one-to-one as well.

g) Is it correct to say that the “send data with mandatory download” feature in subclause 7.6.2 3 is reflected to appendix B figure B1-1 as “store and forward”?

[SA6 Response] CT1 understanding is correct.

h) Step 4 in subclause 7.6.2 3 implies as if the client sent a request for transmission w/o the data. If so, shouldn’t step 5 include the actual transmission of data from the client to the server also?

[SA6 Response] Depending on whether data transmission is using signalling plane or media plane, the request for transmission with or without the data. And the actual data transmission is hop by hop and not end to end.
i) In step 4e) of subclause 7.6.2.3, What is the criterion for the decision “Request to transmit is queued”
[SA6 Response] May be network load conditions, for example.

Question 16: Communication Release

CT1 has the following questions on communication release:

a) Please confirm that communication release means A- the removal of the file associated with current delivery, from the MCData server and B - the release of media plane resources.

[SA6 Response] File can be removed if all the intended users have downloaded in case of non-mandatory download. In case of mandatory download, the file transmission is stopped for all users. Media plane resources are released due to communication release.
b) Please confirm that the file associated with current delivery which is removed when communication is released is temporarily stored only (i.e. a file uploaded using http for future distribution is not deleted.)

[SA6 Response] CT1 understanding is correct.

Question 17: Resource Management

CT1 has the following questions on resource management:

a) Are the media plane resources freed by the end of the procedure? (For the stand alone data delivery by the end of the media plane delivery, for the SDS session when the session is terminated)?
[SA6 Response] Media plane resources are released. In case of SDS session, the session is terminated when there is a request from the authorized user to release session.

b) Assuming the service data flow (SDF) to be used for MCData media plane is non-GBR, can it be shared on the same bearer with the SDF used for signaling and control plane.

[SA6 Response] It is under discussion in SA6.

2. Actions:

To 3GPP TSG CT WG1 group.

ACTION: 
CT1 is kindly requested to take above answers into account.
3. Date of Next SA6 Meetings:

SA6 Meeting #15 13th – 17th February 2017
Jeju Island, KR
SA6 Meeting #16 3rd– 7th April 2017
Dali, CN

SA6 Meeting #17 8th– 12th May 2017
Prague, CZ
