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The UE may initiate the provision of all available information from the DPF, using a client-initiated session Alert message of code "Generic Alert" (see OMA-TS-DM_Protocol-V1_2 [5]). When requesting all available information from the DPF, the "Type" element of the OMA DM generic alert message shall be set to "urn:oma:mo:ext-3gpp-prose-direct-provisioning:1.0:provision", the "LocURI" element (inside the "Source" element) shall be set to the address of the DPF as specified by OMA-TS-DM_Protocol-V1_2 [5] and the "Data" element is not included.

However per OMA-TS-DM_Protocol-V1_2-20070209-A subclause 8.7:

The protocol defines a Generic Alert message for Alerts generated by the client that MAY have a relation to a Management Object. In the case of a relation to a Management Object then the Source and LocURI MUST identify the address to that Management Object.

Consequently, instead of setting the “LocURI” element to the address of the DPF, the UE shall set this element to the address of the ProSe Direct Services Provisioning Management Object.

The same issue is present in subclause 5.1.
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***** First change *****
4.1
Overview

The ProSe Direct Services Provisioning MO is used to manage ProSe direct discovery authorisation and provisioning information for a ProSe-enabled non-public safety UE.
The MO identifier is: urn:oma:mo:ext-3gpp-prose-direct-provisioning:1.0.
The UE may initiate the provision of all available information from the DPF, using a client-initiated session Alert message of code "Generic Alert" (see OMA-TS-DM_Protocol-V1_2 [5]). When requesting all available information from the DPF, the "Type" element of the OMA DM generic alert message shall be set to "urn:oma:mo:ext-3gpp-prose-direct-provisioning:1.0:provision", the "LocURI" element (inside the "Source" element) shall be set to the address of the ProSe Direct Services Provisioning MO as specified by OMA-TS-DM_Protocol-V1_2 [5] and the "Data" element is not included.
The OMA DM Access Control List (ACL) property mechanism (see OMA-ERELD-DM-V1_2 [3]) may be used to grant or deny access rights to OMA DM servers in order to modify nodes and leaf objects of the ProSe Direct Services Provisioning MO.
The following nodes and leaf objects are possible in the ProSe Direct Services Provisioning MO as described in figure 4.1.1:
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Figure 4.1.1: The ProSe Direct Services Provisioning Management Object
***** Next change *****
5.1
Overview

The ProSe Public Safety Direct Services Provisioning MO is used to manage ProSe direct discovery and ProSe direct communication authorisation and provisioning information for a ProSe-enabled public safety UE.
The MO identifier is: urn:oma:mo:ext-3gpp-prose-public-safety-direct-provisioning:1.0.
The UE may initiate the provision of all available information from the DPF, using a client-initiated session Alert message of code "Generic Alert" (see OMA-TS-DM_Protocol-V1_2 [5]). When requesting all available information from the DPF, the "Type" element of the OMA DM generic alert message shall be set to "urn:oma:mo:ext-3gpp-prose-public-safety-direct-provisioning:1.0:provision", the "LocURI" element (inside the "Source" element) shall be set to the address of the ProSe Public Safety Direct Services Provisioning MO as specified by OMA-TS-DM_Protocol-V1_2 [5] and the "Data" element is not included.
The OMA DM Access Control List (ACL) property mechanism (see OMA-ERELD-DM-V1_2 [3]) may be used to grant or deny access rights to OMA DM servers in order to modify nodes and leaf objects of the ProSe Public Safety Direct Services Provisioning MO.
The following nodes and leaf objects are possible in the ProSe Public Safety Direct Services Provisioning MO as described in figure 5.1.1 and figure 5.1.2, figure 5.1.3, figure 5.1.4, figure 5.1.5, figure 5.1.6, figure 5.1.7, figure 5.1.8, figure 5.1.9, figure 5.1.10 and figure 5.1.11:
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Figure 5.1.1: The ProSe Public Safety Direct Services Provisioning Management Object (1 of 11)
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Figure 5.1.2: The ProSe Public Safety Direct Services Provisioning Management Object (2 of 11)
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Figure 5.1.3: The ProSe Public Safety Direct Services Provisioning Management Object (3 of 11)
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Figure 5.1.4: The ProSe Public Safety Direct Services Provisioning Management Object (4 of 11)
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Figure 5.1.5: The ProSe Public Safety Direct Services Provisioning Management Object (5 of 11)
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Figure 5.1.6: The ProSe Public Safety Direct Services Provisioning Management Object (6 of 11)
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Figure 5.1.7: The ProSe Public Safety Direct Services Provisioning Management Object (7 of 11)
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Figure 5.1.8: The ProSe Public Safety Direct Services Provisioning Management Object (8 of 11)
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Figure 5.1.9: The ProSe Public Safety Direct Services Provisioning Management Object (9 of 11)
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Figure 5.1.10: The ProSe Public Safety Direct Services Provisioning Management Object (10 of 11)
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Figure 5.1.11: The ProSe Public Safety Direct Services Provisioning Management Object (11 of 11)
***** End of changes *****
_1513434029.vsd
GroupParameters?


<X>+


AddressType



_1520754981.vsd
<X>


Ext?


PLMN


MonitoringPolicy?


<X>+


AnnouncingPolicy?


<X>+


PLMN


ValidityTimerT4005


ValidityTimerT4005


Range?



_1528035756.vsd
ValidityTimerT4005


UEToNetworkRelayPolicy?



_1525537824.vsd
ModelAMonitoringPolicy?


<X>+


ModelAAnnouncingPolicy?


<X>+


ModelBDiscovererPolicy?


<X>+


ModelBDiscovereePolicy?


<X>+


PLMN


ValidityTimerT4005


PLMN


ValidityTimerT4005


PLMN


ValidityTimerT4005


PLMN


ValidityTimerT4005


DiscoveryPolicyForPS?



_1519643880.vsd
<X>+


UserInfoID



_1515916429.vsd
OneToOneDirectCommunicationParameters?



_1501587753.vsd
Ext?


AnnouncingPolicy?


MonitoringPolicy?


<X>+


PLMN


<X>+


ValidityTimerT4005


PLMN


ValidityTimerT4005


Range?


<X>


ConRef


ToConRef?


<X>+


RestrictedModelAMonitoringPolicy?


<X>+


PLMN


ValidityTimerT4005


RestrictedModelAAnnouncingPolicy?


<X>+


PLMN


ValidityTimerT4005


Range?


RestrictedModelBDiscovererPolicy?


<X>+


PLMN


ValidityTimerT4005


Range?


RestrictedModelBDiscovereePolicy?


<X>+


PLMN


ValidityTimerT4005


ProSeDiscoveryUEIDInfo?


ProSeDiscoveryUEID


ValidityTimerT4015


Range?



_1508583811.vsd
RestrictedModelAMonitoringPolicy?


<X>+


RestrictedModelAAnnouncingPolicy?


<X>+


RestrictedModelBDiscovererPolicy?


<X>+


RestrictedModelBDiscovereePolicy?


<X>+


PLMN


ValidityTimerT4005


Range?



_1508916288.vsd
PublicSafetyDiscoveryPolicyNotInEUTRAN?


MonitoringAuthorisationNotInEUTRAN?



_1506420333.vsd
DirectCommunicationAuthorisationNotInEUTRAN?



_1489300593.vsd
GeographicalArea


Coordinates


<X>+


Polygon?


<X>+


Latitude



_1500163986.vsd
UsageInformation
ReportingConfiguration?


ServerAddress?



